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Lagrddsremissens huvudsakliga innehall

For banker och andra finansiella foretag géiller uppgiftsskyldighet. Upp-
giftsskyldigheten innebir att brottsbekdmpande myndigheter, i den brotts-
bekdmpande verksamheten, har ritt att ta del av information om enskildas
forhéllanden som finns hos foretagen och som annars omfattas av tystnads-
plikt.

For att de finansiella foretagens kunder ska kunna tillgodogdra sig
tjdnster hos foretagen krivs ofta att de anvinder e-legitimation, t.ex. for
att logga in i en e-tjédnst eller for att godkdnna transaktioner. I denna lag-
radsremiss foreslas en uppgiftsskyldighet for foretag som tillhandahaller
e-legitimationer som anvénds mot finansiella foretag. Genom forslaget far
de brottsbekdmpande myndigheterna mojlighet att vinda sig direkt till ett
e-legitimationsforetag for att inhdmta information om en persons
e-legitimationsanvéndning mot finansiella foretag.

I lagradsremissen foreslés dven att uppgiftsskyldigheten for foretag som
tillhandahaller kryptotillgangar och kryptorelaterade tjanster ska utokas
till att gdlla i de brottsbekdmpande myndigheternas underréttelseverksam-
het.

Lagéndringarna foreslas trida i kraft den 1 maj 2026.
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1 Beslut

Regeringen har beslutat att inhdmta Lagradets yttrande 6ver forslag till

1. lag om uppgiftsskyldighet for vissa e-legitimationsforetag,

2. lag om é&ndring i lagen (2000:562) om internationell réttslig hjélp i
brottmal,

3. lagom dndring i lagen (2024:114) om clearing och avveckling av betal-
ningar,

4. lag om éndring i lagen (2024:1159) med kompletterande bestimmelser
till EU:s foérordning om marknader for kryptotillgédngar.



2 Lagtext

Regeringen har foljande forslag till lagtext.

2.1 Forslag till lag om uppgiftsskyldighet {for vissa
e-legitimationsforetag

Harigenom foreskrivs foljande.

Lagens innehall

1§ Denna lag innehéller bestimmelser om skyldigheter for e-legitima-
tionsforetag att till brottsbekdmpande myndigheter lamna uppgifter om
enskildas forhéllanden till finansiella foretag.

Med e-legitimationsforetag avses foretag som tillhandahaller tjénster for
elektronisk identifiering, dock inte tillhandahallare av europeiska digitala
identitetsplanbocker.

Med finansiella foretag avses foretag som omfattas av uppgiftsskyldig-
het enligt

—lagen (1998:1479) om vérdepapperscentraler och kontoforing av
finansiella instrument,

— lagen (2004:46) om vérdepappersfonder,

—lagen (2004:297) om bank- och finansieringsrorelse,

—lagen (2006:531) om sérskild tillsyn 6ver finansiella konglomerat,

—lagen (2007:528) om viardepappersmarknaden,

—lagen (2010:751) om betaltjénster,

— forsdkringsrorelselagen (2010:2043),

—lagen (2011:755) om elektroniska pengar,

—lagen (2013:561) om forvaltare av alternativa investeringsfonder,

—lagen (2014:968) om sirskild tillsyn over kreditinstitut och vérde-
pappersbolag,

—lagen (2019:742) om tjénstepensionsforetag,

—lagen (2021:899) med kompletterande bestdmmelser till EU:s
forordning om grasrotsfinansiering,

—lagen (2022:1746) med kompletterande bestimmelser till EU:s férord-
ning om en paneuropeisk privat pensionsprodukt (PEPP-produkt),

—lagen (2024:114) om clearing och avveckling av betalningar, eller

—lagen (2024:1159) med kompletterande bestimmelser till EU:s férord-
ning om marknader for kryptotillgangar.

Uppgiftsskyldighet i underrittelseverksamhet

2§ Ett e-legitimationsforetag ska pa begdran av Polismyndigheten,
Skatteverket, Sékerhetspolisen eller Tullverket 1dmna uppgifter om en-
skildas forhallanden till finansiella foretag, om uppgifterna behovs i ett
enskilt fall i myndighetens verksamhet for att forebygga, forhindra eller
uppticka brottslig verksamhet som innefattar brott for vilket det i straff-
skalan ingér fangelse i ett ar eller mer.



3§ Ett e-legitimationsforetag eller den som &r verksam i ett saddant
foretag far inte obehdrigen rdja for den enskilde eller for nagon utom-
stdende att en myndighet har gjort en begiran eller att uppgifter har
lamnats enligt 2 §.

Bestimmelser om ansvar for den som bryter mot tystnadsplikten enligt
forsta stycket finns 1 20 kap. 3 § brottsbalken.

Uppgiftsskyldighet i vissa utredningar och drenden

4 § Ett e-legitimationsforetag ska lamna uppgifter om enskildas forhall-
anden till finansiella féretag om det

1. under en utredning enligt bestimmelserna om forundersokning i
brottmal begirs av undersdkningsledaren,

2. under en utredning om sjilvstindigt forverkande begérs av éklagaren,

3.1 ett drende om rittslig hjélp i brottmal begérs av &klagaren pa fram-
stillning av en annan stat eller en mellanfolklig domstol, eller

4.1 ett drende om erkdnnande och verkstillighet av en europeisk utred-
ningsorder begérs av dklagaren.

5§ Den undersokningsledare eller dklagare som begér uppgifter enligt
4 § far besluta att e-legitimationsforetaget eller den som é&r verksam i
foretaget inte far r6ja for den enskilde eller for nagon utomstaende att en
myndighet har gjort en begéran eller att uppgifter har ldmnats enligt 4 §
eller att det padgar en forundersdkning, en utredning om sjélvstindigt
forverkande, ett drende om réttslig hjélp i brottmal eller ett drende om
erkdnnande och verkstéllighet av en europeisk utredningsorder.

Ett sadant forbud far meddelas om det krivs for att en utredning om brott
eller sjalvstandigt forverkande inte ska dventyras eller for att uppfylla en
internationell Gverenskommelse som &r bindande for Sverige.

Forbudet ska vara tidsbegrinsat, med mojlighet till forlangning, och far
inte avse langre tid d4n vad som ar motiverat med hinsyn till syftet med
forbudet. I ett drende om réttslig hjalp i brottmal eller om erkédnnande och
verkstéllighet av en europeisk utredningsorder far dock forbudet tidsbe-
grinsas endast om den stat eller mellanfolkliga domstol som ansdkt om
rattslig hjélp eller den utlindska myndighet som har utfardat utrednings-
ordern samtycker till detta.

Om ett forbud inte ldngre dr motiverat med hénsyn till syftet med for-
budet, ska undersdkningsledaren eller dklagaren besluta att forbudet ska
upphdra.

6 § Till boter doms den som uppsatligen eller av grov oaktsamhet bryter
mot ett meddelandeforbud enligt 5 §.

Hur uppgifterna ska liimnas

78§ Uppgifter enligt 2 och 4 §§ ska lamnas utan drojsmal och i elektro-
nisk form.

Denna lag trader i kraft den 1 maj 2026.



2.2

Forslag till lag om dndring i lagen (2000:562)

om internationell rittslig hjélp i brottmal

Harigenom foreskrivs att 5 kap. 10 § lagen (2000:562) om internationell
rattslig hjalp i brottmél ska ha foljande lydelse.

Nuvarande lydelse

Féreslagen lydelse

5 kap.
10 §*
Bestdmmelser om uppgiftsskyldighet finns i
— 8 kap. 2 b § lagen (1998:1479) om virdepapperscentraler och konto-

foring av finansiella instrument,

— 2 kap. 20 § lagen (2004:46) om virdepappersfonder,
— 1 kap. 11 § lagen (2004:297) om bank- och finansieringsrorelse,
— 6 kap. 8 § lagen (2006:531) om sarskild tillsyn &ver finansiella konglo-

merat,

— 1 kap. 12 § lagen (2007:528) om véardepappersmarknaden,

— 3 kap. 14 § lagen (2010:751) om betaltjanster,

— 19 kap. 46 § forsdkringsrorelselagen (2010:2043),

— 3 kap. 14 § lagen (2011:755) om elektroniska pengar,

— 8 kap. 25 § lagen (2013:561) om forvaltare av alternativa investerings-

fonder,

— 6 kap. 11 § lagen (2014:968) om sirskild tillsyn 6ver kreditinstitut och

vardepappersbolag,

— 16 kap. 37 § lagen (2019:742) om tjanstepensionsforetag,

—1 kap. 7 § lagen (2021:899) med kompletterande bestammelser till
EU:s forordning om grésrotsfinansiering,

—1 kap. 6 § lagen (2022:1746) med kompletterande bestimmelser till
EU:s forordning om en paneuropeisk privat pensionsprodukt (PEPP-

produkt),

— 1 kap. 4 § lagen (2024:114) om
clearing och avveckling av betal-
ningar, och

—1 kap. 5 § lagen (2024:1159)
med kompletterande bestimmelser
till EU:s férordning om marknader
for kryptotillgangar.

— 1 kap. 4 § lagen (2024:114) om
clearing och avveckling av betal-
ningar,

—1 kap. 5 § lagen (2024:1159)
med kompletterande bestimmelser
till EU:s foérordning om marknader
for kryptotillgangar, och

—4 § lagen (2026:000) om upp-
giftsskyldighet for vissa e-legitima-
tionsforetag.

I de lagar som anges i forsta stycket finns dven bestdmmelser om
meddelandeforbud och ansvarsbestimmelser for den som bryter mot ett

sadant forbud.

Denna lag trader i kraft den 1 maj 2026.

! Senaste lydelse 2025:173.



23 Forslag till lag om dndring i lagen (2024:114)
om clearing och avveckling av betalningar

Hirigenom foreskrivs att 6 kap. 7 § lagen (2024:114) om clearing och
avveckling av betalningar ska ha foljande lydelse.

Nuvarande lydelse Féreslagen lydelse

6 kap.
78§

Om ett clearingbolag inte i tid Om ett clearingbolag inte i tid
lamnar de uppgifter som fore- lamnar de uppgifter som fore-
skrivits med stod av 7 kap. 1 § 3, far  skrivits med stod av 7 kap. 1 § 4, far
Finansinspektionen besluta att bo-  Finansinspektionen besluta att bo-
laget ska betala en forseningsavgift laget ska betala en forseningsavgift
med hogst 100 000 kronor. med hdgst 100 000 kronor.

Avgiften tillfaller staten.

Denna lag trader i kraft den 1 maj 2026.



24 Forslag till lag om dndring i lagen (2024:1159)
med kompletterande bestimmelser till EU:s
forordning om marknader for kryptotillgingar

Harigenom foreskrivs att det i lagen (2024:1159) med kompletterande
bestimmelser till EU:s forordning om marknader for kryptotillgdngar
nirmast efter rubriken "Uppgiftsskyldighet” ska inforas en ny paragraf,
1 kap. 4 a §, av foljande lydelse.

Nuvarande lydelse Foéreslagen lydelse
1 kap.

4af

Ett foretag som omfattas av EU-
forordningen ska pd begdran av
Polismyndigheten, Skatteverket,
Sékerhetspolisen eller Tullverket
ldmna uppgifter om enskildas for-
hallanden till foretaget, om upp-
gifterna behdvs i ett enskilt fall i
myndighetens verksamhet for att
forebygga, forhindra eller upp-
ticka brottslig verksamhet som
innefattar brott for vilket det i
straffskalan ingdr fingelse i ett dr
eller mer. Uppgifterna ska ldmnas
utan dréjsmdl och i elektronisk
form.

Foéretaget eller den som dr verk-
sam i foretaget fdr inte obehorigen
réja for den enskilde eller for
ndgon utomstdende att en myndig-
het har gjort en begdran eller att
uppgifter har limnats enligt forsta
stycket.

Bestimmelser om ansvar for den
som bryter mot tystnadsplikten en-
ligt andra stycket finns i 20 kap. 3 §
brottsbalken.

Denna lag trader i kraft den 1 maj 2026.



10

3 Arendet och dess beredning

Banker och andra finansiella foretag dr skyldiga att limna uppgifter om
enskildas forhallanden till foretaget till brottsbekdmpande myndigheter. I
beténkandet Stirkta atgdrder mot penningtvitt och finansiering av terror-
ism framkommer att Polismyndigheten dven har ett behov av att fa
information fran foretag som tillhandahéller e-legitimationstjénster. De
uppgifter om e-legitimationsanvindning som dessa foretag har bedoms
kunna avsléja avvikande beteenden och misstankta monster pa en samlad
niva, vilket kan underldtta upptickt och bekdmpande av brott (SOU
2021:42 avsnitt 17.4). I propositionen Samverkan mot penningtvitt och
finansiering av terrorism forklarade regeringen att den avsag att ater-
komma i frdga om uppgiftsskyldighet for e-legitimationsforetag (prop.
2021/22:251 avsnitt 9).

Mot denna bakgrund har promemorian Uppgiftsskyldighet for vissa
e-legitimationsforetag tagits fram inom Finansdepartementet. 1 den
foreslas bl.a. en uppgiftsskyldighet for foretag som tillhandahaller
e-legitimationer som anvinds mot finansiella foretag.

En sammanfattning av promemorian finns i bilaga I. Promemorians
lagforslag finns i bilaga 2. Promemorian har remissbehandlats. En forteck-
ning dver remissinstanserna finns i bilaga 3. Remissvaren finns tillgéng-
liga pé regeringens webbplats (regeringen.se) och i Finansdepartementet
(Fi2025/00837).

I lagrddsremissen behandlas promemorians lagforslag.

4 Rattslig reglering

4.1 E-legitimationer

E-legitimationer och e-legitimationsforetag

En e-legitimation &r en elektronisk identitetshandling som kan anvindas
for att identifiera innehavaren pé distans. En e-legitimation kan finnas som
en applikation i en mobiltelefon eller surfplatta eller som en fil pa en dator.
Den kan ocksa finnas pa en fysisk bérare, som ett kort. En innehavare av
en e-legitimation kan anvinda denna for att identifiera sig vid kontakter
med foretag och myndigheter 6ver internet och telefon. Ofta innefattar
e-legitimationstjdnsten en funktion for elektronisk underskrift, vilket gor
det mojligt for innehavaren att pd distans t.ex. underteckna ansdkningar,
ingd avtal och godkénna ekonomiska transaktioner.

Sverige har, till skillnad fran manga andra lander, 4nnu inte nagon statlig
e-legitimation. Forslag pa hur en statlig e-legitimation ska utformas och
tillhandahallas har dock ldmnats i betdnkandet En sdker och tillgdnglig
statlig e-legitimation (SOU 2023:61). Forslagen har remitterats och bereds
inom Regeringskansliet.

Pa den svenska marknaden finns i dagsléget ett flertal privata aktorer
som tillhandahaller e-legitimationstjénster. Tva av dessa foretag, Finan-
siell ID-teknik BID AB och Freja eID Group AB, tillhandahaller e-legiti-



mationer som kan anvéndas av privatpersoner for legitimering mot banker
och andra finansiella foretag.

Finansiell ID-teknik BID AB dgs och forvaltas av sju svenska banker
och tillhandahaller e-legitimationen bank-id. Bank-id finns i tre varianter,
mobilt bank-id, bank-id pé fil och bank-id pa kort. Bank-id ges ut till
privatpersoner av tio olika banker. Den som vill skaffa bank-id behéver ha
ett svenskt personnummer och vara kund i ndgon av de tio bankerna. Bank-
id 4r den dominerande e-legitimationen pé den svenska marknaden. Under
2024 hade 99,9 procent av alla folkbokforda personer i Sverige mellan 18
och 67 ar ett bank-id. Allra vanligast 4r mobilt bank-id. Samma ar var
7 500 organisationer frén sévél privat som offentlig sektor anslutna till
bank-id, déribland ett stort antal finansiella foretag.

Freja eID Group AB tillhandahéller e-legitimationen Freja plus. Freja
elD Group AB ar till skillnad fran Finansiell ID-teknik BID AB fristdende
frén banker och andra finansiella foretag. Freja plus dr den nist mest an-
vianda e-legitimationen i Sverige efter bank-id med 6ver 1,2 miljoner
anvindare 2024. Freja plus kan skaffas av personer som ar folkbokforda i
Sverige och har ett svenskt personnummer eller personer som inte ar
folkbokforda i landet men som har ett samordningsnummer med styrkt
identitet. Freja plus kan anvindas i 6ver 500 e-tjanster, diribland hos vissa
finansiella foretag.

Utover bank-id och Freja plus finns e-legitimationer som inte anviands
mot finansiella foretag, t.ex. den e-legitimation som finns i Skatteverkets
id-kort for personer som &r folkbokforda i Sverige och som utfardas av
Aktiebolaget Svenska Pass. Dérutdver finns foretag som enbart tillhanda-
héller tjanster for elektronisk underskrift. Dessa tjénster &r beroende av att
anvindaren har tillgang till en separat e-legitimation for att kunna identi-
fiera sig i samband med underskriften. I det foljande kommer begreppet
e-legitimationsforetag anvindas om sadana foretag som tillhandahéller
e-legitimationer, dvs. elektroniska identitetshandlingar, och tjénster for
elektronisk identifiering. Nyttjandet av ett e-legitimationsforetags tjdnster
for identifiering och, i forekommande fall, underskrift bendmns
legitimering.

Nuvarande reglering av e-legitimationsforetag

I Europaparlamentets och radets férordning (EU) nr 910/2014 av den
23 juli 2014 (eIDAS-forordningen) finns viss reglering av foretag som
tillhandahaller e-legitimationer. Forordningen syftar till att mojliggora
gransoverskridande anvéndning av e-legitimationer och innehaller bland
annat bestimmelser om anmdélan till EU-kommissionen av system for
elektronisk identifiering, tillitsnivéer for sddana system och krav pé sa
kallade betrodda tjénster, dvs. tjanster for elektronisk underskrift. Forord-
ningen kompletteras av bestimmelser i lagen (2016:561) med komplett-
erande bestimmelser till EU:s forordning om elektronisk identifiering
samt forordningen (2016:576) med kompletterande bestimmelser till EU:s
forordning om elektronisk identifiering. Dérutover finns viss reglering
som beror e-legitimationsforetag i bl.a. lagen (2023:704) om auktorisa-
tionssystem i frdga om tjénster for elektronisk identifiering och for digital
post.

11
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Den 20 maj 2024 tridde en reviderad version av e[DAS-forordningen i
kraft, Europaparlamentets och radets forordning (EU) 2024/1183 av den
11 april 2024 (den reviderade eIDAS-forordningen). Férordningen inne-
bar att medlemsstaterna fran november 2026 kommer att vara skyldiga att
tillhandahalla alla fysiska och juridiska personer inom EU en s.k. digital
identitetsplanbok. Den digitala identitetsplénboken kopplas, med hjélp av
en e-legitimation, till planboksanvéindarens identitet. Darefter kan identi-
tetsplanboken bl.a. anvindas for legitimering och signering i digitala
tjénster. I betdnkandet Kompletterande bestimmelser till EU:s reviderade
forordning om elektronisk identifiering (SOU 2024:45). foreslas att en
myndighet som utses av regeringen ska tillhandahélla en sddan identitets-
planbok. Dartill foreslas att privata aktdrer ska fa tillhandahalla digitala
identitetspl&nbocker (avsnitt 6.3.1). Enligt den reviderade eIDAS-forord-
ningen ska den som anvénder en digital identitetsplanbok ha full kontroll
over uppgifterna i planboken och hur dessa anvdnds. Den aktér som
tillhandahaller planboken fér t.ex. inte samla in information om anvand-
ningen som inte dr nddviandig for tillhandahallandet av tjénster relaterade
till planboken. Inte heller far den som tillhandahéller s.k. elektroniska
attributsintyg till planboken eller ndgon annan part erhalla data om t.ex.
transaktioner och anviandarbeteende (artikel 5a.14 och 5a.16.a).

4.2 Uppgiftsskyldighet for finansiella foretag
Uppgiftsskyldighet i rorelselagstiftningen

Den verksamhet som bedrivs av finansiella foretag regleras i stor
utstrickning av bestdmmelser i den sa kallade rorelselagstiftningen. I
rorelselagarna finns bestdmmelser om tystnadsplikt som innebér att
finansiella foretag inte obehdrigen far roja uppgifter om enskildas
forhallanden till foretaget, se t.ex. 1 kap. 10 § lagen (2004:297) om bank-
och finansieringsrorelse (LBF). Tystnadsplikten omfattar bl.a. uppgifter
som enskilda lamnar vid en ansékan om att bli kund hos ett finansiellt
foretag, uppgifter om vilka transaktioner den enskilda genomfor hos
foretaget och uppgifter om vilka tjinster som nyttjas hos fOretaget.
Tystnadsplikten omfattar &ven teknisk information, t.ex. sédan
information som genereras i samband med inloggning med en e-legi-
timation i foretagets e-tjanster.

De uppgifter som finansiella foretag har om sina kunder kan ha stor
betydelse for utredningar om brott. I rorelselagstiftningen finns déarfor
bestdimmelser om undantag fran tystnadsplikten som innebér att foretagen
ar skyldiga att lamna ut uppgifter om enskildas forhéllanden till foretaget
ndr detta begérs av brottsbekdmpande myndigheter (uppgiftsskyldighet).
Uppgiftsskyldigheten géller under forundersdkning samt i vissa andra
straffprocessuella drenden, diribland drenden om réttslig hjélp i brottmal
(set.ex. 1 kap. 11 § LBF). Sedan den 1 april 2025 géller uppgiftsskyldighet
dven 1 de brottsbekdmpande myndigheternas underrittelseverksamhet,
dvs. for att forebygga, forhindra eller upptécka brottslig verksamhet (se
t.ex. 1 kap. 10 b § LBF).

Uppgiftsskyldigheten géller samtliga uppgifter om enskildas forhéllan-
den till foretaget. For att motverka att den som &r misstankt for brott far



kidnnedom om att uppgifter har lamnats till brottsbekdimpningen finns dven
bestimmelser om tystnadsplikt och meddelandeforbud som innebér att
anstdllda hos foretaget inte far avslgja att uppgifter har begirts av eller
lamnats till brottsbekdmpande myndigheter (se t.ex. 1 kap. 10 b, 12 och
13 §§ LBF).

Bestaimmelser om uppgiftsskyldighet finns dven i penningtvéttslag-
stiftningen, se 4 kap. 6 § lagen (2017:630) om &tgérder mot penningtvétt
och finansiering av terrorism (penningtvittslagen).

Uppgiftsskyldighet for foretag som omfattas av EU:s
forordning om marknader for kryptotillgingar

Sedan den 30 december 2024 tillampas Europaparlamentets och radets
forordning (EU) 2023/1114 av den av den 31 maj 2023 (EU:s foérordning
om marknader for kryptotillgangar). Forordningen faststéiller enhetliga
krav for utgivare av kryptotillgdngar och leverantdrer av krypto-
tillgangstjanster. Vilka foretag som omfattas av bestimmelserna framgéar
av artikel 2.

Forordningen kompletteras i svensk ritt av lagen (2024:1159) med
kompletterande bestdmmelser till EU:s forordning om marknader for
kryptotillgdngar. Lagen innehdller en bestimmelse om tystnadsplikt, som
innebér att den som é&r eller har varit knuten till ett foretag som omfattas
av EU-forordningen som anstélld eller uppdragstagare inte obehorigen far
r6ja eller utnyttja vad han eller hon i anstédllningen eller under uppdraget
har fatt veta om négon annans afférsforhallanden eller personliga for-
hallanden (1 kap. 4 §). Dartill finns en bestimmelse om uppgiftsskyldighet
(1 kap. 5 §). Uppgiftsskyldigheten géller uppgifter som begérs av en for-
undersokningsledare under en férundersdkning eller utredning om sjalv-
standigt forverkande eller av en aklagare i ett drende om rittslig hjélp i
brottmal, pa framstillning av en annan stat eller en mellanfolklig domstol,
eller i ett drende om erkédnnande och verkstillighet av en europeisk utred-
ningsorder. Lagen innehdller diremot inte ndgon bestimmelse om
uppgiftsskyldighet i underréttelseverksamhet (se foregaende avsnitt).

5 Behovet av fordndring

Regeringens bedomning

De brottsbekdmpande myndigheterna behdver i sin brottsbekdmpande
verksamhet fa tillgdng till uppgifter frén e-legitimationsforetag och
foretag som omfattas av EU:s forordning om marknader for kryptotill-
géngar. Behovet finns dven i underrittelseverksamhet. Det bor dérfor
inforas en lagstadgad uppgiftsskyldighet for e-legitimationsforetag.
Uppgiftsskyldigheten for foretag som omfattas av EU:s forordning om
marknader for kryptotillgdngar bor utokas till att gélla i underrattelse-
verksambhet.
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Promemorians bedomning

Bedomningen i promemorian stimmer overens med regeringens beddm-
ning.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker bedomningen eller har inget
att invinda mot den.

Ekobrottsmyndigheten, Skatteverket, Svenska Bankforeningen och
Aklagarmyndigheten avstyrker forslaget. Aven Finansiell ID-teknik BID
AB motsitter sig en lagstadgad uppgiftsskyldighet. Remissinstanserna
anser bl.a. att det frivilliga uppgiftslimnande som sker i dag fungerar vil,
att forslaget innebér en begransning av vilka uppgifter som kan lamnas och
att det kommer att ta langre tid att f4 uppgifter fran e-legitimationsfore-
tagen dn genom att vinda sig direkt till de finansiella foretagen. Enligt
Skatteverket kommer betydelsefull information inte léngre att kunna delas
utan anvindning av tvingsmedel. Aven Uppsala tingsrdtt ifragasitter be-
hovet av en lagstadgad uppgiftsskyldighet och patalar vikten av forutse-
barhet. Enligt Ekobrottsmyndigheten kan dock en dkad anvéndning av
andra e-legitimationer dn bank-id komma att medféra behov av en upp-
giftsskyldighet. Aklagarmyndigheten ir i grunden positiv till en reglering,
men anser att den uppgiftsskyldighet som foreslas riskerar att forsena och
oka kostnaderna for uppgiftslimnande utan att myndigheten far tillgdng
till fler uppgifter 4n idag.

Juridiska fakultetsndmnden vid Stockholms universitet avstyrker ocksa
forslaget och menar bl.a. att det dr oklart pé vilket sétt forslaget bidrar till
brottsbekdmpningen och att forslaget riskerar att leda till intrang i enskil-
das personliga integritet.

Féreningen for Digitala Fri- och Rdttigheter, Myndigheten for digital
forvaltning och Post- och telestyrelsen papekar att en uppgiftsskyldighet
for e-legitimationsforetag kan komma att paverkas av det nya regelverket
om digitala planbocker.

Polismyndigheten och Sdkerhetspolisen ar positiva till att infora en
lagreglerad uppgiftsskyldighet for e-legitimationsforetag. Polismyndig-
heten papekar dock att myndigheten redan har ett helikopterperspektiv pa
uppgifter om legitimeringar med bank-id, eftersom myndigheten pé be-
géran far uppgifter om samtliga legitimeringar med bank-id med angiv-
ande av klockslag och position frén Finansiell ID-teknik BID AB.

Skilen for regeringens bedomning
De brottsbekdmpande myndigheterna har behov av finansiell information

For att hindra brottsutvecklingen och frimja en effektiv brottsbekdmpning
krévs att brottsbekdmpande myndigheter pa ett effektivt sétt kan fa tillgang
till information. Informationsbehovet fran bl.a. finansiella foretag kart-
laggs i betinkandet Okat informationsfldde till brottsbekdmpningen — En
ny huvudregel (SOU 2023:69). I betinkandet framkommer att myndig-
heterna har behov av att fa tillgéng till finansiell information och att be-
hovet foreligger redan i myndigheternas underrittelseverksamhet. Bland
annat framfors att finansiell information ger myndigheterna mojlighet att
identifiera illegala ekonomiska floden och brottsvinster. Genom trans-



aktionsforbindelser kan det dven vara mdjligt att identifiera misstiankta
personer och att koppla dem till varandra eller till foretag, t.ex. inom ett
kriminellt ndtverk. Tillgdngen till finansiell information beddms vara
betydelsefull for bekdmpande av alla sorters brottslighet, inte minst den
organiserade brottsligheten. Vidare framkommer att privata aktérer manga
ganger motsdtter sig att ldmna uppgifter till de brottsbekdmpande
myndigheterna nir lagstdd for detta saknas, bl.a. med hénvisning till att
uppgiftslimnandet kan strida mot Europaparlamentets och radets forord-
ning (EU) 2016/679 av den 27 april 2016 (EU:s dataskyddsforordning).
Som ett resultat av kartlaggningen inférdes de bestimmelser om uppgifts-
skyldighet i underrittelseverksamhet for finansiella foretag som redogors
for i foregdende avsnitt (se avsnitt 6.2, 16.3 och 16.4 i betidnkandet samt
avsnitt 8 i prop. 2024/25:65).

E-legitimationsforetag har ett helikopterperspektiv pd uppgifter om
enskildas e-legitimationsanvindning mot finansiella féretag

Bland den finansiella information som &r av betydelse for de brottsbe-
kdmpande myndigheternas arbete finns uppgifter om enskildas anvénd-
ning av e-legitimation mot finansiella féretag. E-legitimationstjénster gor
det mojligt for finansiella foretag att legitimera sina kunder 6ver internet,
t.ex. vid inloggning i e-tjdnster och for godkénnande av transaktioner. I
dag godkénns majoriteten av alla finansiella transaktioner som genomfors
med hjélp av en e-legitimation.

Brottsbekdmpande myndigheter kan begira ut information om enskildas
e-legitimationsanvdndning mot finansiella foretag fran de finansiella
foretagen i frdga, med stdd av bestimmelserna om uppgiftsskyldighet i
rorelselagstiftningen. Ett finansiellt foretag har dock i regel endast tillgang
till uppgifter som ror legitimeringar mot de egna tjénsterna. En kart-
laggning av en persons e-legitimationsanvdndning mot finansiella foretag
riskerar darfor att bli resurskravande, om forfragningar méste goéras mot
varje enskilt foretag.

Ett e-legitimationsforetag har daremot tillgang till samtliga uppgifter om
en persons anvandning av den e-legitimation som foretaget tillhandahéller
och kan dérfor ge en samlad bild av hur e-legitimationen anvinds. Med
detta s.k. helikopterperspektiv dr det mojligt att upptidcka monster och
beteenden som tyder pa att e-legitimationen anvénds vid olika former av
brottslig verksamhet. Det kan t.ex. vara fraga om att en e-legitimation
anvénds for att godkdnna betalningar i flera led dver olika banker eller for
att pa kort tid ansoka om lan hos flera olika langivare. Det kan dven vara
att en viss persons e-legitimationer anvénds fran olika platser under samma
tid, vilket kan tyda pa att e-legitimationerna nyttjas av andra personer &n
innehavaren. Genom att kontrollera och anvénda flera digitala identiteter
an sin egen i kontakten med finansiella foretag kan kriminella personer
bl.a. genomf6ra bedrégerier eller utfora transaktioner med bulvanidenti-
teter.

I dagsldget saknas lagstdd for brottsbekdmpande myndigheter att begéra
uppgifter om enskilda direkt fran e-legitimationsforetagen. I betdnkandet
Stérkta atgidrder mot penningtvétt och finansiering av terrorism (SOU
2021:42, avsnitt 17.4) behandlas fragan om en uppgiftsskyldighet for
e-legitimationsforetag bor inforas i penningtvittslagen. I betdnkandet
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framkommer att Polismyndigheten (Finanspolisen) och Sakerhetspolisen
har behov av att kunna inhdmta uppgifter direkt fran e-legitimationsforetag
for att pa sa sitt fa tillgang till samlade uppgifter om enskildas e-legitim-
ationsanviandning mot finansiella foretag. I betédnkandet bedoms m&jlig-
heten for myndigheterna att vénda sig direkt till e-legitimationsforetagen
vara av varde for arbetet med att uppticka och bekdmpa penningtvitt och
finansiering av terrorism.

Regeringen delar utredningens beddmning att de uppgifter om legitime-
ringar mot finansiella féretag som e-legitimationsféretagen har &r virde-
fulla for brottsbekdmpande myndigheters arbete. I enlighet med vad som
framgar i betinkandet Okat informationsfldde till brottsbekimpningen —
En ny huvudregel (SOU 2023:69, avsnitt 16.3 och 16.4) bedomer reger-
ingen att detta giller for myndigheternas arbete mot alla sorters brotts-
lighet, inte enbart mot penningtvétt och finansiering av terrorism. Enligt
regeringens uppfattning &r det dérfor av stor vikt att de brottsbekdmpande
myndigheterna far tillgang till uppgifter fran e-legitimationsforetagen.

En lagstadgad uppgiftsskyldighet for e-legitimationsforetag bor inforas

Till skillnad fran vad som géller for finansiella foretag saknas en lag-
stadgad tystnadsplikt for e-legitimationsforetag. Det finns alltsé inte nagot
som hindrar att e-legitimationsforetag vid misstanke om brott l&mnar
uppgifter om enskildas forhallanden till berorda myndigheter. Det finns
emellertid inte heller ndgon lagstadgad skyldighet for dessa foretag att
lamna uppgifter till myndigheterna. Under pagaende férundersékning kan
uppgifter under vissa forhédllanden inhdmtas med st6d av rdttegangs-
balkens regler om beslag och husrannsakan (27 kap. 1 § och 28 kap. 1 §
rattegangsbalken). Vidare kan en domstol efter framstéllan fran forunder-
sokningsledaren besluta om edition, det vill sidga att ett visst skriftligt bevis
ska ldggas fram (23 kap. 14 § och 38 kap. 2 § rittegangsbalken).
Mojligheterna till informationsinhdmtning genom beslag, husrannsakan
eller edition dr dock begrinsade i flera avseenden och kan inte anvéndas i
underrittelseverksamhet.

Finansiell ID-teknik BID AB pétalar att foretaget redan lamnar ut den
information de har tillgang till betrdffande bank-id, vilket bekréftas av
Ekobrottsmyndigheten, Polismyndigheten och Svenska Bankforeningen.
Polismyndigheten framhaller att myndigheten genom detta frivilliga upp-
giftslamnande fér ett helikopterperspektiv pa enskildas bank-id-anvénd-
ning. Nagra remissinstanser, déribland dklagarmyndigheten, menar mot
denna bakgrund att det saknas behov av en lagstadgad uppgiftsskyldighet,
att en reglering riskerar att medfora att informationsutbytet begransas eller
att kostnaderna for uppgiftslimnande okar. Enligt regeringens bedémning
finns det dock ett tydligt behov av en lagstadgad uppgiftsskyldighet. Dag-
ens ordning, dir brottsbekdmpande myndigheters ritt att ta del av infor-
mation fran e-legitimationsforetag ar beroende av dverenskommelser med
de enskilda foretagen, saknar forutsebarhet. Om ett e-legitimationsforetag
viljer att inte dela uppgifter med brottsbekdmpande myndigheter riskerar
det att forsvara myndigheternas arbete med att upptiicka och bekdmpa
brott. For att mojliggora en effektiv brottsbekdmpning bor darfor de brotts-
bekdmpande myndigheternas rtt att ta del av information fran e-legitima-
tionsforetag vara lagstadgad. En lagstadgad uppgiftsskyldighet klargor



ramen for uppgiftslimnande, t.ex. i fraga om vilka aktorer som ar skyldiga
att lamna uppgifter, vilka uppgifter som ska lamnas och i vilka situationer
uppgiftsskyldighet giller. Darigenom sidkerstills att myndigheterna far
tillgéng till viktig information, samtidigt som forutsebarheten okar, nagot
som Uppsala tingsrdtt patalar vikten av. Som Ekobrottsmyndigheten lyfter
fram innebér en lagstadgad skyldighet ocksé att nya e-legitimationsforetag
direkt omfattas av uppgiftsskyldighet. Samtidigt, vilket framgér i f6ljande
avsnitt, skulle en lagstadgad uppgiftsskyldighet for e-legitimationsforetag
innebéra en miniminiva for vilka uppgifter som ska ldmnas. Det &r alltsa
inte friga om en begriansning av det uppgiftsldmnande som i dag sker pa
frivillig vég, pa det sétt som bl.a. Ekobrottsmyndigheten, Finansiell ID-
teknik BID AB och Aklagarmyndigheten menar. En sirskild skyldighet
for e-legitimationsforetag hindrar inte heller att de brottsbekdmpande
myndigheterna véander sig direkt till de finansiella foretagen och begér
uppgifter, om det skulle bedéomas vara mer #ndamalsenligt eller
kostnadseffektivt. Till skillnad fran bl.a. Juridiska fakultetsndmnden vid
Stockholms universitet, Skatteverket och Aklagarmyndigheten beddmer
regeringen darfor att det finns starka skél for att infora en lagstadgad
uppgiftsskyldighet for e-legitimationsforetag, i syfte att undvika osékerhet
och sidkerstilla de brottsbekdmpande myndigheternas rétt att ta del av
uppgifter frdn foretagen. Som framgér i fo6ljande avsnitt bor en séddan
uppgiftsskyldighet emellertid utformas pa ett satt som &ar forenligt med
skyddet for enskildas personliga integritet.

Som Foreningen for Digitala Fri- och Rdttigheter, Myndigheten for
digital forvaltning och Post- och telestyrelsen papekar kommer det, i slutet
av 2026, vara mojligt for privata aktorer att tillhandahélla digitala
identitetsplanbocker. Samtidigt berdknas en statlig identitetsplanbok
finnas tillgdnglig. I betdnkandet Kompletterande bestimmelser till EU:s
reviderade forordning om elektronisk identifiering (SOU 2024:45) be-
doms bestdimmelserna om lagrings-, delnings- och uppgiftsminimering i
den reviderade eIDAS-forordningen i princip omdjliggéra for brottsbe-
kdmpande myndigheter att ta del av uppgifter om anvéndningen av en
digital identitetsplanbok (avsnitt 6.9). Aven om det inte kan uteslutas att
e-legitimationsforetag i framtiden viljer att tillhandahélla digitala identi-
tetsplanbdcker dr det regeringens bedomning att det fortsatt kommer att
finnas e-legitimationstjdnster som ligger utanfor de digitala identitets-
planbockerna. Darmed kommer dven behovet av en lagstadgad uppgifts-
skyldighet som tréffar dessa tjanster att bestd. Foretag som tillhandahaller
saddana digitala identitetsplanbocker som omfattas av den reviderade
eIDAS-forordningen bor dock undantas fran uppgiftsskyldighet.

Uppgifisskyldigheten for foretag som omfattas av EU:s forordning om
marknader for kryptotillgangar bor gdlla i underrittelseverksamhet

Som redogdrs for i foregaende avsnitt har de brottsbekdmpande myndig-
heterna behov av finansiell information i sin underréittelseverksamhet. Till
skillnad fran vad som géller for andra finansiella foretag saknas det be-
stimmelser om uppgiftsskyldighet i underrattelseverksamhet for foretag
som omfattas av EU:s forordning om marknader for kryptotillgangar. Det
finns inte ndgra skél for att en sddan uppgiftsskyldighet inte skulle gélla
for dessa foretag. Regeringen anser att uppgiftsskyldigheten dérfor bor
utokas till att gilla i underréttelseverksamhet.
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6 Uppgiftsskyldighet for
e-legitimationsforetag

6.1 Uppgiftsskyldighetens omfattning och skyddet
for den personliga integriteten

Regeringens bedomning

En uppgiftsskyldighet for e-legitimationsforetag bor utformas med
beaktande av det grundlagsstadgade skyddet mot betydande intrang i
den personliga integriteten.

Syftet med uppgiftsskyldigheten bor vara att komplettera uppgifts-
skyldigheten for finansiella foretag. Uppgiftsskyldigheten bor darfor
omfatta samma slags uppgifter som omfattas av finansiella foretags
uppgiftsskyldighet.

Promemorians bedomning

Beddmningen i promemorian stimmer dverens med regeringens beddm-
ning.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker bedomningen eller har inget
att invinda mot den.

Ekobrottsmyndigheten, Polismyndigheten och Sikerhetspolisen anser
att begrénsningen av uppgiftsskyldigheten inte &r dndamélsenlig och att
bl.a. lokaliseringsuppgifter bor omfattas av uppgiftsskyldighet. Sékerhets-
polisen anser att det ar oklart hur begrénsningen forhéller sig till penning-
tvittslagen.

Finansiell ID-teknik BID AB framhéller att foretaget, i egenskap av
underleverantor till de banker som ger ut bank-id, omfattas av bank-
sekretess och att det inte finns skél att géra undantag fran banksekretessen.
Finansiell ID-teknik BID AB papekar ocksa att foretaget inte delar
lokaliseringsuppgifter med de foretag som anviander bank-id som e-legiti-
mationstjanst och att i den man foretaget har tillgang till lokaliserings-
uppgifter sé tillhor dessa den utgivande banken. Om sadana uppgifter
skulle 1&dmnas ut anser Finansiell ID-teknik BID AB att samma réttssaker-
hetsgarantier bor gélla som for hemliga tvangsmedel. Aven Uppsala tings-
rdtt menar att det dr oldmpligt att kringgd bestimmelser om hemliga
tvangsmedel i bl.a. rittegangsbalken och att det framstar som motsagelse-
fullt att lokaliseringsuppgifter ibland kommer att kunna lamnas.

Juridiska fakultetsndmnden vid Stockholms universitet, Sveriges advo-
katsamfund och Uppsala tingsritt delar inte den proportionalitetsbedom-
ning som gors i promemorian i frdga om risken for intrang i enskildas
personliga integritet. Enligt fakultetsndmnden finns det risk for att
enskildas livsforing kontrolleras och att myndigheterna far tillgang till
dverskottsinformation, bl.a. i friga om kiinsliga personuppgifter. Aven
Svenska Bankforeningen menar att risken for intrng i enskildas personliga



integritet kommer att Oka, eftersom e-legitimationsforetag saknar
tillrdcklig information om vilka aktorer som legitimeringar gors mot.
Sveriges advokatsamfund anser att forslagen innebér ett storre inte-
gritetsintrdng &n motsvarande uppgiftsskyldighet enligt rorelselagarna
eftersom e-legitimationsforetagen har fler uppgifter om enskildas forhall-
anden till finansiella foretag &n vad enskilda finansiella foretag har.

Skiilen for regeringens bedomning
Skyddet for den personliga integriteten

Av 2 kap. 6 § andra stycket regeringsformen foljer att var och en &r
gentemot det allmédnna skyddad mot betydande intrdng i den personliga
integriteten, om det sker utan samtycke och innebdr dvervakning eller
kartldggning av den enskildes personliga forhallanden. Skyddet for den
personliga integriteten far endast begrinsas genom lag och for att till-
godose dndamal som dr godtagbara i ett demokratiskt samhille. En
begransning far aldrig g utéver vad som dr nédvéndigt med hansyn till
dandamalet (2 kap. 20 och 21 §§ regeringsformen).

Réitten till skydd for den personliga integriteten foljer dven av artikel 8 i
den europeiska konventionen angdende skydd for de ménskliga réttig-
heterna och de grundlidggande friheterna (Europakonventionen). Var och
en har enligt konventionen rétt till respekt for sitt privat- och familjeliv,
sitt hem och sin korrespondens. Rétten till skydd for privat- och familjeliv
omfattar bl.a. skydd mot dvervakning i olika former och far inte inskrénkas
annat d4n med stdd av lag och om det i ett demokratiskt samhélle ar
nodvindigt, till exempel med hénsyn till statens sdkerhet och den allménna
sdkerheten, forebyggande av oordning och brott eller skydd for andra
personers fri- och rittigheter. Ett motsvarande skydd for privat- och
familjeliv finns i artikel 7 1 EU:s réttighetsstadga.

Uppgiftsskyldigheten bor endast avse uppgifter om enskildas
forhdllanden till finansiella foretag

E-legitimationsforetag har tillgang till uppgifter om de legitimeringar som
sker med en e-legitimation som foretaget tillhandahéller. E-legitimationer
anvinds 1 stor utstrickning mot andra aktdrer dn finansiella foretag.
E-legitimationer kan t.ex. anvéndas vid myndighetskontakter och vard-
besok, for identifikation hos apotek eller postombud eller for att signera
handlingar digitalt. Foretagen har dven tillgang till uppgifter som enskilda
lamnar nér de inforskaffar e-legitimationen. Det kan handla om kontakt-
uppgifter, uppgifter fran pass eller id-kort och fotografier av anvandaren.
Nér en legitimering genomfors far e-legitimationsforetaget i regel ocksa
olika lokaliseringsuppgifter fran den enhet, t.ex. mobiltelefon, som e-legi-
timationen finns pa. Det kan vara frdga om uppgifter om uppkopplingar
mot gps-nétverk, wifi-ndtverk eller mobilnédtverk. Med hjélp av den stora
méingd uppgifter som e-legitimationsforetag har om sina anvéndare kan
det, for den som har tillgéng till uppgifterna, vara mojligt att skapa en bild
av enskilda personers liv och rorelsemonster pé ett sétt som innebér kart-
laggning av deras personliga forhallanden. En lagstadgad rétt for myndig-
heter att ta del av dessa uppgifter kan darfor innebira betydande intrang i
enskildas personliga integritet. En begransning av det grundlagsstadgade
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skyddet for den personliga integriteten, som en lagstadgad uppgifts-
skyldighet innebédr, maste utformas pa ett séitt som gor att begrdnsningen
inte blir stérre dn vad som ar proportionerligt och nddvandigt.

Det behov av information fran e-legitimationsforetag som framkommit
avser i forsta hand samlade uppgifter om enskildas e-legitimationsanvand-
ning mot finansiella foretag, dvs. ett helikopterperspektiv pa sddana upp-
gifter som idag kréver att en forfrdgan gors hos varje enskilt finansiellt
foretag. En uppgiftsskyldighet for e-legitimationsforetag bor dérfor be-
grénsas till att endast avse uppgifter om enskildas forhallanden till finansi-
ella foretag. En lagstadgad uppgiftsskyldighet som omfattar fler uppgifter
an sa kriaver dverviganden som inte kan goras inom ramen for detta lag-
stiftningsérende.

E-legitimationsforetag bor inte vara skyldiga att ldmna ut andra slags
uppgifter dn de finansiella foretagen

De uppgifter som e-legitimationsforetag har om enskildas férhéllanden till
finansiella foretag utgors i huvudsak av uppgifter om e-legitimations-
anvindning mot de finansiella foretagen, t.ex. tidpunkten for en legitime-
ring och i vilket syfte legitimeringen har gjorts. Néar en legitimering gors
far det finansiella foretaget tillgang till dessa uppgifter och kan lamna ut
dem. Uppgifterna bor dérfor d&ven omfattas av e-legitimationsforetagens
uppgiftsskyldighet. Om ett e-legitimationsforetag saknar kdnnedom om
vilken aktdr som en viss legitimering har skett mot och dérfor inte kan
koppla uppgifter till ett visst finansiellt foretag, en situation som Svenska
Bankféreningen lyfter, finns dock inga uppgifter att limna ut.

En sdrskild fraga &r i vilken utstrackning uppgiftsskyldigheten dven bor
omfatta sddana lokaliseringsuppgifter som genereras vid en legitimering
mot ett finansiellt foretag. De brottsbekdmpande myndigheternas rtt att
inhdmta lokaliseringsuppgifter i samband med brottsutredningar &r be-
gransad och omgirdad av vissa rittssikerhetsgarantier. Inhdmtning under
forundersokning regleras i 27 kap. rittegangsbalken. Inhdmtning fér
endast ske i fraga om vissa brottstyper och kraver tillstand fran domstol. I
underrittelseverksamhet regleras inhdmtning av lokaliseringsuppgifter i
lagen (2012:278) om inhdmtning av uppgifter om elektronisk kommunik-
ation i de brottsbekdmpande myndigheternas underrattelseverksamhet och
lagen (2007:979) om atgérder for att forhindra vissa sérskilt allvarliga
brott. Enligt den forstndmnda lagen krévs tillstdnd fran &klagare och att
Sékerhets- och integritetsskyddsndmnden underréttas om inhdmtningen.
Enligt den senare lagen krévs tillstdnd fran domstol. Bada lagarna kraver
att det ar fraga om sérskilt kvalificerad brottslighet.

Syftet med uppgiftsskyldigheten ar att ge de brottsbekdmpande myndig-
heterna ett helikopterperspektiv pa uppgifter om legitimeringar som redan
i dag kan ldmnas ut av de finansiella foretagen. Lokaliseringsuppgifter
som genereras vid en legitimering delas i regel inte med det foretag som
legitimeringen sker mot. Till skillnad fran Ekobrottsmyndigheten, Polis-
myndigheten och Sdkerhetspolisen anser regeringen darfor att uppgifts-
skyldigheten inte bor omfatta sddana lokaliseringsuppgifter som inte har
delats med, och dérmed inte kan ldmnas ut frén, ett finansiellt foretag. Det-
samma bor gélla for andra uppgifter om enskilda som e-legitimations-
foretagen har och som inte har delats med ett finansiellt foretag. Det kan



t.ex. handla om uppgifter som ror legitimeringar mot andra aktdrer &n
finansiella foretag.

Nir det géller anvindningen av bank-id anses dock, enligt Finansiell ID-
teknik BID AB, lokaliseringsuppgifter fran en legitimering tillhéra den
bank som har gett ut e-legitimationen. Uppgifterna delas darfor med
banken i fraga. I den mén uppgifterna dér kan kopplas till en kund kan de
omfattas av den uppgiftsskyldighet som giller for banken (se prop.
2024/25:65 s. 166—167). I en sadan situation, dir lokaliseringsuppgifter
frén e-legitimationsanviandning kan l&dmnas ut av en utgivande bank, bor
uppgifterna dven omfattas av uppgiftsskyldighet for e-legitimations-
foretaget. Motsvarande bor géilla for andra uppgifter, t.ex. om legitimer-
ingar mot andra aktorer. Till skillnad frén Uppsala tingsrdtt anser reger-
ingen att det i dessa situationer framstar som naturligt att uppgifterna om-
fattas av uppgiftsskyldighet for e-legitimationsforetaget, eftersom uppgift-
erna redan finns tillgdngliga via den utgivande banken. Enligt regeringens
mening saknas det anledning att i denna situation stdlla hdgre krav for att
e-legitimationsforetagen ska fa ldmna ut uppgifterna.

Finansiella foretag omfattas av tystnadsplikt, se t.ex. 1 kap. 10 § LBF
om den tystnadsplikt (banksekretess) som géller for kreditinstitut. Tyst-
nadsplikten kan sittas at sidan genom forfattning, se t.ex. 1 kap. 10 b och
11 §§ LBF. Finansiell ID-teknik BID AB vicker frdgan om det dr motive-
rat att sétta tystnadsplikten at sidan genom en uppgiftsskyldighet for
e-legitimationsforetag. Som framgar ovan saknas emellertid skél att stélla
hogre krav for att e-legitimationsforetagen ska fa lamna ut uppgifterna én
vad som giller for de finansiella foretagen. En uppgiftsskyldighet for
e-legitimationsforetag paverkar inte heller mojligheterna till informations-
delning enligt befintliga bestimmelser om uppgiftsskyldighet, t.ex. i penn-
ingtvittslagen, ndgot som Sékerhetspolisen efterfragar fortydligande av.

Begrinsningen av skyddet for den personliga integriteten dr
proportionerlig

Som regeringen konstaterat i foregdende avsnitt kan en lagstadgad ritt for
myndigheter att ta del av uppgifter om enskilda fran e-legitimationsforetag
i vissa fall medfora betydande intrang i enskildas integritet. Uppgifts-
skyldigheten bor emellertid begriansas pa sé sétt att e-legitimationsforetag
inte dr skyldiga att lamna ut andra uppgifter 4n sadana uppgifter som de
brottsbekdmpande myndigheterna redan har rétt att ta del av fran de
finansiella foretagen (se dven i det f6ljande angdende foreslagna begréns-
ningar av uppgiftsskyldigheten i underrittelseverksamhet). Aven om upp-
giftsskyldigheten ger de brottsbekdmpande myndigheterna en utdkad ratt
att ta del av uppgifter om enskilda &r det alltsa inte frdga om négra andra
slags uppgifter &n vad de redan har tillgang till. Forslaget medfor inte att
de brottsbekdmpande myndigheterna far tillgéng till andra uppgifter dn
sadana som i dag omfattas av bestimmelser om uppgiftsskyldighet enligt
rorelselagstiftningen, pa det sdtt som Juridiska fakultetsndmnden vid
Stockholms universitet och Sveriges advokatsamfund menar. Déremot
kommer forslaget att innebéra att det blir enklare att sammanstélla upp-
gifter om enskilda. Uppgiftsskyldigheten kan ddrmed i vissa fall mgjlig-
gora en Okad kartldggning av enskildas forhallanden och pa sé sétt medfora
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en nagot hogre risk for integritetsintraing 4n motsvarande bestimmelser i
rorelselagstiftningen.

En lagstadgad uppgiftsskyldighet for e-legitimationsforetag kan for-
véntas effektivisera arbetet med att bekdmpa alla former av brott, dari-
bland den allvarliga, organiserade brottsligheten. Den begransning av
skyddet for den personliga integriteten som en lagstadgad uppgiftsskyldig-
het kan innebdra bedoms dérfor vara nddvandig. De uppgifter som ska
lamnas enligt forslaget kommer att omfattas av sekretessbestimmelser i de
mottagande myndigheternas verksamhet (18 kap. 1 och 2 §§ samt 35 kap.
1 § offentlighets- och sekretesslagen [2009:400]). Mot denna bakgrund
bedomer regeringen, till skillnad fran Juridiska fakultetsndmnden vid
Stockholms universitet, Sveriges advokatsamfund och Uppsala tingsrditt,
att den begriansning av skyddet for den personliga integriteten som en
uppgiftsskyldighet skulle innebéra dr proportionerlig (jfr prop. 2024/25:65
s. 171-172).

6.2 En ny lag om uppgiftsskyldighet for vissa
e-legitimationsforetag

Regeringens forslag

Det ska inforas en ny lag om att vissa e-legitimationsforetag ska vara
skyldiga att pa begéran av brottsbekdmpande myndigheter 1dmna upp-
gifter om enskildas forhallanden till finansiella foretag.

Promemorians forslag

Forslaget i promemorian stimmer verens med regeringens forslag.

Remissinstanserna

Remissinstanserna tillstyrker forslaget eller har inget att invinda mot det.

Skilen for regeringens forslag

Till skillnad frén vad som géller for finansiella foretag saknas det lag-
stiftning som, likt rorelselagarna, reglerar e-legitimationsforetagens verk-
samhet pa ett dvergripande plan. Bestimmelser om uppgiftsskyldighet for
e-legitimationsforetag bor déarfor inféras genom en ny lag.

Som en foljd av att det infors en ny bestimmelse om uppgiftsskyldighet
som géller i drenden om internationell rittslig hjélp i brottmal bor en
andring goras i lagen (2000:562) om internationell rattslig hjalp i brottmal,
dir nu géllande uppgiftsskyldigheter finns uppraknade.



6.3 E-legitimationsforetagens uppgiftsskyldighet

Regeringens forslag

Ett e-legitimationsforetag ska vara skyldigt att pd begdran av Polis-
myndigheten, Skatteverket, Sékerhetspolisen eller Tullverket 1dmna
uppgifter om enskildas forhallanden till ett finansiellt foretag. Uppgift-
erna ska lamnas om de behovs i ett enskilt fall i myndighetens verk-
samhet for att forebygga, forhindra eller upptécka brottslig verksamhet
som innefattar brott for vilket det i straffskalan ingér fangelse i ett ar
eller mer.

Ett e-legitimationsforetag ska vara skyldigt att ldmna uppgifter om
enskildas forhéllanden till ett finansiellt foretag om det begérs av en
forundersokningsledare eller en &klagare under en férundersdkning, en
utredning om sjdlvstandigt forverkande, ett drende om réttslig hjélp i
brottmal eller ett d&rende om erkdnnande och verkstillighet av en
europeisk utredningsorder.

Regeringens bedomning

E-legitimationsforetag bor inte std under tillsyn.

Promemorians forslag och bedomning

Forslaget och bedomningen i promemorian stimmer dverens med reger-
ingens forslag och bedémning.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker forslaget och beddmningen
eller har inget att invinda mot dem.

Ekobrottsmyndigheten, Finansiell ID-teknik BID AB, Myndigheten for
digital férvaltning och Post- och telestyrelsen efterfragar ett fortydligande
av inneborden av begreppet e-legitimationsforetag, t.ex. om det omfattar
tredje part som anlitas av ett finansiellt foretag for att hantera elektroniska
underskrifter och om det omfattar banker som ger ut en e-legitimation.

Finansinspektionen anser att e-legitimationsforetag bor sta under tillsyn.

Foreningen for Digitala Fri- och Rdttigheter papekar att forslaget utgar
fran hur e-legitimationstjénster dr utformade i dag och att forutsittningarna
kan komma att &ndras.

Forvaltningsrdtten i Stockholm framhaller att det, i avvigningen mellan
skyddet for den personliga integriteten och effektiviteten, &r viktigt att
uppgiftsskyldigheten i underrittelseverksamhet avgriansas pa det sitt som
foreslas.

Juridiska fakultetsndmnden vid Stockholms universitet, Sveriges advo-
katsamfund och Uppsala tingsrdtt anser att det ar oklart vilka uppgifter
som omfattas och efterfragar bl.a. ett fortydligande av vad som avses med
uppgifter om enskildas forhallanden till ett finansiellt foretag. Fakultets-
nimnden framhéller risken for att tillimpningsomradet for uppgifts-
skyldigheten i underrattelseverksamhet i framtiden utvidgas pa ett sétt som
t.ex. inskrinker yttrandefriheten. Advokatsamfundet anser att troskeln for
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uppgiftsskyldigheten i underréttelseverksamhet bor héjas och att det inte
ar lampligt att foretagen sjdlva ska avgora vilka uppgifter som ska ldmnas
ut.

Svenska Bankforeningen foreslar att lagtexten dndras sa att enskildas
forhallanden byts ut mot enskildas legitimering.

Polismyndigheten framhaller att det inte gar att ingripa mot ett e-legi-
timationsforetag som inte foljer lagen.

Skilen for regeringens forslag och bedomning
Bestimmelsernas utformning och omfattning

For finansiella foretag géller uppgiftsskyldighet dels i de brottsbekdmp-
ande myndigheternas underrittelseverksamhet, dels under forundersok-
ning samt vissa andra straffprocessuella drenden, se t.ex. 1 kap. 10 b och
11 §§ LBF. For att uppgiftsskyldigheten for e-legitimationsforetag ska
uppna sitt syfte bor den gélla i motsvarande utstrackning. Det finns darfor
anledning att utforma bestdimmelserna om uppgiftsskyldighet for e-legiti-
mationsforetag pa ett sétt som stimmer 6verens med hur bestimmelserna
om uppgiftsskyldighet i rorelselagstiftningen &r utformade.

Bestdmmelserna om uppgiftsskyldighet bor innebéra en skyldighet for
e-legitimationsforetag att lamna uppgifter om enskildas férhéllanden till
finansiella foretag. Med finansiella foretag avses sddana foretag som
omfattas av bestimmelser om uppgiftsskyldighet i rorelselagstiftningen,
t.ex. ett kreditinstitut som omfattas av uppgiftsskyldighet enligt 1 kap.
10 b och 11 §§ LBF. De uppgifter som bor ldamnas é&r, vilket Juridiska
fakultetsndmnden vid Stockholms universitet, Sveriges advokatsamfund
och Uppsala tingsrdtt efterfragar fortydligande av, uppgifter som finns hos
e-legitimationsforetaget och avser enskildas forhallanden till ett finansiellt
foretag. 1 praktiken dr det friga om uppgifter om legitimeringar med
e-legitimationen mot det finansiella foretaget, ofta av teknisk karaktir. Det
kan t.ex. vara uppgifter om vid vilken tidpunkt och i vilket syfte en
legitimering har skett. Det kan i vissa fall &ven vara fraga om andra slags
uppgifter, t.ex. lokaliseringsuppgifter eller uppgifter om legitimeringar
mot andra aktorer. En forutsittning dr dock att uppgifterna har delats med
och hade kunnat limnas ut av det finansiella foretaget i friga. Aven om
e-legitimationsforetagen i regel saknar tillgang till mer ingdende inform-
ation om enskildas kundférhdllanden med det finansiella foretaget, t.ex.
uppgifter om bankkonton, kan det inte uteslutas att de har tillgéng till fler
uppgifter d4n siddana som &r direkt kopplade till legitimeringar. Upp-
giftsskyldigheten bor dérfor inte begridnsas pa det sétt som Svenska
Bankfireningen foreslar.

Som redogdrs for i avsnitt 4.1 avses med begreppet e-legitima-
tionsforetag, vilket bl.a. Ekobrottsmyndigheten och Myndigheten for
digital forvaltning efterfragar fortydligande av, sadana foretag som till-
handahaller tjanster for elektronisk identifiering, dock inte tillhandahéllare
av europeiska digitala identitetsplanbocker. I detta ligger att en bank som
via en underleverantor erbjuder en e-legitimationstjénst inte omfattas av
uppgiftsskyldigheten. Detsamma géller for foretag som enbart tillhanda-
haller l16sningar for elektroniska underskrifter. Detta géller dven nér ett
sadant foretag anlitas av ett finansiellt foretag for att hantera underskrifter
som sker med t.ex. bank-id. Med anledning av Féreningen for Digitala



Fri- och Rdttigheters papekande konstaterar regeringen att den foreslagna
regleringen av uppgiftsskyldighet maste utga fran hur marknaden och de
tekniska systemen for e-legitimationer ser ut i dag. Det kan déremot inte
uteslutas att det i framtiden finns behov av att se dver uppgiftsskyldig-
hetens tillimpningsomrade.

Uppgiftsskyldighet i underrdttelseverksamhet

De brottsbekdimpande myndigheter som har rétt att begira uppgifter i
underrittelseverksamhet bor, precis som for finansiella foretag, vara
Polismyndigheten, Skatteverket, Sdkerhetspolisen och Tullverket. Polis-
myndighetens rétt att begdra uppgifter omfattar dven den underrittelse-
verksamhet som Polismyndigheten bedriver for Ekobrottsmyndigheten.

Nar uppgifter begirs i underrdttelseverksamhet saknas ofta konkreta
brottsmisstankar eller en utpekad misstdnkt person. Risken for att den
information som limnas ut visar sig vara irrelevant eller avse personer utan
koppling till brottslighet far anses stdrre &n nir uppgifter limnas under en
pagéende forundersdkning. Bestimmelser om uppgiftsskyldighet i under-
rattelseverksamhet innebér alltsd en 6kad risk for att uppgifter 1dmnas pa
ett sitt som medfor oproportionerliga intrang i enskildas personliga integ-
ritet. Bestimmelserna om uppgiftsskyldighet i underrittelseverksamhet
for finansiella foretag dr darfor begriansade i vissa avseenden. Uppgifts-
skyldigheten géller endast om det finns behov av uppgifterna i ett enskilt
fall. Detta innebér att det maste finnas ett konkret underréittelsedrende som
ger myndigheten anledning att begira ut uppgifterna. Det ska inte vara
frdga om ett systematiskt insamlande av uppgifter. Det maste dven vara
fréga om misstankar om kvalificerad brottslighet. Med kvalificerad brotts-
lighet avses brott for vilka det i straffskalan ingér fangelse i ett ar eller mer.
Det ar tillrackligt att de uppgifter som begérs typiskt sett behdvs for att
forebygga, forhindra och uppticka sédan brottslighet (prop. 2024/25:65
s. 167-169).

Precis som Férvaltningsrdtten i Stockholm anser regeringen att mot-
svarande krav bor uppstillas nar det géller den nu féreslagna uppgifts-
skyldigheten. Uppgiftsskyldigheten i underrittelseverksamhet for e-legiti-
mationsforetag bor darfor forutsitta att uppgifterna behdvs i ett enskilt fall
for att forebygga, forhindra eller upptiacka brottslig verksamhet som
innefattar brott for vilket det i straffskalan ingér fangelse i ett ar eller mer.
Eftersom de uppgifter som kan ldmnas a4r samma slags uppgifter som
omfattas av uppgiftsskyldighet for finansiella foretag saknas det anledning
att, som Sveriges advokatsamfund anser, ha en hogre troskel for nar upp-
gifter far lamnas av ett e-legitimationsforetag &n av ett finansiellt foretag.

Som Juridiska fakultetsndmnden vid Stockholms universitet framhéller
kommer det sannolikt att med tiden tillkomma nya brott med straffskalor
som innebir att uppgiftsskyldigheten kan tillimpas. Detsamma géller
emellertid for motsvarande bestimmelser om uppgiftsskyldighet i rorelse-
lagstiftningen och utgor, enligt regeringens bedémning, inte ett skil mot
en uppgiftsskyldighet for e-legitimationsforetag. Genom avgriansningen
till att féngelse i minst ett &r ska ingd i straffskalan sikerstills att tillamp-
ningsomrédet endast utokas for sidan ny brottslighet som kan anses vara
kvalificerad.
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Uppgiftsskyldighet i vissa utredningar och drenden

Finansiella foretag &r skyldiga att lamna uppgifter nér det begérs av en
forundersokningsledare eller en dklagare under en forundersdkning, en
utredning om sjélvstindigt forverkande, ett drende om rattslig hjélp i
brottmal eller ett d&rende om erkédnnande och verkstillighet av en europeisk
utredningsorder. Motsvarande uppgiftsskyldighet bor gilla for e-legitim-
ationsforetag. Uppgiftsskyldigheten bor gilla oavsett om de uppgifter som
begirs avser en misstinkt person eller inte, sa linge uppgifterna har
betydelse for drendet.

E-legitimationsforetag bor inte std under tillsyn

For de finansiella foretag som star under Finansinspektionens tillsyn, dvs.
foretag som bedriver verksamhet som omfattas av tillstdnds- eller registre-
ringsplikt, omfattar tillsynen att bestimmelserna om uppgiftsskyldighet
efterlevs (se t.ex. 13 kap. 2 § LBF). E-legitimationsforetag &r inte finansi-
ella foretag och deras verksamhet omfattas inte av négon rorelselag-
stiftning eller av Finansinspektionens tillsyn. Aven om den foreslagna
uppgiftsskyldigheten avser finansiell information anser regeringen, till
skillnad fran Finansinspektionen, att det i nuldget inte finns tillrackliga
skl att Gverviga en rorelsereglering pa finansmarknadsomradet for under-
leverantorer till finansiella foretag, sdsom e-legitimationsforetag. En f6ljd
av detta ar emellertid, vilket Polismyndigheten papekar, att det inte heller
gdr att ingripa mot ett e-legitimationsforetag som inte uppfyller sina skyld-
igheter. Som flera remissinstanser papekar lamnar dock e-legitimations-
foretagen redan uppgifter till de brottsbekdmpande myndigheterna pa fri-
villig vég, vilket begransar behovet av att kunna ingripa mot e-legitima-
tionsforetag.

6.4 Tystnadsplikt och meddelandeférbud

Regeringens forslag

Ett e-legitimationsforetag eller den som é&r eller har varit verksam i
foretaget ska inte obehdrigen fa rdja att en myndighet har gjort en
begiran om uppgifter eller att uppgifter har lamnats i myndighetens
underrittelseverksamhet.

En forundersdkningsledare eller dklagare som begér uppgifter fran ett
e-legitimationsforetag ska fa besluta om meddelandef6rbud.

Promemorians forslag

Forslaget i promemorian stimmer dverens med regeringens forslag.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker forslaget eller har inget att
invdnda mot det.

Polismyndigheten anser att tystnadsplikt bor gélla dven nér uppgifter
lamnas under t.ex. pagaende forundersdkning.



Uppsala tingsrdtt ifrdgasitter om det ar nodvandigt att bestimmelsen
om tystnadsplikt innehaller en upplysning om ansvar enligt brottsbalken.

Skiilen for regeringens forslag
Réjandeforbud ska gdlla for att uppgifter har begirts eller ldmnats

De foreslagna bestdmmelserna om uppgiftsskyldighet syftar till att
mojliggora och effektivisera upptickt och bekdmpande av brott. For att
uppna detta syfte dr det viktigt att inféra mekanismer for att férhindra att
personer som misstinks for brott far kinnedom om att uppgifter som ror
dem har begirts av eller ldmnats ut till de brottsbekdimpande myndig-
heterna. Det bor déarfor inforas forbud for e-legitimationsforetag, eller de
som dr verksamma i ett sadant foretag, att roja att uppgifter har begirts
eller 1amnats i enlighet med de foreslagna bestimmelserna om uppgifts-
skyldighet.

Ett rjandeforbud kan utformas antingen som en tystnadsplikt eller som
ett meddelandeforbud. En tystnadsplikt dr generell och kriver inte nagot
sarskilt beslut for att gilla. Ett meddelandeforbud innebir att den férunder-
sokningsledare eller dklagare som begirt uppgifterna fir besluta att
uppgiftsldmnaren inte far rdja att uppgifter har begérts eller [imnats. Med-
delandeforbudet kan forenas med en ansvarsbestimmelse. Bestimmelser
om tystnadsplikt och meddelandeforbud utgér begransningar av yttrande-
friheten enligt 2 kap. 1 § forsta stycket 1 regeringsformen och artikel 10.1
i Europakonventionen

Bestammelserna om uppgiftsskyldighet i rorelselagarna kompletteras i
regel med bestimmelser om tystnadsplikt i fraga om underréttelseverk-
samhet och meddelandeforbud i fraga om forundersékning m.m. (se t.ex.
1 kap. 10 b och 12 §§ LBF).

Tystnadsplikt ska gdlla for att uppgifter har begdrts eller ldmnats i
underrdttelseverksamhet

Fragan om tystnadsplikt eller meddelandeforbud bor gélla nédr uppgifter
begédrs och ldmnas i underrittelseverksamhet behandlas i forarbetena till
bestimmelserna om uppgiftsskyldighet i underrittelseverksamhet for
finansiella foretag. Dar konstateras att det, eftersom det géller just under-
rittelseverksamhet, kan forutses att ett meddelandeforbud skulle behdva
beslutas i den stora majoriteten av alla de drenden ddr en begdran kan
komma att goras. Begridnsningen av yttrandefriheten beddms ddrmed i
praktiken knappast blir ndmnvért stérre med en tystnadsplikt 4n med ett
meddelandeforbud, samtidigt som en ordning med meddelandeférbud
riskerar att bli administrativt krdvande (prop. 2024/25:65 s. 173).

Samma skél gor sig géllande vid utformningen av ett rdjandeférbud
betraffande den nu foreslagna uppgiftsskyldigheten i underrittelseverk-
samhet. Rojandeforbudet bor darfor utformas som en tystnadsplikt. Tyst-
nadsplikten bor omfatta bade att uppgifter har begérts och att de har
lamnats och gélla for savél e-legitimationsforetaget i sig som den som &r
verksam i foretaget. Med den som &r verksam i foretaget avses en person
som d&r eller har varit knuten till foretaget i egenskap av arbets- eller
uppdragstagare. Tystnadsplikten bor endast avse obehorigt rdjande, vilket
innebdr att det ar tillatet att lamna uppgifter t.ex. om det sker med stdd av
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lag (jfr prop. 2024/25:65 s. 173—174). Om en uppgift lamnas av personal i
en enskild verksamhet i enlighet med en lagstadgad uppgiftsskyldighet
eller en sekretessbrytande bestimmelse i offentlighets- och sekretesslagen,
bor det alltsa inte betraktas som ett obehorigt réjande av uppgiften (prop.
2005/06:161 s. 82 och 93 och prop. 2017/18:147 s. 285).

For brott mot tystnadsplikten gdller ansvar enligt 20 kap. 3 § brotts-
balken. Till skillnad fran Uppsala tingsrdtt anser regeringen att det for
tydlighets skull bor inforas en upplysning om detta i bestimmelsen om
tystnadsplikt.

Meddelandeforbud ska kunna meddelas ndr uppgifter har begdrts eller
ldmnats i vissa utredningar och drenden

Nar det géller uppgiftsskyldighet inom ramen for bl.a. forundersdkning
innehéller rorelselagarna bestimmelser om ritt for forundersdknings-
ledaren eller dklagaren att besluta om meddelandeforbud, se t.ex. 1 kap.
12 § LBF. I forarbetena till den bestimmelsen anges, som skil for ett med-
delandeforbud i stillet for en generell tystnadsplikt, att ett generellt forbud
ar for langtgaende nir forbudet ska gélla oavsett vilken brottslighet det ar
fraga om. Vidare anges att det kan finnas situationer da det saknas behov
av att forbjuda ett rojande, t.ex. da den missténkte inom kort ska konfront-
eras med bevisningen, samt situationer dér ett forbud bor kunna tid-
sbegrénsas (prop. 2004/05:144 s. 187).

Samma skil gor sig géllande ndr det kommer till utformningen av ett
rojandeforbud for e-legitimationsforetag som lamnar uppgifter under for-
undersokning m.m. Till skillnad fran Polismyndigheten anser regeringen
darfor att rojandeforbudet bor utformas som ett meddelandeforbud. Med-
delandeforbudet bor omfatta bade att uppgifter har begérts och lamnats
och beslutas av den férundersdkningsledare eller aklagare som har begért
uppgifterna. Férbudet bor kunna riktas mot samma krets som omfattas av
tystnadsplikt och vara tidsbegransat. Om forbudet avser uppgifter som
lamnats i ett drende om réttslig hjélp eller europeisk utredningsorder krévs
dock samtycke till tidsbegransningen fran den stat, mellanfolkliga domstol
eller utlaindska myndighet som gjort ansdkan. Nar forbudet inte tids-
begrinsats bor det hdvas nér det inte langre dr motiverat. For att sdkerstilla
efterlevnaden av meddelandeforbudet bor detta, i enlighet med vad som
géller for meddelandeforbud for finansiella foretag, forenas med en be-
stimmelse om straffansvar. Den som uppsétligen eller av grov oaktsamhet
bryter mot férbudet bor darfor kunna domas till boter (jfr 1 kap. 13 § LBF
och prop. 2004/05:144 s. 187-188).

Tystnadsplikt och meddelandeforbud utgor proportionerliga
begrdnsningar av yttrandefriheten

Begrinsningar av yttrandefriheten far enligt regeringsformen endast goras
genom lag och med hénsyn till vissa sdrskilt angivna dndamal, bl.a. fore-
byggandet och beivrandet av brott. Begransningarna maste ocksa tillgodo-
se dandamal som &r godtagbara i ett demokratiskt samhélle och far aldrig
gd utéver vad som ar nddvandigt med hénsyn till det dandamal som har
motiverat dem (2 kap. 20, 21 och 23 §§ regeringsformen). Enligt artikel
10.2 1 Europakonventionen far yttrandefriheten begrinsas genom lag och



om det i ett demokratiskt samhélle &r nodvéndigt med hénsyn till bl.a. fore-
byggande av oordning eller brott.

De foreslagna bestimmelserna om tystnadsplikt och meddelandeférbud
har ett angeldget syfte, ndmligen att forhindra att brottsmisstankta personer
far reda pa att det har inletts ett underréttelsedrende eller att uppgifter har
inhdmtats inom ramen for t.ex. en forundersdkning. Detta dr nddvandigt
for att ge den foreslagna uppgiftsskyldigheten avsedd effekt och séker-
stdlla en effektiv brottsbekdmpning. Tystnadsplikten har dértill begrénsats
till att endast omfatta obehdrigt rdjande och meddelandeforbudet till att
endast gilla efter sérskilt beslut. Ndgon mindre ingripande atgard bedoms
inte vara tillricklig. Den begrinsning av yttrandefriheten som forslaget
innebér bedoms darfor vara proportionerlig.

6.5 Formerna for uppgiftslamnande

Regeringens forslag

Uppgifter ska lamnas till de brottsbekdmpande myndigheterna utan
drojsmaél och i elektronisk form.

Promemorians forslag

Forslaget i promemorian stimmer delvis dverens med regeringens forslag.
I promemorian foreslas dven ett bemyndigande.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker forslaget eller har inget att
invinda mot det.

Finansiell ID-teknik BID AB framhéller att den foreslagna uppgifts-
skyldigheten krdver manuell bedémning av vilka uppgifter som kan
lamnas ut och anser att regeringen bor instruera de brottsbekdmpande
myndigheterna att anvidnda Finansiell ID-teknik BID AB:s myndighets-
portal vid forfragningar.

Integritetsskyddsmyndigheten papekar att det kan vara svart for e-legiti-
mationsforetagen att avgora vilka uppgifter som omfattas av skyldigheten
och betonar vikten av samarbete med de finansiella foretagen.

Myndigheten for digital férvaltning och Post- och telestyrelsen fram-
héller att det inte finns nagot krav pa att e-legitimationsforetag ska lagra
uppgifter. Ekobrottsmyndigheten anser att ett sadant krav bor inforas.

Polismyndigheten menar att en uttrycklig tidsfrist for uppgiftslamnande
bor anges eller att innebérden av “utan drojsmal” bor definieras, samt att
uppgiftsskyldigheten bor utformas sé att beddmningar inte méste goras
fran fall till fall. Myndigheten papekar dven att det inte 4r mdjligt att ha
gemensamma datasystem for uppgiftslimnande utan lagstod for person-
uppgiftsbehandlingen och anser att det bor inforas en sarskild bestimmelse
om uppgiftsskyldighet i penningtvéttslagen, sa att Finanspolisen kan in-
hamta uppgifter genom systemet goAML.

Sveriges advokatsamfund &r kritiskt till att en mottagande myndighet ges
ratt att meddela foreskrifter om hur uppgifterna ska lamnas.
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Uppsala tingsrdtt anser att beddmningarna av vilka uppgifter som
omfattas av uppgiftsskyldigheten dr svéra att gora och att det &r oldmpligt
att foretagen ska samrada i frdgan om vilka uppgifter som ska ldmnas ut.

Skilen for regeringens forslag

Det ar viktigt att brottsutredningar kan bedrivas pa ett effektivt sitt, inte
minst i drenden dér frihetsberévanden forekommer. Uppgifter som begirs
enligt de foreslagna bestimmelserna bor dérfor lamnas utan drdjsmal.
Eftersom omsténdigheterna och omfattningen av en begdran varierar i
varje enskilt fall dr det emellertid enligt regeringens beddmning inte
lampligt att, som Polismyndigheten foreslar, ange en tidsfrist for upp-
giftsldmnandet i lagen. Att uppgifterna ska ladmnas utan drojsmal innebér
dock att e-legitimationsforetaget ska prioritera handlédggningen av begéran
och skyndsamt prova om forutséttningar for utlimnande finns. Det ar i
praktiken frdga om en formell prévning som omfattar att kontrollera att
begéran innehéller den information som krévs for uppgiftsskyldighet, t.ex.
att det finns ett pagdende underrittelsedrende avseende tillrackligt
kvalificerad brottslighet. E-legitimationsforetaget kan utgéd fran att de
materiella forutsittningarna for att [imna uppgifter dr uppfyllda (jfr prop.
2024/25:65 s. 169-170).

E-legitimationsforetaget bor ansvara for att ta stillning till vilka
uppgifter som omfattas av uppgiftsskyldigheten. Det bor i de allra flesta
fall std klart for e-legitimationsforetagen vilka uppgifter som omfattas.
Precis som Integritetsskyddsmyndigheten framhaller kan det dock i vissa
fall krévas att e-legitimationsforetagen samrader med de finansiella
foretagen, eftersom uppgiftsskyldigheten tar sikte pa sddana uppgifter som
ett e-legitimationsforetag har utbytt med de finansiella foretag som det till-
handahaller e-legitimationstjénster till. Regeringen instimmer inte i
Uppsala tingsrdtts mening att det dr fraga om svara beddmningar eller att
det ar oldmpligt att foretagen i detta avseende samrader med varandra. I
sammanhanget ska ocksé framhallas att de foreslagna bestimmelserna om
uppgiftsskyldighet utgér en miniminiva for vilka uppgifter som ett
e-legitimationsforetag ar skyldigt att lamna till brottsbekdmpningen.
Uppgifter om enskilda som finns hos e-legitimationsféretag omfattas inte
av nagon lagstadgad tystnadsplikt. Det finns dérfor inte nagot lagstadgat
hinder mot att e-legitimationsforetaget lamnar fler uppgifter &n vad det
finansiella foretaget hade kunnat 1&dmna.

Som Myndigheten for digital forvaltning och Post- och telestyrelsen
papekar finns det inte ndgot krav pa att e-legitimationsforetagen ska lagra
vissa uppgifter i syfte att kunna ldmna ut dem till brottsbekdmpande
myndigheter. Regeringen anser, i enlighet med vad som giéller for upp-
giftsskyldigheten for finansiella foretag, att uppgiftsskyldigheten for
e-legitimationsforetag bor tar sikte pa uppgifter som foretaget innehar vid
tidpunkten for begaran. Till skillnad frn vad Ekobrottsmyndigheten anser
bor det dérfor inte inforas nagon skyldighet for foretagen att lagra upp-
gifter.

Niér uppgifter liamnas bor detta ske i elektronisk form pa samma sétt som
géller for finansiella foretag (se t.ex. 1 kap. 10 boch 11 §§ LBF samt prop.
2017/18:291 s. 36-37). Den information som begérs ut kan behdva ldmnas
pa olika sétt, t.ex. beroende pa vad det ér fraga om for uppgifter och om



informationen inhdmtas i underrittelseverksamhet eller inte. Det kan
dérfor behdvas mer detaljerad reglering av hur uppgiftsldmnandet ska ske.
En sadan reglering bor inte ske i lag. Det &r inte heller lampligt att, som
Finansiell ID-teknik BID AB anser, i lag ge instruktioner om att ett visst
system ska anvéndas. I rorelselagstiftningen finns i flera fall bemyndig-
anden som innebir att regeringen eller den myndighet som regeringen
bestdmmer far meddela foreskrifter om hur uppgifter ska limnas. Genom
bemyndigandena har Polismyndigheten fatt rétt att meddela foreskrifter
(se t.ex. 16 kap. 1 § 2 LBF och 5 kap. 4 § forordningen [2004:329] om
bank- och finansieringsrorelse). Till skillnad frén Sveriges advokatsam-
fund anser regeringen att det kan vara ldmpligt att lita mottagande
myndigheter meddela foreskrifter, t.ex. om hur uppgiftslimnande ska ske.
Enligt regeringens beddmning ar det i sddana fall frdga om verkstéllighets-
foreskrifter som omfattas av foreskriftsrétten enligt 8 kap. 7 § regerings-
formen och som regeringen enligt 8 kap. 11 § regeringsformen kan bemyn-
diga en myndighet att meddela. Ett sarskilt bemyndigande i den foreslagna
lagen bedoms darfor inte vara nodvéndigt.

I 4 kap. 6 § penningtvéttslagen finns en bestimmelse om uppgiftsskyl-
dighet som omfattar uppgifter som behovs for en utredning om penning-
tvitt eller finansiering av terrorism. Med stdd av bestimmelsen inhdmtas
uppgifter inom ramen for Polismyndighetens system goAML. De bestdm-
melser om uppgiftsskyldighet som nu foreslés har ett vidare tillimpnings-
omrade &n uppgiftsskyldigheten i penningtvittslagen. Enligt regeringens
bedomning saknas det ddrmed skail att infora en sérskild bestimmelse om
uppgiftsskyldighet for e-legitimationsfoéretag i penningtvéttslagen, pa det
sdtt som Polismyndigheten efterfragar. Nar det kommer till méjligheten
att anvénda ett visst system for inhdmtande av uppgifter ar det regeringens
bedémning att detta bér kunna hanteras genom sadana verkstéllighets-
foreskrifter som regeringen eller den myndighet som regeringen bestim-
mer far meddela.

Aven om det meddelas ytterligare foreskrifter om hur uppgifterna ska
lamnas ankommer det pa e-legitimationsforetagen och de brottsbekdmp-
ande myndigheterna att upprétta rutiner och system som mdjliggor ett
effektivt informationsutbyte, t.ex. i syfte att undvika att manuella bedom-
ningar behover goras vid varje enskild begéran pé det sitt som Finansiell
ID-teknik BID AB och Polismyndigheten befarar. Precis som Polis-
myndigheten papekar méste dataskyddsregleringen beaktas vid utform-
ningen av system for informationsutbyte. Som framgar i f6ljande avsnitt
beddmer regeringen att det finns lagstod for den personuppgiftsbehandling
som dr nddvindig for att uppgiftsskyldigheten ska kunna fullgdras.

6.6 Personuppgiftsbehandling

Regeringens bedomning

Det behdver inte inforas nagon ytterligare reglering av den person-
uppgiftsbehandling som foljer av forslaget om uppgiftsskyldighet.
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Promemorians bedomning

Bedomningen i promemorian stimmer dverens med regeringens bedom-
ning.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker bedomningen eller har inget
att invinda mot den.

Finansiell ID-teknik BID AB framhéller att foretaget &r personuppgifts-
bitrdde till de utgivande bankerna och efterfragar fortydligande av vilken
rittslig grund som géller for personuppgiftsbehandlingen.

Sveriges advokatsamfund efterfrigar ytterligare analys i frdgor om
uppgiftsminimering och sékerhet for personuppgifter.

Skilen for regeringens bedomning

EU:s dataskyddsforordning &r tillimplig p& den personuppgiftsbehandling
som sker hos e-legitimationsforetag. I dataskyddsférordningen gors skill-
nad mellan den som é&r personuppgiftsansvarig och s.k. personuppgiftsbi-
traden. Personuppgiftsansvarig dr den organisation som bestdmmer for
vilket &andamal personuppgifterna ska behandlas och hur behandlingen ska
ga till. Den personuppgiftsansvarige maste se till att behandlingen sker i
enlighet med dataskyddsforordningen. Ett personuppgiftsbitrdde behand-
lar personuppgifter for den personuppgiftsansvariges rakning och endast i
enlighet med instruktioner fran den personuppgiftsansvarige. Det kan t.ex.
vara frdga om en situation dér ett foretag i egenskap av underleverantor
tillhandahaller en tjénst till den personuppgiftsansvarige, pa det sétt som
Finansiell ID-teknik BID AB framhaller.

Nér ett e-legitimationsforetag behandlar personuppgifter i syfte att
lamna ut dem till brottsbekdmpande myndigheter bor det emellertid vara
fraga om en sédan sjélvstandig behandling att e-legitimationsforetaget &r
personuppgiftsansvarig. Behandlingen ar nddvandig for att fullgéra rétt-
sliga forpliktelser och for att utfora uppgifter av allmént intresse och bor
darfor vara tillaten (laglig) enligt artikel 6.1 ¢ och e i férordningen. De
personuppgifter som ldmnas enligt uppgiftsskyldigheterna har dock i regel
samlats in i samband med enskildas e-legitimationsanvéndning, vilket
vécker frdgan om en vidarebehandling av uppgifterna ska anses tillaten.
Av artikel 5.1 b foljer att personuppgifter endast far samlas in for vissa
sdrskilda, uttryckligt angivna och berittigade d&ndamal och att de dérefter
inte far bli foremal for vidarebehandling pa ett sétt som &r oforenligt med
dndamalet. Av artikel 6.4 framgar dock att sadan vidarebehandling &r
tillaten om den grundar sig pa en medlemsstats nationella rétt som utgor
en nddvindig och proportionell atgérd i ett demokratiskt samhille for att
skydda de mal som avses i artikel 23.1, déribland forebyggande, utredning
eller lagforing av brott. De foreslagna bestimmelserna om uppgiftsskyl-
dighet syftar till att effektivisera brottsbekdmpningen och forutsitter att e-
legitimationsforetag behandlar personuppgifter i syfte att lamna dessa till
brottsbekdmpande myndigheter. Bestimmelserna utgdr ddrmed rittslig
grund enligt artikel 6.4 for vidarebehandling av personuppgifter.

Med anledning av de fragor som Sveriges advokatsamfund lyfter
beddmer regeringen att den personuppgiftsbehandling som forslaget med-



for ar forenlig med principen om uppgiftsminimering i artikel 5.1 c. Upp-
giftsskyldigheten for e-legitimationsforetag &r ndmligen begransad till att
endast omfatta de uppgifter som ar nédvéndiga for att uppfylla syftet med
forslaget, dvs. att ge ett helikopterperspektiv pa legitimeringar mot finansi-
ella foretag. Dartill ansvarar e-legitimationsforetagen for att sakerstélla att
personuppgiftsbehandlingen dven i ovrigt dr forenlig med de krav som
uppstills i EU:s dataskyddsforordning, bl.a. de krav pa sékerhet i samband
med behandlingen som f6ljer av artikel 32.

Fullgérande av uppgiftsskyldigheten kan komma att innebéra behandl-
ing av kénsliga personuppgifter, t.ex. uppgifter om legitimeringar mot
vardgivare eller fackforeningar, eller uppgifter om lagovertridelser (artik-
larna 9.1 och 10). Kénsliga personuppgifter far behandlas om det &r nod-
vandigt med hansyn till ett viktigt allmént intresse, pd grundval av unions-
ritten eller medlemsstaternas nationella rétt, vilken ska sté i proportion till
det efterstriavade syftet, vara forenligt med det vdsentliga innehallet i ritten
till dataskydd och innehalla bestimmelser om lampliga och sirskilda
atgarder for att sdkerstélla den registrerades grundldggande réttigheter och
intressen (artikel 9.2 g). Att effektivisera brottsbekdmpningen &r ett sddant
viktig allmént intresse som kan motivera behandling av kénsliga person-
uppgifter. Uppgifter om lagovertrddelser far behandlas av andra 4n mynd-
igheter om det &r nddviandigt for att fullgora en réttslig forpliktelse enligt
lag (artikel 10 och 5 § 2 forordningen [2018:219] med kompletterande
bestaimmelser till EU:s dataskyddsforordning). De foreslagna bestimmel-
serna innebér en rattslig forpliktelse for e-legitimationsforetag. Sddan
behandling av uppgifter om lagovertrddelser som &dr nddvéndig for att
fullgéra uppgiftsskyldigheten bor darfor vara tilldten. Vidare &r skyldig-
heten att ldmna uppgifter begrdansad pa flera sétt och de uppgifter som
lamnas kan komma att omfattas av sekretess i de brottsbekdmpande mynd-
igheternas verksamhet. Sammanfattningsvis bedoms darfor den person-
uppgiftsbehandling som forslaget medfor for e-legitimationsforetagen
vara forenlig med EU:s dataskyddsférordning. Forslaget medfor inte
behov av att infora nédgra sérskilda bestimmelser for personuppgifts-
behandlingen.

I artiklarna 13—15 i EU:s dataskyddsforordning finns bestimmelser om
enskildas réitt att f& information om att deras personuppgifter behandlas
och att fa tillgang till uppgifterna. Av 5 kap. 1 § lagen (2018:218) med
kompletterande bestdmmelser till EU:s dataskyddsforordning (data-
skyddslagen) foljer att rétten till information och tillgdng inte géller sddana
uppgifter som den personuppgiftsansvarige inte far Iimna ut till den regist-
rerade enligt lag eller annan forfattning eller enligt beslut som har med-
delats med stod av forfattning. Detta innebér att e-legitimationsforetag inte
ar skyldiga att ldmna ut sddana uppgifter om personuppgiftsbehandling
som omfattas av tystnadsplikt eller meddelandeforbud enligt de foreslagna
bestdmmelserna.

Nir de brottsbekdmpande myndigheterna tar emot begérda uppgifter
giller brottsdatalagen (2018:1177). Brottsdatalagen kompletteras av de
brottsbekdmpande myndigheternas registerforfattningar. Det finns réttslig
grund for den personuppgiftsbehandling som aktualiseras hos myndig-
heterna i dessa lagar, se t.ex. 2 kap. 1 § lagen (2018:1693) om polisens
behandling av personuppgifter inom brottsdatalagens omréde. Nar Séker-
hetspolisen behandlar personuppgifter som ror nationell sdakerhet i myn-
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dighetens brottsbekdmpande verksamhet géller dock inte brottsdatalagen.
I stéllet ar lagen (2019:1182) om Sakerhetspolisens behandling av person-
uppgifter (Sékerhetspolisens datalag) tillamplig. Réttslig grund for Saker-
hetspolisens personuppgiftsbehandling finns i 2 kap. 1 § i den lagen. De
foreslagna bestimmelserna kommer innebdra 6kad personuppgiftsbehand-
ling for de brottsbekdmpande myndigheterna. Det &r daremot inte fraga
om behandling av nagra andra slags personuppgifter &n vad myndig-
heterna redan har rétt att ta del av fran de finansiella foretagen. Det
integritetsintrdng som den aktuella behandlingen hos de brottsbekdmpande
myndigheterna ger upphov till for den enskilde bedéms sta i proportion till
det efterstriavade syftet, nimligen att effektivisera arbetet med att bekdmpa
brott. Mot den bakgrunden medf6r inte forslaget ndgot behov av ytterligare
bestimmelser for de brottsbekdmpande myndigheternas personuppgifts-
behandling.

7 Uppgiftsskyldighet for foretag som
omfattas av EU:s forordning om
marknader for kryptotillgdngar

7.1 En ny bestimmelse om uppgiftsskyldighet i
underréttelseverksamhet ska inforas

Regeringens forslag

Foretag som omfattas av EU:s forordning om marknader for krypto-
tillgangar ska vara uppgiftsskyldiga i de brottsbekdmpande myndighet-
ernas verksamhet for att forebygga, forhindra eller upptécka brottslig
verksambhet.

Promemorians forslag

Forslaget i promemorian stimmer delvis 6verens med regeringens forslag.
I promemorian foreslas dven ett bemyndigande.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker forslaget eller har inget att
invinda mot det.

Blockchain Sweden och The Swedish Financial Technology Association
anser att uppgiftsskyldigheten ska avgrinsas till att gélla foretag som har
auktorisation enligt EU:s forordning om marknader for kryptotillgdngar.

Uppsala tingsrdtt ifragasétter om det dr nodvéandigt att bestimmelsen
om tystnadsplikt innehdller en upplysning om ansvar enligt brottsbalken.



Skilen for regeringens forslag
Uppgiftsskyldigheten ska gdlla i underrdttelseverksamhet

Avsaknaden av mdjlighet for de brottsbekdmpande myndigheterna att
begéra in uppgifter i underrittelseverksamheten fran foretag som omfattas
av EU:s forordning om marknader for kryptotillgangar medfor en risk for
att brottslighet inte upptécks, att utredningar férsvéras och att girningsméan
undgaér lagforing. En bestimmelse om uppgiftsskyldighet i underréttelse-
verksamhet bor darfor inforas i lagen med kompletterande bestimmelser
till EU:s férordning om marknader for kryptotillgangar.

Bestdmmelsen bor utformas péd samma sétt och med samma begransn-
ingar som motsvarande bestimmelser for andra finansiella foretag. Upp-
giftsskyldigheten bor darfor endast gélla nir uppgifter begérs i ett enskilt
fall och det finns behov av uppgifterna i den begdrande myndighetens
brottsbekdmpande verksamhet. De brottsmisstankar som underrittelse-
drendet avser méste ocksa vara kvalificerade péd sa sitt att det for den
aktuella brottsligheten ska vara foreskrivet minst ett ars fangelse.

Till skillnad fran Blockchain Sweden och The Swedish Financial Tech-
nology Association anser regeringen att den nu foéreslagna uppgiftsskyldig-
heten bor gilla for samma foretag som redan omfattas av uppgiftsskyldig-
het vid t.ex. férundersokning. Det innebér att skyldigheten bor gélla for
foretag som omfattas av EU-forordningen, oavsett om foretagets verksam-
het kréver auktorisation (tillstdnd) enligt forordningen eller inte.

Nér uppgifter begirts ansvarar foretaget som har uppgifterna for att
prova om forutséttningarna for utlimnande ar uppfyllda. I praktiken blir
det fradga om en formell provning (jfr prop. 2024/25:65 s. 166—170).

De hinvisningar som gors till EU-férordningen i de dvriga bestdmmel-
serna i lagen dr dynamiska, dvs. avser forordningen i den vid varje tidpunkt
géllande lydelsen. Det dr ockséd den hanvisningsteknik som anvénds pa
finansmarknadsomrédet (se t.ex. prop. 2024/25:43 avsnitt 5.2). Den hén-
visning som gors i den nya bestimmelsen om uppgiftsskyldighet bor dér-
for ocksé vara dynamisk.

Tystnadsplikt ska gdlla for att uppgifter har begdrts eller limnats

For att uppgiftsskyldighet ska fungera som ett effektivt verktyg i brotts-
bekdmpningen bor personer som kan misstidnkas for brottslig verksamhet
inte kunna fa kdnnedom om att ett underrittelsedrende pagar. Det finns
dérfor anledning att infora en tystnadsplikt for att uppgifter har begérts
eller lamnats, motsvarande den som géller for andra finansiella foretag.
Det bér, till skillnad fran vad Uppsala tingsrdtt anser, for tydlighets skull
inforas en upplysning om att ansvar enligt 20 kap. 3 § brottsbalken kan
aktualiseras for brott mot tystnadsplikten (se t.ex. 1 kap. 10 b § LBF).

Formerna for uppgiftsldmnande

Uppgiftsldmnande bor ske pa samma sétt som nér uppgifter lamnas under
pagaende forundersokning, det vill sdga utan dréjsmal och i elektronisk
form. Skulle det behovas ytterligare reglering av t.ex. formerna for upp-
gifternas ldmnande bor detta ske genom foreskrifter pa lagre niva 4n lag.
Det ar da fraga om sadana verkstéllighetsforeskrifter som regeringen kan
meddela alternativt bemyndiga en myndighet att meddela enligt 8 kap. 7
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och 11 §§ regeringsformen. Det krévs darfor inte att nagot sarskilt bemyn-
digande infors i lagen med kompletterande bestimmelser till EU:s foérord-
ning om marknader for kryptotillgangar.

7.2 Personuppgiftsbehandling

Regeringens bedomning

Det behover inte infoéras nagon ytterligare reglering av den person-
uppgiftsbehandling som f6ljer av bestimmelsen om uppgiftsskyldighet.

Den begrinsning av det grundlagsstadgade skyddet mot betydande
intrdng i den personliga integriteten som forslaget innebér &r propor-
tionerlig.

En tystnadsplikt som omfattar att uppgifter har begérts eller lamnats
med stod av bestimmelsen om uppgiftsskyldighet utgér en proportion-
erlig begransning av yttrandefriheten.

Promemorians bedomning

Bedomningen i promemorian stimmer dverens med regeringens beddm-
ning.

Remissinstanserna

Remissinstanserna tillstyrker bedomningen eller har inget att invdnda mot
den.

Skilen for regeringens bedomning

Den foreslagna bestdmmelsen om uppgiftsskyldighet utgér grund for
personuppgifisbehandling

EU:s dataskyddsforordning ar tillimplig pa den personuppgiftsbehandling
som sker hos foretag som omfattas av EU:s forordning om marknader for
kryptotillgdngar. Att behandla personuppgifter for att lamna ut dem i
enlighet med den foreslagna uppgiftsskyldigheten innebér ett fullgérande
av réttsliga forpliktelser och att uppgifter av allmént intresse utfors och bor
dérfor vara tillatet (lagligt) enligt artikel 6.1 ¢ och e i forordningen. De
personuppgifter som ldmnas enligt uppgiftsskyldigheten har dock i regel
samlats in for andra dndamadl, t.ex. nir foretagets kunder nyttjar dess
tjanster. Som redogdrs for betrdffande e-legitimationsforetagens person-
uppgiftsbehandling bor bestimmelser om uppgiftsskyldighet till brotts-
bekdmpande myndigheter utgora grund for vidarebehandling av person-
uppgifter. En forutséttning dr dock att vidarebehandlingen dven i ovrigt &r
forenlig med de krav som uppstélls i EU:s dataskyddsforordning. Det-
samma géller i den mén uppgiftsskyldigheten innebar behandling av kéns-
liga personuppgifter eller uppgifter om lagévertridelser. Aven den nu fore-
slagna uppgiftsskyldigheten for foretag som omfattas av EU:s forordning
om marknader for kryptotillgdngar utgor en réttslig forpliktelse och syftar
till att effektivisera brottsbekdmpningen. Den foreslagna bestimmelsen



utgor déarfor grund for att behandla kénsliga personuppgifter och uppgifter
om lagdvertradelser.

Den foreslagna tystnadsplikten innebér ett undantag fran skyldigheterna
enligt artiklarna 13—15 i EU:s dataskyddsférordning att ldmna uppgifter
om personuppgiftsbehandling till den enskilde, se 5 kap. 1 § dataskydds-
lagen.

Som redogérs for betriffande e-legitimationsforetagens uppgiftslamn-
ande dr brottsdatalagen och myndigheternas egna kompletterande register-
forfattningar, respektive Sakerhetspolisens datalag, tillimpliga nir de
brottsbekdmpande myndigheterna tar emot uppgifter. Samma beddmning
gors betraffande myndigheternas personuppgiftsbehandling enligt den
utdkade uppgiftsskyldighet som foreslas for foretag som omfattas av EU:s
forordning om marknader for kryptotillgdngar.

Begrdiinsningen av skyddet for den personliga integriteten dr
proportionerlig

Den foreslagna bestimmelsen om uppgiftsskyldighet omfattar alla slags
uppgifter om enskildas forhéllanden till foretaget och innebir en Skad
personuppgiftsbehandling av savil foretaget som de myndigheter som
begér uppgifterna. Nér uppgifter begirs i underrattelseverksamhet finns en
risk for att de personuppgifter som behandlas dels visar sig vara av be-
gréansat virde for brottsbekdmpningen, dels avser personer som varken &r
eller blir missténkta for brott. I forarbetena till motsvarande bestimmelser
om uppgiftsskyldighet for andra finansiella foretag konstateras att skilen
for en uppgiftsskyldighet i underrittelseverksamhet for finansiella foretag
ar starka, eftersom tillgangen till information om enskilda som finns hos
foretagen kan forvéntas innebéra att de brottsbekdmpande myndigheternas
forméga att beivra brott dkar betydligt. Till detta kommer att uppgifts-
skyldigheten &r begrinsad i sin omfattning och att de uppgifter som ldmnas
i stor utstrickning omfattas av sekretess hos de mottagande myndigheterna
(prop. 2024/25:65 s. 171-172). Samma skél gor sig géllande betrdffande
den nu foreslagna bestimmelsen. Den begrénsning av skyddet for den
personliga integriteten som bestdmmelsen innebdar bedoms darfor vara
proportionerlig.

Tystnadsplikten utgor en proportionerlig begrdnsning av
yttrandefriheten

Den tystnadsplikt som foreslds avseende att uppgifter har begérts eller
lamnats utgor en begransning av yttrandefriheten enligt 2 kap. 1 § forsta
stycket regeringsformen och artikel 10 i Europakonventionen. En sadan
begrinsning far enbart goras genom lag och for att tillgodose dndamal som
ar godtagbara i ett demokratiskt samhille, t.ex. med hénsyn till forebygg-
ande och beivrande av brott. Begransningen maste vara proportionerlig i
forhallande till &ndamalet. Den foreslagna tystnadsplikten ar inskréankt till
att endast gélla obehorigt rojande. Tystnadsplikten har ocksa ett angeliget
syfte, ndmligen att sdkerstélla en effektiv brottsbekdmpning genom att
hindra att personer som ar inblandade i brottslig verksamhet far kdinnedom
om att det pagér ett underrattelsedrende. Ndgon mindre ingripande atgird
beddms inte vara tillrdcklig. Under dessa forhdllanden bedoms tystnads-
plikten utgdra en proportionerlig begrénsning av yttrandefriheten (jfr prop.
2024/25:65 s. 174).

37



38

8 Ikrafttradande- och
overgangsbestimmelser

Regeringens forslag

Den nya lagen och lagéndringarna ska trdda i kraft den 1 maj 2026.

Regeringens bedomning

Det saknas behov av dvergingsbestimmelser.

Promemorians forslag och bedomning

Forslaget och bedomningen i promemorian stimmer delvis dverens med
regeringens forslag och bedomning. I promemorian foreslas att den nya
lagen och lagidndringarna ska trdda i kraft den 1 januari 2026.

Remissinstanserna

Remissinstanserna tillstyrker forslaget och bedomningen eller har inget att
invéinda mot dem.

Skilen for regeringens forslag och bedomning

Den nya lagen om uppgiftsskyldighet for vissa e-legitimationsforetag bor
trada i kraft s snart som mojligt. Detsamma géller de nya bestimmelserna
i lagen med kompletterande bestammelser till EU:s forordning om mark-
nader for kryptotillgdngar. Det &r samtidigt viktigt att de berérda aktdrerna
ges tid att utveckla nddvéndiga rutiner och system for att kunna fullgéra
de nya skyldigheterna. Den tidigaste tidpunkten for ikrafttradande bedoms
darfor vara den 1 maj 2026. Foljdandringen i lagen om internationell
rattslig hjilp i1 brottmal samt den &ndring av réttelsekaraktir som gors i
lagen (2024:114) om clearing och avveckling av betalningar bor trdda i
kraft vid samma tidpunkt.

Den nya lagen och lagindringarna bdr tillimpas omedelbart efter ikraft-
tridandet. Det saknas behov av att infora sérskilda 6vergédngsbestimmel-
ser.



9 Konsekvensanalys

Regeringens bedomning

Forslagen har inga offentligfinansiella effekter. Forslagen bidrar till att
oka effektiviteten i de brottsbekdmpande myndigheternas arbete med
att motverka brottslighet.

Forslagen har konsekvenser for enskildas personliga integritet.

Forslagen okar kostnaderna for e-legitimationsforetag.

Forslagen okar kostnaderna for foretag som omfattas av EU:s for-
ordning om marknader for kryptotillgangar.

Forslagen paverkar inte myndigheters eller domstolars resursbehov.

Promemorians bedomning

Bedomningen i promemorian stimmer overens med regeringens beddm-
ning.

Remissinstanserna

Majoriteten av remissinstanserna tillstyrker bedémningen eller har inget
att invinda mot den.

Ekobrottsmyndigheten ifragasitter bedomningen att forslaget kommer
att leda till effektivitetsvinster nér det giller uppgifter om bank-id-anvénd-
ning. Aven Aklagarmyndigheten menar att forslaget inte bidrar till nigon
forbéttring av det uppgiftslimnande som redan sker.

Finansiell ID-teknik BID AB, Foreningen for Digitala Fri- och Rdttig-
heter, Juridiska fakultetsndmnden vid Stockholms universitet, Svenska
Bankforeningen, The Swedish Financial Technology Association och
Aklagarmyndigheten menar att forslagen kommer att innebira en 6kning
av den administrativa bérdan och kostnaderna for berérda foretag, varvid
Finansiell ID-teknik BID AB anser att foretaget bor kompenseras for kost-
naderna. Foreningen for Digitala Fri- och Raittigheter framhaller att det
finns risk for att uppgiftsskyldigheten kan medfora att e-legitimations-
foretag avstar fran att tillhandahalla tjanster i forhallande till finansiella
foretag, vilket kan paverka konkurrensen pa omradet.

Regelrddet anser att konsekvensanalysen brister i vissa avseenden, bl.a.
i fraga om redovisningen av formerna for uppgiftslimnande, antalet
berorda foretag, effekterna for konkurrensen mellan foretagen och den
Okade administrativa bordan. Regelradet framhaller ocksa att det &r oklart
ndr och hur forslagen ska utvérderas.

Skilen for regeringens bedomning
Offentligfinansiella och samhdllsekonomiska effekter

Forslagen har inga offentligfinansiella effekter.

Forslagen om uppgiftsskyldighet kommer att 6ka effektiviteten i det
brottsbekdmpande arbetet, vilket i sig har positiva samhillsekonomiska
effekter d& kriminell verksamhet medfor stora kostnader och andra nega-
tiva effekter for savil samhillet som enskilda.
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Effekter for skyddet for den personliga integriteten

Forslagen om uppgiftsskyldighet kan, pa det sitt som redogdrs for i del-
avsnitten, innebéra viss 6kad risk for intrang i enskildas personliga integ-
ritet. Forslagen har utformats med beaktande av detta och omfattningen
har begrénsats for att minska risken for intrang. Uppgiftsskyldigheten for
e-legitimationsforetag har av denna anledning avgrénsats till att endast
omfatta uppgifter som i dag kan begéras ut frén finansiella foretag. Med
de begrinsningar som gjorts beddmer regeringen att forslaget innebér en
rimlig avvédgning mellan behovet av en effektiv brottsbekdmpning och
enskildas ritt till skydd for sin personliga integritet.

Effekter for foretagen

Regelrddet efterfragar en uppskattning av antalet berérda foretag. Den
foreslagna uppgiftsskyldigheten for e-legitimationsforetag omfattar i
dagsliget tva foretag, Finansiell ID-teknik BID AB och Freja eID Group
AB, medan den foreslagna uppgiftsskyldigheten for foretag som tillhanda-
héller kryptotillgdngar och kryptorelaterade tjénster omfattar ett fyrtiotal
svenska och utldndska foretag.

Ett antal remissinstanser, daribland Finansiell ID-teknik BID AB, The
Swedish Financial Technology Association och Aklagarmyndigheten,
framhaller att den administrativa bérdan och kostnaderna for foretagen
kommer att 6ka. Regelrddet anser att konsekvensanalysen brister i fraga
om redovisningen av formerna for uppgiftslimnandet. Betrdffande dessa
fragor konstaterar regeringen att forslagen kan komma att innebéra ett 6kat
antal forfragningar fran de brottsbekdmpande myndigheterna till de be-
rorda foretagen och 6ka den administrativa bordan for foretagen. Behovet
av rutiner eller administrativa system for att kunna ldmna uppgifter kan
initialt leda till 6kade kostnader. Den 6kade administrativa bordan ar svar
att berdkna, eftersom den &r beroende av omfattningen av myndigheternas
forfragningar. Hur uppgiftslimnandet ska ga till i praktiken ar i alla
hindelser i forsta hand en fraga for berdrda foretag och de brottsbe-
kdmpande myndigheterna.

Aven om forslagen innebir en kad administrativ bérda for foretagen
ger de samtidigt béttre mojligheter for foretagen att undvika att bli utnytt-
jade for brottslig verksambhet. I forléingningen kan detta minska foretagens
kostnader for att motverka missbruk av deras tjdnster. Sammanfattningsvis
bedomer regeringen att kostnaderna och den eventuella administrativa
bordan for foretagen som forslagen innebér dr proportionerliga i for-
héllande till nyttan for de brottsbekdmpande myndigheterna och for sam-
héllet i stort.

Regelradet anser dven att konsekvensanalysen brister i fraga om
redovisningen av effekterna for konkurrensen mellan foretagen. Forslagen
omfattar emellertid foretag som befinner sig i samma réttsliga och faktiska
situation och péaverkar inte konkurrensen mellan dessa foretag. Till skill-
nad fran Foreningen for Digitala Fri- och Rdttigheter bedomer regeringen
att forslagen inte paverkar forutsattningarna for foretagen att bedriva kom-
mersiell verksambhet.

Regelradet framhaller slutligen att det dr oklart nir och hur forslagen ska
utvérderas. En utvdrdering och uppf6ljning av den nya ordningen forut-
sétter emellertid att den har tillimpats under tillracklig tid.



Effekter for myndigheter och domstolar

Till skillnad fran Ekobrottsmyndigheten och Aklagarmyndigheten beddm-
er regeringen att forslaget kommer att effektivisera det brottsbekdmpande
arbetet for de myndigheter som har rétt att begéra uppgifter. Som framgér
i avsnitt 5 innebdr forslaget bl.a. att myndigheternas rétt att ta del av
uppgifter inte blir beroende av frivilliga dverenskommelser med enskilda
e-legitimationsforetag samt att ramarna for uppgiftslimnande klargors.
Forslagen bedoms inte leda till ndgra 6kade kostnader for myndigheterna.

Finansinspektionen har tillsyn over att foretag som omfattas av EU:s
forordning om marknader for kryptotillgdngar bedriver sin verksamhet i
enlighet med lagen med kompletterande bestimmelser till EU:s forordning
om marknader for kryptotillgangar, déribland bestimmelserna om upp-
giftsskyldighet. Tillsynen bor vara begrdnsad till att tillse att uppgifts-
skyldigheten fullgors. Eftersom uppgiftsskyldighet redan géller under bl.a.
forundersokning for dessa foretag bor den tillkommande bestimmelsen
endast leda till marginellt 6kade kostnader for tillsyn for Finansinspek-
tionen. Kostnader till f61jd av forslaget ska hanteras inom Finansinspek-
tionens befintliga ekonomiska ramar.

Forslagen ger inte upphov till ndgra nya maltyper eller 6kad maltill-
stromning vid domstolarna.

Effekter for hallbarhet och jimstdilldheten

Forslagen bedoms inte medfora nagra konsekvenser for hallbarhet eller
jamstilldheten mellan mén och kvinnor.

Overensstimmelse med unionsrdtten

Forslagen star i 6verensstimmelse med EU-rétten.

10 Forfattningskommentar

10.1 Forslaget till lag om uppgiftsskyldighet f6r
vissa e-legitimationsforetag

1§ Denna lag innehdller bestimmelser om skyldigheter for e-legitimations-
foretag att till brottsbekdmpande myndigheter ldmna uppgifter om enskildas
forhallanden till finansiella foretag.

Med e-legitimationsforetag avses foretag som tillhandahaller tjdnster for elek-
tronisk identifiering, dock inte tillhandahéllare av europeiska digitala identitets-
planbocker.

Med finansiella foretag avses foretag som omfattas av uppgiftsskyldighet enligt

—lagen (1998:1479) om virdepapperscentraler och kontoforing av finansiella
instrument,

— lagen (2004:46) om vérdepappersfonder,

—lagen (2004:297) om bank- och finansieringsrorelse,

—lagen (2006:531) om sérskild tillsyn &ver finansiella konglomerat,

—lagen (2007:528) om vérdepappersmarknaden,

—lagen (2010:751) om betaltjanster,

— forsakringsrorelselagen (2010:2043),
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—lagen (2011:755) om elektroniska pengar,

—lagen (2013:561) om forvaltare av alternativa investeringsfonder,

—lagen (2014:968) om sirskild tillsyn 6ver kreditinstitut och vérdepappers-
bolag,

— lagen (2019:742) om tjanstepensionsforetag,

—lagen (2021:899) med kompletterande bestimmelser till EU:s férordning om
grisrotsfinansiering,

—lagen (2022:1746) med kompletterande bestimmelser till EU:s forordning om
en paneuropeisk privat pensionsprodukt (PEPP-produkt),

—lagen (2024:114) om clearing och avveckling av betalningar, eller

—lagen (2024:1159) med kompletterande bestdmmelser till EU:s férordning om
marknader for kryptotillgéngar.

Paragrafen innehaller bestimmelser om lagens innehéll. Overviigandena
finns i avsnitt 6.1 och 6.3.

1 forsta stycket anges att lagen innehéller bestimmelser om skyldigheter
for vissa e-legitimationsforetag att till brottsbekdmpande myndigheter
lamna uppgifter om enskildas férhallanden till finansiella foretag. Vilka
brottsbekdmpande myndigheter som har rétt att begira uppgifter framgér
av 2 och 4 §§.

I andra stycket anges vad som i lagen avses med e-legitimationsforetag.
Det ér fraga om sédana foretag som tillhandahaller tjanster for elektronisk
identifiering I detta ligger att ett finansiellt foretag, t.ex. en bank, som via
en underleverantor erbjuder en e-legitimationstjanst inte omfattas av upp-
giftsskyldighet enligt lagen. Inte heller for foretag som enbart
tillhandahaller 16sningar for elektroniska underskrifter omfattas av
bestimmelsen. Detta giller dven nir ett sddant foretag anlitas av ett
finansiellt foretag for att hantera underskrifter som sker med t.ex. bank-id.

Bestimmelsen omfattar inte tillhandahallare av europeiska digitala
identitetsplanbocker enligt Europaparlamentets och radets forordning
(EU) nr 910/2014 av den 23 juli 2014 vad giller inrittandet av ett
europeiskt ramverk for digital identitet.

I tredje stycket anges vad som avses med finansiella foretag, ndmligen
foretag som omfattas av bestimmelser om uppgiftsskyldighet betraffande
enskildas forhéllanden enligt de lagar som rdknas upp i bestimmelsen.
Detta innebér att foretag som &r uppgiftsskyldiga enligt ndgon av foljande
bestdmmelser omfattas av uttrycket finansiella foretag 1 lagens mening:

— 8 kap. 2 aoch 2 b §§ lagen om virdepapperscentraler och kontoforing
av finansiella instrument,

—2 kap. 19 a och 20 §§ lagen om vardepappersfonder,

— 1 kap. 10 b och 11 §§ lagen om bank- och finansieringsrorelse,

—6 kap. 7 a och 8 §§ lagen om sérskild tillsyn dver finansiella
konglomerat,

— 1 kap. 11 b och 12 §§ lagen om vérdepappersmarknaden,

—3 kap. 13 a och 14 §§ lagen om betaltjénster,

— 19 kap. 45 a och 46 §§ forsdkringsrorelselagen,

— 3 kap. 13 a och 14 §§ lagen om elektroniska pengar,

—8 kap. 24 a och 25 §§ lagen om fOrvaltare av alternativa
investeringsfonder,

— 6 kap. 10 a och 11 §§ lagen om sérskild tillsyn dver kreditinstitut och
vardepappersbolag,

— 16 kap. 36 a och 37 §§ lagen om tjénstepensionsforetag,



— 1 kap. 6 a och 7 §§ lagen med kompletterande bestimmelser till EU:s
forordning om grésrotsfinansiering,

— 1 kap. 5 a och 6 §§ lagen med kompletterande bestimmelser till EU:s
forordning om en paneuropeisk privat pensionsprodukt (PEPP-produkt),

— 1 kap. 3 a och 4 §§ lagen om clearing och avveckling av betalningar,
eller

— 1 kap. 4 aoch 5 §§ lagen med kompletterande bestimmelser till EU:s
forordning om marknader for kryptotillgédngar, se avsnitt 10.4.

2§ Ette-legitimationsforetag ska pa begéran av Polismyndigheten, Skatteverket,
Sékerhetspolisen eller Tullverket ldmna uppgifter om enskildas forhallanden till
finansiella foretag, om uppgifterna behdvs i ett enskilt fall i myndighetens
verksamhet for att forebygga, forhindra eller upptécka brottslig verksamhet som
innefattar brott for vilket det i straffskalan ingar féangelse i ett ar eller mer.

Paragrafen innehaller en bestimmelse om uppgiftsskyldighet for
e-legitimationsforetag i vissa brottsbekdmpande myndigheters under-
rattelseverksamhet. Paragrafen ér utformad efter forebild av bl.a. 1 kap.
10 b § forsta stycket lagen (2004:297) om bank- och finansieringsrorelse
(LBF), se forfattningskommentaren till den paragrafen (prop. 2024/25:65
s. 216-217). Overviigandena finns i avsnitt 6.3.

Enligt paragrafen ska e-legitimationsforetag pa begéran av Polis-
myndigheten, Skatteverket, Sakerhetspolisen eller Tullverket 1dmna upp-
gifter om enskildas forhallanden till finansiella foretag. Det kommer i
forsta hand vara frdga om uppgifter som ror enskildas anvéndning av
e-legitimation mot finansiella foretag. Uppgiftsskyldigheten omfattar
endast sddana uppgifter som hade kunnat 1amnas ut direkt av ett finansiellt
foretag med stod av de bestimmelser om uppgiftsskyldighet som géller for
foretaget 1 fraga. Till skillnad fran finansiella foretag omfattas
e-legitimationsforetag inte av bestimmelser om tystnadsplikt for uppgifter
om enskildas forhéllanden till foretaget. Paragrafen utgor inte ndgot hinder
mot att e-legitimationsforetag pa frivillig vig lamnar fler uppgifter dn vad
som omfattas av uppgiftsskyldigheten.

En fOrutsittning for att e-legitimationsforetaget ska vara skyldigt att
lamna uppgifter &r att uppgifterna behovs i ett enskilt fall i myndighetens
verksambhet for att forebygga, forhindra eller upptécka viss brottslig verk-
samhet. Den brottsliga verksamheten ska innefatta brott for vilket det i
straffskalan ingér fangelse i ett ar eller mer.

Med verksamhet for att forebygga, forhindra eller upptiacka brottslig
verksamhet avses myndigheternas underrittelseverksamhet. Polismyndig-
hetens underrittelseverksamhet omfattar dven underrittelseverksamhet
hos Ekobrottsmyndigheten. Att det ska finnas behov av uppgifterna i ett
enskilt fall innebar att det ska finnas ett pagaende underréttelsedrende i
vilket uppgifterna behdvs. Det ska alltsé inte vara fraga om ett generellt
uppgiftsinhdmtande utan koppling till viss brottslighet.

Det ankommer pa det e-legitimationsforetag som far en begdran att
prova om forutsittningarna for uppgiftslimnande ar uppfyllda. Provning-
en &r av formell karaktér och syftar till att kontrollera att begdran uppfyller
de krav som anges i paragrafen. E-legitimationsforetaget behdver dven
sakerstdlla att omfattningen av de uppgifter som ldmnas motsvarar de
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uppgifter som den brottsbekdmpande myndigheten hade kunnat fa genom
att vinda sig direkt till det finansiella foretaget i fraga.

3§ Ett e-legitimationsforetag eller den som dr verksam i ett sddant foretag far
inte obehdrigen réja for den enskilde eller for nagon utomstaende att en myndighet
har gjort en begéran eller att uppgifter har lamnats enligt 2 §.

Bestdimmelser om ansvar for den som bryter mot tystnadsplikten enligt forsta
stycket finns i 20 kap. 3 § brottsbalken.

Paragrafen innehéller bestimmelser om tystnadsplikt. Paragrafen é&r
utformad efter forebild av bl.a. 1 kap. 10 b § andra och tredje styckena
LBF, se forfattningskommentaren till den paragrafen (prop. 2024/25:65
s. 216-217). Overviigandena finns i avsnitt 6.4.

Férsta stycket innebir att e-legitimationsforetaget eller den som &r verk-
sam i foretaget inte far avsloja for den enskilde eller ndgon annan att upp-
gifter har begirts eller lamnats med stod av 2 §. Med den som ar verksam
i foretaget avses den som ér eller har varit knuten till foretaget i egenskap
av arbets- eller uppdragstagare. Tystnadsplikten omfattar endast obehorigt
r6jande. Réjande som sker t.ex. med stod av bestdmmelser i andra
forfattningar &r alltsa tillatet.

I andra stycket finns en upplysning om att bestimmelser om brott mot
tystnadsplikten finns i brottsbalken.

4§ Ette-legitimationsforetag ska l&dmna uppgifter om enskildas forhéllanden till
finansiella foretag om det

1. under en utredning enligt bestimmelserna om foérundersdkning i brottmal
begirs av undersdkningsledaren,

2. under en utredning om sjalvstindigt forverkande begérs av dklagaren,

3.1 ett drende om rittslig hjélp i brottmal begirs av dklagaren pé framstillning
av en annan stat eller en mellanfolklig domstol, eller

4. iett drende om erkénnande och verkstillighet av en europeisk utredningsorder
begirs av dklagaren.

Paragrafen innehéller bestimmelser om skyldighet for e-legitimations-
foretag att lamna uppgifter under forundersdkning och vissa andra straff-
processuella forfaranden. Paragrafen &r utformad efter forebild av bl.a.
1 kap. 11 § LBF, se forfattningskommentarerna till den paragrafen (prop.
2002/03:139 Del 1 s. 517-518, prop. 2016/17:218 s. 309-310 och prop.
2023/24:144 s. 486). Overviigandena finns i avsnitt 6.3.

Uppgiftsskyldigheten giller enskildas forhallanden till finansiella
foretag. Med detta avses samma sak som i 2 §, dvs. i praktiken uppgifter
som ror enskildas anvéndning av e-legitimation mot finansiella foretag.
Uppgiftsskyldigheten giller endast i den utstrickning som uppgifterna
hade kunnat l&dmnas av ett finansiellt foretag. Precis som i 2 § utgor
paragrafen inte ndgot hinder mot att fler uppgifter 4n sa lamnas.

Uppgifter ska ldmnas nir de begérs av en forundersdkningsledare eller
aklagare. Det ankommer pa e-legitimationsforetaget att bedéma om de for-
mella forutsédttningarna for uppgiftslimnande ar uppfyllda, t.ex. att upp-
gifterna begérs inom ramen for en férundersdkning och att omfattningen
av de uppgifter som ldmnas motsvarar de uppgifter som férundersdknings-
ledaren eller &klagaren hade kunnat f4 genom att vénda sig direkt till ett
finansiellt foretag.



5§ Den undersokningsledare eller dklagare som begir uppgifter enligt 4 § far
besluta att e-legitimationsforetaget eller den som ar verksam i foretaget inte far
roja for den enskilde eller for ndgon utomstaende att en myndighet har gjort en
begéran eller att uppgifter har ldmnats enligt 4 § eller att det pagéar en forunder-
sokning, en utredning om sjélvstandigt forverkande, ett d&rende om réttslig hjilp i
brottmal eller ett d&rende om erkdnnande och verkstéllighet av en europeisk utred-
ningsorder.

Ett sadant forbud far meddelas om det krévs for att en utredning om brott eller
sjdlvstandigt forverkande inte ska dventyras eller for att uppfylla en internationell
6verenskommelse som &r bindande for Sverige.

Forbudet ska vara tidsbegrinsat, med méjlighet till forldngning, och fér inte avse
langre tid 4n vad som &r motiverat med hénsyn till syftet med forbudet. I ett drende
om rittslig hjélp i brottmal eller om erkdnnande och verkstillighet av en europeisk
utredningsorder far dock forbudet tidsbegrénsas endast om den stat eller mellan-
folkliga domstol som ansokt om rittslig hjélp eller den utldindska myndighet som
har utfdrdat utredningsordern samtycker till detta.

Om ett forbud inte langre dr motiverat med hénsyn till syftet med forbudet, ska
undersokningsledaren eller aklagaren besluta att forbudet ska upphdra.

Paragrafen innehéller bestimmelser om meddelandeforbud. Paragrafen ar
utformad efter forebild av bl.a. 1 kap. 12 § LBF, se forfattningskommen-
taren till den paragrafen (prop. 2004/05:144 s. 216). Overvigandena finns
i avsnitt 6.4.

Enligt forsta stycket far den forundersékningsledare eller dklagare som
har begirt uppgifter besluta att e-legitimationsforetaget eller den som &r
verksam i foretaget inte far roja for den enskilde eller for nagon utom-
stdende att en begéran har gjorts eller att uppgifter har ldmnats enligt 4 §
eller att det pagar ett sdidant drendet som avses i 4 § 1—4. Med den som &r
verksam i foretaget avses samma personkrets som i3 §.

AV andra stycket foljer att en forutsittning for att meddela ett forbud ar
att det krdvs for att inte dventyra t.ex. en forundersdkning eller for att
uppfylla ett internationellt atagande. Sa kan vara fallet ndr en misstinkt
person av utredningsskal inte bor kdnna till vilka uppgifter kring honom
eller henne som har inhdmtats.

1 tredje stycket anges att forbudet ska vara tidsbegransat. Forbudet far
inte vara langre dn vad som dr nddviandigt for att uppfylla syftet med for-
budet. Nér det r fraga om ett internationellt atagande kravs dock samtycke
till tidsbegransning fran den stat, mellanfolkliga domstol eller utldndska
myndighet som ansokt om réttslig hjilp eller utfirdat utredningsordern.

Enligt fidrde stycket ska meddelandeforbudet, oavsett om det &r tids-
begrénsat eller inte, upphora att gélla nér det inte l&ngre &r motiverat. En
sadan situation kan t.ex. vara att uppgifterna har avsldjats for den enskilde
i samband med ett forhor. Det dr forundersdkningsledaren eller aklagaren
som tar stdllning till detta i det enskilda fallet. Nér det &r fraga om rittslig
hjélp eller en europeisk utredningsorder dr det dock upp till den ansdkande
staten, utlindska myndigheten eller mellanfolkliga domstolen att avgdra
om och i sa fall nér forbudet kan upphora att gélla.

6 § Till boter doms den som uppsétligen eller av grov oaktsamhet bryter mot ett
meddelandeforbud enligt 5 §.
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Paragrafen innehaller en bestimmelse om straffansvar fér den som upp-
satligen eller av grov oaktsamhet bryter mot meddelandeforbudet i 5 §.
Paragrafen dr utformad efter forebild av bl.a. 1 kap. 13 § LBF, se
forfattningskommentaren till den paragrafen (prop. 2004/05:144 s. 216).
Overviigandena finns i avsnitt 6.4.

Paragrafen innebér att den som bryter mot ett meddelandeférbud kan
domas till boter.

7§ Uppgifter enligt 2 och 4 §§ ska ldmnas utan dréjsmal och i elektronisk form.

Paragrafen innehéller en bestimmelse om hur uppgifterna ska ldmnas.
Paragrafen &r utformad efter forebild av bl.a. 1 kap. 10 b § forsta stycket
andra meningen och 11 § andra stycket LBF, se forfattningskommentaren
till de paragraferna (prop. 2017/18:291 s. 43 och prop. 2024/25:65
s. 216-217). Overviigandena finns i avsnitt 6.5.

Nér uppgifter ldmnas enligt bestimmelserna om uppgiftsskyldighet i
2 och 4 §§ ska detta ske utan drojsmal och i elektronisk form. Detta innebér
att e-legitimationsforetaget ska prioritera handldggningen av en begéran
om uppgifter. Med elektronisk form avses att uppgifterna ska ldmnas i ett
elektroniskt lasbart format.

Regeringen eller den myndighet som regeringen bestimmer kan med
stod av 8 kap. 7 och 11 §§ regeringsformen meddela ytterligare foreskrifter
om hur uppgifter ska lamnas.

10.2  Forslaget till lag om éndring i lagen (2000:562)
om internationell réttslig hjélp i1 brottmal

5 kap.

10 § Bestdmmelser om uppgiftsskyldighet finns i

— 8 kap. 2 b § lagen (1998:1479) om vérdepapperscentraler och kontoforing av
finansiella instrument,

— 2 kap. 20 § lagen (2004:46) om vérdepappersfonder,

— 1 kap. 11 § lagen (2004:297) om bank- och finansieringsrorelse,

— 6 kap. 8 § lagen (2006:531) om sérskild tillsyn dver finansiella konglomerat,

— 1 kap. 12 § lagen (2007:528) om viardepappersmarknaden,

— 3 kap. 14 § lagen (2010:751) om betaltjénster,

— 19 kap. 46 § forsakringsrorelselagen (2010:2043),

— 3 kap. 14 § lagen (2011:755) om elektroniska pengar,

— 8 kap. 25 § lagen (2013:561) om forvaltare av alternativa investeringsfonder,

— 6 kap. 11 § lagen (2014:968) om sérskild tillsyn &ver kreditinstitut och vérde-
pappersbolag,

— 16 kap. 37 § lagen (2019:742) om tjanstepensionsforetag,

— 1 kap. 7 § lagen (2021:899) med kompletterande bestimmelser till EU:s for-
ordning om grésrotsfinansiering,

— 1 kap. 6 § lagen (2022:1746) med kompletterande bestimmelser till EU:s for-
ordning om en paneuropeisk privat pensionsprodukt (PEPP-produkt),

— 1 kap. 4 § lagen (2024:114) om clearing och avveckling av betalningar,

— 1 kap. 5 § lagen (2024:1159) med kompletterande bestimmelser till EU:s for-
ordning om marknader for kryptotillgangar, och

—4 § lagen (2026:000) om uppgifisskyldighet for vissa e-legitimationsforetag.



I de lagar som anges i forsta stycket finns dven bestimmelser om med-
delandef6rbud och ansvarsbestimmelser for den som bryter mot ett sadant forbud.

Paragrafen innehéller upplysningar om i vilka lagar det finns bestimmel-
ser om uppgiftsskyldighet. Overvigandena finns i avsnitt 6.2.

Forsta stycket sista strecksatsen, som ar ny, ér en foljd av att den nya
lagen om uppgiftsskyldighet for vissa e-legitimationsforetag innehéller en
bestimmelse om uppgiftsskyldighet i drenden om internationell rittslig
hjélp i brottmal (4 §).

10.3 Forslaget till lag om dndring 1 lagen (2024:114)
om clearing och avveckling av betalningar

6 kap.
7 § Om ett clearingbolag inte i tid ldmnar de uppgifter som foreskrivits med stod
av 7 kap. 1 § 4, far Finansinspektionen besluta att bolaget ska betala en forsenings-

avgift med hogst 100 000 kronor.
Avgiften tillfaller staten.

Paragrafen innehdller en bestimmelse om att Finansinspektionen har ritt
att ta ut forseningsavgift fran clearingbolag.

I forsta stycket dndras hinvisningen till 7 kap. 1 § 4 i stéllet for 7 kap.
1 § 3. Andringen #r av rittelsekaraktir (jfr prop. 2024/25:65 s. 56-57).

10.4  Forslaget till lag om dndring 1 lagen
(2024:1159) med kompletterande bestimmelser
till EU:s forordning om marknader for

kryptotillgdngar
1 kap.

4 a § Ett foretag som omfattas av EU-férordningen ska pd begdran av Polis-
myndigheten, Skatteverket, Scikerhetspolisen eller Tullverket ldmna uppgifter om
enskildas forhdllanden till foretaget, om uppgifterna behovs i ett enskilt fall i
myndighetens verksamhet for att forebygga, forhindra eller uppticka brottslig
verksamhet som innefattar brott for vilket det i straffskalan ingar fingelse i ett ar
eller mer. Uppgifterna ska ldmnas utan dréjsmal och i elektronisk form.

Féretaget eller den som dr verksam i foretaget fir inte obehdrigen réja for den
enskilde eller for nagon utomstaende att en myndighet har gjort en begdran eller
att uppgifter har ldmnats enligt forsta stycket.

Bestdmmelser om ansvar for den som bryter mot tystnadsplikten enligt andra
stycket finns i 20 kap. 3 § brottsbalken.

Paragrafen, som &r ny, innchdller bl.a. bestimmelser om uppgifts-
skyldighet och tystnadsplikt for foretag som omfattas av
Europaparlamentets och radets férordning (EU) 2023/1114 av den 31 maj
2023 om marknader for kryptotillgdngar och om é&ndring av férord-
ningarna (EU) nr 1093/2010 och (EU) nr 1095/2010 samt direktiven
2013/36/EU och (EU) 2019/1937. Paragrafen ar utformad efter forebild av
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bla. 1 kap. 10 b § LBF, se forfattningskommentaren till den paragrafen
(prop. 2024/25:65 s. 216-217). Overviigandena finns i avsnitt 7.1.

Férsta stycket innebir en skyldighet for foretag som omfattas av EU-
forordningen att 1dmna uppgifter om enskildas forhallanden till foretaget
till Polismyndigheten, Skatteverket, Sékerhetspolisen eller Tullverket.
Polismyndighetens underrittelseverksamhet omfattar 4ven underréttelse-
verksamhet hos Ekobrottsmyndigheten. Uppgifterna ska lamnas utan
drojsmaél och i elektronisk form. Bestimmelsen bryter den tystnadsplikt
som finns i 4 §.

Av andra stycket foljer att foretaget inte obehorigen far r6ja att uppgifter
har begirts eller lamnats. Forbudet &r begrénsat till obehorigt rdjande.
Sadant rojande som sker t.ex. med stod av lag till en tillsynsmyndighet ar
dérmed tillatet.

I tredje stycket finns en upplysning om att det i brottsbalken finns be-
stimmelser om brott mot tystnadsplikten.

Hanvisningen till EU-férordningen ar dynamisk och avser forordningen
i den vid varje tidpunkt géllande lydelsen, se 1 §.



Sammanfattning av promemorian
Uppgiftsskyldighet for vissa
e-legitimationsforetag

For banker och andra finansiella foretag géller uppgiftsskyldighet.
Uppgiftsskyldigheten innebér att brottsbekdmpande myndigheter, i den
brottsbekdmpande verksamheten, har ritt att ta del av information om
enskildas forhallanden som finns hos foretagen och som annars omfattas
av tystnadsplikt.

For att tillgodogora sig tjénster hos finansiella foretag krévs ofta att en
e-legitimation anvénds, t.ex. for att logga in i en e-tjénst eller godkénna
transaktioner. I denna promemoria foreslds en uppgiftsskyldighet for
foretag som tillhandahaller e-legitimationer som anviands mot finansiella
foretag. Genom forslaget far de brottsbekdmpande myndigheterna méjlig-
het att vénda sig direkt till ett e-legitimationsforetag for att inhdmta infor-
mation om en persons e-legitimationsanvandning mot finansiella foretag.

I promemorian foreslas dven att uppgiftsskyldigheten for foretag som
tillhandahaller kryptotillgangar och kryptorelaterade tjanster ska utdkas
till att gélla i de brottsbekdimpande myndigheternas underréttelseverksam-
het.

Lagéndringarna foreslés trdda i kraft den 1 januari 2026.

Bilaga 1
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Promemorians lagforslag

Forslag till lag om uppgiftsskyldighet for vissa
e-legitimationsforetag

Harigenom foreskrivs foljande.

Lagens innehall

1§ Denna lag innehéller bestimmelser om skyldigheter for e-legitima-
tionsforetag att till brottsbekdmpande myndigheter lamna uppgifter om
enskildas forhallanden till ett finansiellt foretag.

Med e-legitimationsforetag avses foretag som tillhandahaller tjénster for
elektronisk identifiering och elektronisk underskrift.

Med finansiellt foretag avses foretag som omfattas av uppgiftsskyldig-
het enligt

— lagen (1998:1479) om virdepapperscentraler och kontoforing av
finansiella instrument,

— lagen (2004:46) om vérdepappersfonder,

—lagen (2004:297) om bank- och finansieringsrorelse,

—lagen (2006:531) om sérskild tillsyn 6ver finansiella konglomerat,

—lagen (2007:528) om virdepappersmarknaden,

—lagen (2010:751) om betaltjanster,

— forsakringsrorelselagen (2010:2043),

—lagen (2011:755) om elektroniska pengar,

—lagen (2013:561) om forvaltare av alternativa investeringsfonder,

—lagen (2014:968) om sirskild tillsyn over kreditinstitut och vérde-
pappersbolag,

—lagen (2019:742) om tjénstepensionsforetag,

—lagen (2021:899) med kompletterande bestimmelser till EU:s
forordning om grisrotsfinansiering,

— lagen (2022:1746) med kompletterande bestimmelser till EU:s forord-
ning om en paneuropeisk privat pensionsprodukt (PEPP-produkt),

—lagen (2024:114) om clearing och avveckling av betalningar, eller

—lagen (2024:1159) med kompletterande bestimmelser till EU:s forord-
ning om marknader for kryptotillgéngar.

Uppgiftsskyldighet i underrittelseverksamhet

2§ Ett e-legitimationsforetag ska pa begédran av Polismyndigheten,
Skatteverket, Sdkerhetspolisen eller Tullverket ldmna uppgifter om en-
skildas forhallanden till ett finansiellt foretag, om uppgifterna behovs i ett
enskilt fall i myndighetens verksamhet for att forebygga, forhindra eller
uppticka brottslig verksamhet som innefattar brott for vilket det i straff-
skalan ingér fangelse i ett ar eller mer.

3§ Ett e-legitimationsforetag eller den som &r verksam i ett saddant
foretag far inte obehorigen rdja for den enskilde eller for ndgon utom-
stdende att en myndighet har gjort en begiran eller att uppgifter har
lamnats enligt 2 §.



Bestdmmelser om ansvar for den som bryter mot tystnadsplikten enligt
forsta stycket finns i 20 kap. 3 § brottsbalken.

Uppgiftsskyldighet i vissa utredningar och drenden

4§ Ett e-legitimationsforetag ska ldmna uppgifter om enskildas foérhall-
anden till ett finansiellt féretag om det

1. under en utredning enligt bestimmelserna om forundersdkning i brott-
mal begérs av undersokningsledaren,

2. under en utredning om sjélvsténdigt forverkande begirs av dklagaren,

3. 1 ett drende om rittslig hjilp i brottmal begérs av aklagaren pa fram-
stillning av en annan stat eller en mellanfolklig domstol, eller

4. 1 ett drende om erkdnnande och verkstillighet av en europeisk utred-
ningsorder begérs av dklagaren.

58§ Den undersokningsledare eller dklagare som begér uppgifter enligt
4 § fér besluta att e-legitimationsforetaget eller den som ar verksam i ett
sddant foretag inte far rja for den enskilde eller for ndgon utomstaende
att en myndighet har gjort en begéran eller att uppgifter har 1amnats enligt
4 § eller att det pagar en forundersdkning, en utredning om sjalvstiandigt
forverkande, ett drende om rittslig hjalp i brottmal eller ett drende om
erkdnnande och verkstéllighet av en europeisk utredningsorder. Ett sédant
forbud far meddelas om det kravs for att en utredning om brott eller
sjdlvstandigt forverkande inte ska dventyras eller for att uppfylla en
internationell dverenskommelse som &r bindande for Sverige.

Forbudet ska vara tidsbegransat, med mdjlighet till forlangning, och fér
inte avse langre tid 4n vad som dr motiverat med hinsyn till syftet med
forbudet. I ett drende om réttslig hjdlp 1 brottmal eller om erkédnnande och
verkstéllighet av en europeisk utredningsorder far dock forbudet tids-
begrinsas endast om den stat eller mellanfolkliga domstol som ansdkt om
rattslig hjélp eller den utlindska myndighet som har utfardat utrednings-
ordern samtycker till detta.

Om ett forbud inte langre dr motiverat med hénsyn till syftet med for-
budet, ska undersokningsledaren eller aklagaren besluta att forbudet ska
upphora.

6 § Till boter doms den som uppsatligen eller av grov oaktsamhet bryter
mot ett meddelandeforbud enligt 5 §.

Formerna for uppgifternas imnande

78§ Uppgifter enligt 2 och 4 §§ ska ldimnas utan drdjsmal och i elektro-
nisk form.

8 § Regeringen eller den myndighet som regeringen bestimmer far med-
dela foreskrifter om hur uppgifter enligt 2 och 4 §§ ska ldmnas.

Denna lag trader i kraft den 1 januari 2026.

Bilaga 2
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Forslag till lag om dndring i lagen (2000:562) om
internationell rittslig hjélp i brottmal

Harigenom foreskrivs att 5 kap. 10 § lagen (2000:562) om internationell
rattslig hjalp 1 brottmal ska ha féljande lydelse.

Nuvarande lydelse

Féreslagen lydelse

S kap.
10 §!
Bestdmmelser om uppgiftsskyldighet finns i
— 8 kap. 2 b § lagen (1998:1479) om virdepapperscentraler och konto-

foring av finansiella instrument,

— 2 kap. 20 § lagen (2004:46) om virdepappersfonder,
— 1 kap. 11 § lagen (2004:297) om bank- och finansieringsrorelse,
— 6 kap. 8 § lagen (2006:531) om sérskild tillsyn 6ver finansiella konglo-

merat,

— 1 kap. 12 § lagen (2007:528) om virdepappersmarknaden,

— 3 kap. 14 § lagen (2010:751) om betaltjanster,

— 19 kap. 46 § forsékringsrorelselagen (2010:2043),

— 3 kap. 14 § lagen (2011:755) om elektroniska pengar,

— 8 kap. 25 § lagen (2013:561) om forvaltare av alternativa investerings-

fonder,

—6kap. 11 § lagen (2014:968) om sérskild tillsyn 6ver kreditinstitut och

virdepappersbolag,

— 16 kap. 37 § lagen (2019:742) om tjanstepensionsforetag,

—1 kap. 7 § lagen (2021:899) med kompletterande bestammelser till
EU:s forordning om grésrotsfinansiering,

—1 kap. 6 § lagen (2022:1746) med kompletterande bestimmelser till
EU:s forordning om en paneuropeisk privat pensionsprodukt (PEPP-

produkt),

— 1 kap. 4 § lagen (2024:114) om
clearing och avveckling av betal-
ningar, och

—1 kap. 5 § lagen (2024:1159)
med kompletterande bestimmelser
till EU:s foérordning om marknader
for kryptotillgangar.

— 1 kap. 4 § lagen (2024:114) om
clearing och avveckling av betal-
ningar,

—1 kap. 5 § lagen (2024:1159)
med kompletterande bestimmelser
till EU:s foérordning om marknader
for kryptotillgangar, och

—4 § lagen (2025:000) om upp-
giftsskyldighet for vissa e-legitima-
tionsforetag.

I de lagar som anges i forsta stycket finns dven bestimmelser om
meddelandeforbud och ansvarsbestimmelser for den som bryter mot ett

sadant forbud.

Denna lag trader i kraft den 1 januari 2026.

! Senaste lydelse 2025:173



Forslag till lag om éndring i lagen (2024:114) om
clearing och avveckling av betalningar

Harigenom foreskrivs att 6 kap. 7 § lagen (2024:114) om clearing och
avveckling av betalningar ska ha foljande lydelse.

Nuvarande lydelse

Féreslagen lydelse

6 kap.

78§

Om ett clearingbolag inte i tid
lamnar de uppgifter som fore-
skrivits med stod av 7 kap. 1 § 3, far
Finansinspektionen besluta att bo-
laget ska betala en forseningsavgift
med hogst 100 000 kronor.
Avgiften tillfaller staten.

Om ett clearingbolag inte i tid
lamnar de uppgifter som fore-
skrivits med stod av 7 kap. 1 § 4, far
Finansinspektionen besluta att bo-
laget ska betala en forseningsavgift
med hogst 100 000 kronor.

Denna lag trader i kraft den 1 januari 2026.
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Forslag till lag om dndring i lagen (2024:1159) med
kompletterande bestammelser till EU:s forordning om
marknader for kryptotillgangar

Harigenom foreskrivs i frdga om lagen (2024:1159) med kompletterande
bestimmelser till EU:s forordning om marknader for kryptotillgdngar
dels att det nidrmast efter rubriken “Uppgiftsskyldighet” ska inforas en
ny paragraf, 1 kap. 4 a §,
dels att det ska inforas en ny paragraf, 1 kap. 8 §, och ndrmast fore
1 kap. 8 § en ny rubrik av f6ljande lydelse.

Nuvarande lydelse Féreslagen lydelse
1 kap.

4a§

Ett foretag som omfattas av EU-
forordningen ska pd begdran av
Polismyndigheten, Skatteverket,
Sékerhetspolisen eller Tullverket
ldmna uppgifter om enskildas for-
hallanden till foretaget, om upp-
gifterna behdvs i ett enskilt fall i
myndighetens verksamhet for att
forebygga, forhindra eller upp-
tacka brottslig verksamhet som
innefattar brott for vilket det i
straffskalan ingdr fingelse i ett dr
eller mer. Uppgifterna ska ldmnas
utan dréjsmdl och i elektronisk
form.

Foretaget eller den som dr verk-
sam i foretaget far inte obehdrigen
réja for den enskilde eller for
ndgon utomstdende att en myndig-
het har gjort en begdran eller att
uppgifter har ldmnats enligt forsta
stycket.

Bestimmelser om ansvar for den
som bryter mot tystnadsplikten en-
ligt andra stycket finns i 20 kap. 3 §
brottsbalken.

Bemyndigande

8§

Regeringen eller den myndighet
som regeringen bestimmer fdr
meddela foreskrifter om hur upp-



gifter enligt 4 a och 5 §§ ska

ldmnas.

Denna lag trader i kraft den 1 januari 2026.
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Forteckning over remissinstanserna

Efter remiss har yttranden kommit in fran Bankgirocentralen BGC AB,
Brottsforebyggande radet, Ekobrottsmyndigheten, Finansbolagens Foren-
ing, Finansiell ID-teknik BID AB, Finansinspektionen, Fondbolagens
forening, Forvaltningsrétten i Stockholm, Integritetsskyddsmyndigheten,
Myndigheten for digital forvaltning, Polismyndigheten, Post- och
telestyrelsen, Regelradet, Riksgélden, Skatteverket, Stockholms universi-
tet (Juridiska fakultetsnimnden), Svenska Bankforeningen, Sveriges
advokatsamfund, Sveriges riksbank, Swedish FinTech Association, Séker-
hetspolisen, Tullverket, Uppsala tingsritt och Aklagarmyndigheten.

Darutover har yttranden inkommit fran Blockchain Sweden och Foren-
ingen for Digitala Fri- och Réttigheter.

Foljande remissinstanser har inte svarat eller angett att de avstér fran att
lamna nagra synpunkter: Aktiebolaget Svenska Pass, Centrum for réttvisa,
Freja eID Group AB, Getswish AB, Konsumenternas Bank- och finans-
byra, Riksdagens ombudsmén, Svensk Forsdkring, Svensk Vérdepappers-
marknad, Swedish Blockchain Association och Swedish Private Equity &
Venture Capital Association (SVCA).
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