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Lagrddsremissens huvudsakliga innehall

I lagradsremissen foreslas en ny lag om statlig e-legitimation och elektro-
nisk identifiering. En statlig e-legitimation ska kunna ges till personer med
svenskt medborgarskap, utlinningar som é&r folkbokfoérda i Sverige och
personer som har ett s.k. immunitetsnummer och som omfattas av lagen
(1976:661) om immunitet och privilegier i vissa fall. For att fa en statlig
e-legitimation kravs det att sokanden har fyllt eller innevarande kalenderér
ska fylla nio ar. Forslaget syftar till att sékra samhaéllets tillgang till elektro-
nisk identifiering och uppfylla kraven i EU:s forordning om elektronisk
identifiering.

Den nya lagen och Ovriga lagéndringar foreslds trdda i kraft den
1 december 2026.
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1 Beslut

Regeringen har beslutat att inhdmta Lagradets yttrande dver forslag till
1. lag om statlig e-legitimation och elektronisk identifiering,
2. lag om édndring i offentlighets- och sekretesslagen (2009:400).



2 Lagtext

Regeringen har foljande forslag till lagtext.

2.1 Forslag till lag om statlig e-legitimation och
elektronisk identifiering

Harigenom foreskrivs foljande.

1 kap. Allméinna bestimmelser

Lagens innehall och forhallande till annan reglering

1§ Denna lag innehaller bestimmelser om en statlig e-legitimation och
krav pa erkdnnande av vissa medel for elektronisk identifiering.

Bestdmmelser om medel for elektronisk identifiering finns i Europa-
parlamentets och radets férordning (EU) nr 910/2014 av den 23 juli 2014
om elektronisk identifiering och betrodda tjanster for elektroniska transak-
tioner pa den inre marknaden och om upphévande av direktiv 1999/93/EG,
hir bendmnd EU:s forordning om elektronisk identifiering, och i lagen
(2016:561) med kompletterande bestimmelser till EU:s forordning om
elektronisk identifiering.

2§ Denna lag kompletterar, i den del den avser behandling av person-
uppgifter, Europaparlamentets och radets forordning (EU) 2016/679 av
den 27 april 2016 om skydd for fysiska personer med avseende pa be-
handling av personuppgifter och om det fria flodet av sddana uppgifter och
om upphivande av direktiv 95/46/EG (allméin dataskyddsférordning), hér
bendmnd EU:s dataskyddsforordning.

Vid behandlingen av personuppgifter enligt denna lag géller lagen
(2018:218) med kompletterande bestimmelser till EU:s dataskyddsforord-
ning och foreskrifter som har meddelats i anslutning till den lagen, om inte
annat foljer av denna lag eller foreskrifter som regeringen har meddelat i
anslutning till denna lag.

Ord och uttryck

3§ Med autentisering, elektronisk identifiering, medel for elektronisk
identifiering och néttjanst avses i denna lag detsamma som i EU:s forord-
ning om elektronisk identifiering.

4§ Med en offentlig aktor avses i denna lag

1. en statlig eller kommunal myndighet, eller en beslutande férsamling
i en kommun eller region,

2. en sammanslutning som inréttats sérskilt for att tillgodose behov i det
allminnas intresse, under forutsittning att behovet inte &r av industriell
eller kommersiell karaktér, och som bestér av en eller flera myndigheter
eller forsamlingar som anges i 1,



3. en privat aktor som yrkesméssigt bedriver verksamhet som till ndgon
del ar offentligt finansierad och som

a) aktoren bedriver i egenskap av enskild huvudman inom skolvédsendet
eller huvudman for en séddan internationell skola som avses i 24 kap.
skollagen (2010:800),

b) utgor hélso- och sjukvard enligt hilso- och sjukvardslagen (2017:30)
eller tandvéard enligt tandvérdslagen (1985:125),

c¢) bedrivs enligt socialtjédnstlagen (2025:400), lagen (1988:870) om vérd
av missbrukare i vissa fall, lagen (1990:52) med sérskilda bestimmelser
om vard av unga eller lagen (1993:387) om stdd och service till vissa
funktionshindrade, eller

d) utgdr personlig assistans som utfors med assistansersittning enligt
51 kap. socialforsikringsbalken, eller

4. en enskild utbildningsanordnare med tillstdnd att utfirda examina
enligt lagen (1993:792) om tillstdnd att utfarda vissa examina, och som till
storsta delen har statsbidrag som finansiering av hogskoleutbildning pa
grundniva eller avancerad niva eller av utbildning pa forskarniva.

En statlig e-legitimation

5§ Den statliga e-legitimationen ar ett medel for elektronisk identifie-
ring.

Utfirdande myndighet

6 § Den statliga e-legitimationen utfiardas av utfirdande myndighet.
Polismyndigheten &r utfardande myndighet inom riket.
Utom riket fullgdr beskickningar och karridrkonsulat uppgifter som
utfardande myndighet i den utstrickning som beslutas av regeringen eller
den myndighet som regeringen bestimmer.

7 § Utfardande myndighet ska fullgéra de uppgifter som anges i denna
lag och i foreskrifter som har meddelats i anslutning till lagen.

Vem som kan fi en statlig e-legitimation

8 § En statlig e-legitimation far utfardas till en svensk medborgare som
har fyllt eller som innevarande kalenderar ska fylla nio ar.

9§ En statlig e-legitimation far utfardas till en utlanning som har fyllt
eller som innevarande kalenderar ska fylla nio ar och som
1. ér folkbokford i Sverige enligt folkbokforingslagen (1991:481), eller
2. har tilldelats ett personnummer enligt 18 b § samma lag och som
omfattas av lagen (1976:661) om immunitet och privilegier i vissa fall.

Giltighetstiden

10 § En e-legitimation ska utfardas med en giltighetstid om fem ar. Om
sokanden inte har fyllt tolv ar ska giltighetstiden vara tre ar.

Regeringen eller den myndighet som regeringen bestimmer far meddela
foreskrifter om att den statliga e-legitimationen i sérskilt angivna fall ska
ha en kortare giltighetstid.



Villkor for anvindningen av den statliga e-legitimationen

11§ Regeringen eller den myndighet som regeringen bestimmer fér
meddela foreskrifter om villkor for anvindningen av den statliga e-
legitimationen.

2 kap. Ansokan, utfirdande och aterkallelse
En ansokan kravs

1§ Den statliga e-legitimationen utfirdas efter ansdkan.
Om sokanden ar under arton ar krévs det vardnadshavares medgivande,
om det inte finns synnerliga skal for utfdrdandet.

Personlig instillelse

2§ Den som ansdker om en statlig e-legitimation ska ldmna ansékan vid
personlig instédllelse.

Styrkande av identitet

3§ Sokanden ska vid ansokan styrka sin identitet och Gvriga person-
uppgifter som kravs for att en statlig e-legitimation ska utfardas.

Ansiktsbild och fingeravtryck

4§ Sokanden ska lata den utfirdande myndigheten ta sokandens
ansiktsbild och fingeravtryck i samband med ansékan om statlig e-
legitimation.

Sokanden ska dven lata den utfirdande myndigheten ta sdkandens
ansiktsbild och fingeravtryck vid utlimnande av den statliga e-
legitimationen, om den utfirdande myndigheten begér det.

58§ Ansiktsbilden som tas i samband med ansdkan enligt 4 § forsta
stycket ska sparas i ett lagringsmedium i bdraren av den statliga e-
legitimationen. Om fingeravtryck har tagits ska dven dessa sparas i
lagringsmediet.

6 § Om sokanden styrker sin identitet med en identitetshandling som ar
forsedd med en ansiktsbild eller innehaller ett lagringsmedium dér ansikts-
bild eller fingeravtryck &r sparade, far den utfirdande myndigheten
kontrollera att dessa motsvarar den ansiktsbild och de fingeravtryck som
tas enligt 4 §.

Den utfardande myndigheten far &ven kontrollera att ansiktsbild och
fingeravtryck som tas i samband med utlimnande enligt 4 § andra stycket
motsvarar de som finns lagrade i den statliga e-legitimationen.

7§ De fingeravtryck som tas enligt 4 § forsta stycket och de biometriska
uppgifter som tas fram ur dessa ska omedelbart forstoras nar den statliga
e-legitimationen har lamnats ut eller, om e-legitimationen inte har lamnats
ut, ndr det har gatt 90 dagar frdn den dag d& den utfirdades. Om ett
ansOkningsdrende har avslutats pd ndgot annat sétt ska uppgifterna ocksé
forstoras omedelbart.



Den ansiktsbild och de fingeravtryck som tas enligt 4 § andra stycket
och de biometriska uppgifter som tas fram ur ansiktsbilden och
fingeravtrycken ska omedelbart forstdras nér kontrollen enligt 6 § andra
stycket har genomforts.

Den ansiktsbild och de fingeravtryck som vid kontroll enligt 6 § tas fram
ur ett lagringsmedium och de biometriska uppgifter som tas fram ur
ansiktsbilden och fingeravtrycken ska omedelbart forstdras nar kontrollen
har genomforts.

Avslag av ansékan och utfirdande av statlig e-legitimation

8§ En ansokan om en statlig e-legitimation ska avslds om de krav som
framgar av denna lag eller de foreskrifter som har meddelats i anslutning
till lagen inte &r uppfyllda och sdkanden inte har f6ljt en uppmaning att
ratta till bristen. I annat fall ska den statliga e-legitimationen utfirdas och
skyndsamt ldamnas ut till sokanden.

Aterkallelse och spirr av statlig e-legitimation

9 § En statlig e-legitimation ska aterkallas och sparras om

1. det fanns hinder mot att utfirda en e-legitimation vid tiden for
utfardandet och hindret fortfarande bestér,

2. nagon visentlig uppgift som en e-legitimation innehaller ar felaktig,

3. det dr nodvandigt av sdkerhetsskal,

4. den é&r utfdrdad pa en fysisk identitetshandling som dérefter har upp-
hort att gélla, eller

5. innehavaren har avlidit.

En statlig e-legitimation far &ven aterkallas och spérras pa begiran av
innehavaren. Om begéran avser ett barn under arton ar krévs det vardnads-
havares medgivande, om det inte finns synnerliga skél for aterkallelsen
och spérren.

10 § En statlig e-legitimation ska, utdver i de fall som angesi9 §, sparras
1. i samband med att en ny e-legitimation ldmnas ut till sékanden, eller
2. nér giltighetstiden har 16pt ut.

Avgifter

11§ Utfirdande myndighet far ta ut avgifter for ansékan om statlig e-
legitimation.

Ritt att meddela foreskrifter

12 § Regeringen eller den myndighet som regeringen bestimmer kan
med stod av 8 kap. 7 § regeringsformen meddela ytterligare foreskrifter
om forfarandet vid

1. ansékan,

2. utfardande,

3. utlimnande, och

4. aterkallelse och spérr.
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Regeringen eller den myndighet som regeringen bestimmer kan dven
med stod av 8 kap. 7 § regeringsformen meddela foreskrifter om den
statliga e-legitimationens

1. innehall, barare och utformning i 6vrigt, och

2. aktivering.

Regeringen eller den myndighet som regeringen bestimmer far vidare
meddela foreskrifter om

1. avgifter for ansdkan om statlig e-legitimation, och

2. undantag fran skyldigheten att 1dmna fingeravtryck enligt 4 §.

3 kap. Behandling av personuppgifter

Andamailen med behandlingen

1§ Personuppgifter far behandlas av utfirdande myndighet om det ar
nddviandigt for att

1. handldgga drenden om statlig e-legitimation,

2. fora ett register ver drenden om statlig e-legitimation, och

3. vidta atgérder for en sdker anvéndning av statliga e-legitimationer.

2§ Personuppgifter som har samlats in enligt 1 § far ocksa behandlas av
utfirdande myndighet

1. om det dr n6dvéndigt for att tillhandahélla information som behovs i
Polismyndighetens verksambhet for att forebygga, forhindra eller uppticka
brottslig verksamhet, utreda eller lagfora brott, verkstédlla uppbdrd eller
upprétthalla allmén ordning och sékerhet, och

2. om det dr nddviandigt for att lamna ut uppgifter i enlighet med lag eller
forordning.

Personuppgifterna far dven behandlas for andra dndamal, under forut-
sdttning att uppgifterna inte behandlas pa ett sitt som &r oforenligt med det
andamal for vilket uppgifterna samlades in.

Begrinsning av ritten att goéra invindningar

3§ Artikel 21.1 i EU:s dataskyddsférordning om rétten att gora invénd-
ningar géller inte vid sddan behandling som ér tilldten enligt denna lag
eller foreskrifter som har meddelats i anslutning till lagen.

Sikerhetsatgirder

4 § Tillgangen till personuppgifter ska begrinsas till det som var och en
behover for att kunna fullgéra sina arbetsuppgifter i verksamheten med
den statliga e-legitimationen.

Regeringen eller den myndighet som regeringen bestdimmer far meddela
ytterligare foreskrifter om

1. begransningen av tillgadngen till personuppgifter enligt forsta stycket,
och

2. sakerhetsétgérder till skydd for personuppgifter.



Register dver drenden om statlig e-legitimation

58§ Polismyndigheten ska med hjilp av automatiserad behandling fora
ett register 6ver drenden om statlig e-legitimation.

6 § Registret dver drenden om statlig e-legitimation far innehalla

l.namn, personnummer, samordningsnummer, medborgarskap,
fodelsedatum och kontaktuppgifter till sokanden,

2. ansiktsbilder som har tagits vid ansdkan enligt 2 kap. 4 § forsta
stycket och biometriska uppgifter som har tagits fram ur sddana bilder,

3. handlingar eller uppgifter fran handlingar som har kommit in eller
uppriéttats i &renden om statlig e-legitimation,

4. uppgifter som ror handldggningen av drenden om statlig e-legitima-
tion, och

5. uppgifter om utfirdade statliga e-legitimationer.

Lingsta tid som personuppgifter i registret fir behandlas

7§ Personuppgifter i registret 6ver drenden om statlig e-legitimation far
inte behandlas lédngre &n tio ar fran utgangen av det kalenderar som det
drende som uppgifterna hanfor sig till avslutades.

Forbud mot vissa sokningar

8§ Det dr forbjudet att utfora sokningar i syfte att fa fram ett urval av
personer grundat pa kinsliga personuppgifter eller sddana personuppgifter
om lagovertradelser som avses i artikel 10 i EU:s dataskyddsforordning.

9§ Det dr forbjudet att som s6kbegrepp anvénda

1. ansiktsbilder, biometriska uppgifter som har tagits fram ur ansikts-
bilder och andra kénsliga personuppgifter som avses i 10 §, och

2. uppgifter om lagovertradelser som innefattar brott, domar i brottmal,
straffprocessuella tvangsmedel eller administrativa frihetsberdvanden.

Trots forbuden i forsta stycket far den ansiktsbild som tas enligt 2 kap.
4 § forsta stycket och de biometriska uppgifter som tas fram ur ansikts-
bilden anvindas vid sokning i registret dver drenden om statlig e-
legitimation i ett &rende om statlig e-legitimation. Sokning ar da tillaten
endast for att kontrollera sokandens identitet och innehav av en e-legiti-
mation i samband med ansdkan.

Behandling av kiinsliga personuppgifter

10 § Personuppgifter som avses i artikel 9.1 i EU:s dataskyddsférord-
ning (kénsliga personuppgifter) far behandlas endast om det &r absolut
nédvindigt for andamalet med behandlingen.

Kinsliga personuppgifter far dock behandlas

1. i registret nér det 4r tillatet enligt 6 § 2,

2. vid kontroller som ér tillatna enligt 2 kap. 6 §, och

3. vid sokningar som dr tilldtna enligt 9 § andra stycket.

11
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Personuppgiftsansvar

11§ Varje utfirdande myndighet &r personuppgiftsansvarig for den
behandling av personuppgifter som myndigheten sjélv utfor.

Polismyndigheten ar personuppgiftsansvarig for behandling av person-
uppgifter i registret ver drenden om statlig e-legitimation.

Riitt att meddela foreskrifter

12 § Regeringen eller den myndighet som regeringen bestimmer kan
med stod av 8 kap. 7 § regeringsformen meddela foreskrifter om

1. att personuppgifter som avses i 7 § fir fortsitta att behandlas under en
viss tid for arkivindamal av allmént intresse, vetenskapliga eller historiska
forskningsdndamal eller statistiska &ndamal, och

2. avskiljande och begransningar av atkomsten till personuppgifter som
behandlas enligt 1.

4 kap. Erkinnande av medel for elektronisk identifiering

Krav pa erkidinnande av medel for elektronisk identifiering

1§ Nar medel for elektronisk identifiering krévs for att fa tillgang till en
nittjdnst som tillhandahélls av en offentlig aktor, och tjénsten helt eller
delvis riktar sig till enskilda, ska medel erkdnnas for autentisering for
tjdnsten om

1. medlet for elektronisk identifiering tillhandahalls inom ramen for ett
auktorisationssystem i enlighet med lagen (2023:704) om auktorisations-
system i fraga om tjénster for elektronisk identifiering och for digital post,
och

2. tillitsnivan for medlet motsvarar en tillitsniva som ar lika hog eller
hogre &n den tillitsniva som den offentliga aktoren kréver for atkomst till
néttjdnsten.

Bemyndiganden

2§ Regeringen eller den myndighet som regeringen bestimmer fér
meddela foreskrifter om

1. undantag fran kravet i1 §, och

2. hur kravet i 1 § ska fullgoras.

5 kap. Overklagande och verkstiillighet

1§ Beslut enligt denna lag eller enligt foreskrifter som har meddelats i
anslutning till lagen far verklagas till allmén forvaltningsdomstol.
Provningstillstand krévs vid overklagande till kammarrétten.

2§ Beslut enligt denna lag géller omedelbart, om inte annat anges i
beslutet.

Denna lag trader i kraft den 1 december 2026.



2.2 Forslag till lag om dndring i offentlighets- och
sekretesslagen (2009:400)

Harigenom foreskrivs att 22 kap. 1 § offentlighets- och sekretesslagen

(2009:400) ska ha foljande lydelse.

Nuvarande lydelse

Féreslagen lydelse

22 kap.

Sekretess géller for uppgift om en enskilds personliga forhéllanden,
om det av sérskild anledning kan antas att den enskilde eller ndgon nér-
staende till denne lider men om uppgiften rdjs och uppgiften forekommer

i verksamhet som avser

1. folkbokforingen eller annan liknande registrering av befolkningen
och, i den utstrackning regeringen meddelar féreskrifter om det, i annan
verksamhet som avser registrering av en betydande del av befolkningen,

eller

2. forande av eller uttag ur sjdomansregistret.

Sekretess géller i verksamhet
som avses 1 forsta stycket 1 for upp-
gift i form av fotografisk bild av
den enskilde, om det inte star klart
att uppgiften kan rdjas utan att den
enskilde eller ndgon nérstaende till
denne lider men.

Sekretess giller 1 verksamhet
som avses i forsta stycket 1 for upp-
gift i form av fotografisk bild av
den enskilde och biometrisk uppgift
som har tagits fram ur bilden, om
det inte stéar klart att uppgiften kan
rojas utan att den enskilde eller
nagon nérstdende till denne lider
men.

For uppgift i en allmén handling géller sekretessen i hogst sjuttio ar.

Denna lag trader i kraft den 1 december 2026.
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3 Arendet och dess beredning

Regeringen beslutade i december 2022 att ge en sdrskild utredare i uppdrag
att utreda och ldmna forslag pa hur staten kan utfarda en e-legitimation pa
hogsta tillitsniva.

Utredningen, som antog namnet Utredningen om siker och tillgénglig
digital identitet (12022:04), dverlamnade i oktober 2023 delbetéinkandet
En sdker och tillgdnglig statlig e-legitimation (SOU 2023:61). En
sammanfattning av delbetdnkandet finns i bilaga 1. Delbetinkandets
lagforslag finns i bilaga 2. Delbetdnkandet har remissbehandlats. En
forteckning Over remissinstanserna finns i bilaga 3. Remissyttrandena
finns tillgéngliga pad regeringens webbplats (regeringen.se) och i
Finansdepartementet (Fi2023/02704). I denna lagradsremiss behandlas
forslagen i delbetdnkandet.

I lagradsremissen behandlar regeringen dven ett forslag som finns i
promemorian Passdatalag — en ny lag som kompletterar EU:s dataskydds-
forordning (Ds 2019:5). Forslaget avser sekretesskydd for biometriska
uppgifter som har tagits fram ur en fotografisk bild av enskilda i verksam-
het som bl.a. avser folkbokforing eller liknande registrering av befolkning-
en. En sammanfattning av promemorian i relevanta delar finns i bilaga 4.
Relevanta delar av promemorians lagforslag finns i bilaga 5. Promemo-
rian har remissbehandlats. En forteckning dver remissinstanserna finns i
bilaga 6. Remissvaren finns tillgdngliga pa regeringens webbplats
(regeringen.se) och i Justitiedepartementet (Ju2019/01568). Beredningen
av promemorians dvriga forslag fortsétter i Regeringskansliet.

4 EU-lagstiftning om elektronisk
identifiering
4.1 EU:s forordning om elektronisk identifiering

Inom EU finns bestimmelser om elektronisk identifiering i Europa-
parlamentets och radets férordning (EU) nr 910/2014 av den 23 juli 2014
om elektronisk identifiering och betrodda tjdnster for elektroniska
transaktioner pa den inre marknaden och om upphévande av direktiv
1999/93/EG, i fortsattningen EU:s forordning om elektronisk identifiering.
Forordningen syftar bl.a. till att 6ka fortroendet for elektroniska trans-
aktioner pa den inre marknaden genom att sékerstélla att det tillhandahalls
en lamplig sdkerhetsniva for medel for elektronisk identifiering och
betrodda tjdnster som anvinds i hela unionen (artikel 1 och skél 2). Medel
for elektronisk identifiering definieras i artikel 3.2 som en materiell
och/eller immateriell enhet som innehaller uppgifter for personidenti-
fiering och som anvinds for autentisering for en nittjénst eller, i
tillampliga fall, for en offlinetjdnst. Betrodda tjénster dr elektroniska
tjanster som vanligen tillhandahalls mot erséttning och innehaller vissa
utpekade funktioner kopplade till bl.a. elektroniska underskrifter,
elektroniska stdmplar, elektroniska tidsstaimplingar eller certifikat for



autentisering av webbplatser (artikel 3.16). For att uppna syftet med EU:s
forordning om elektronisk identifiering stélls det ett krav pa dmsesidigt
erkdnnande av bl.a. medel for elektronisk identifiering som medlemsstater
har anmaélt till Europeiska kommissionen for gransdverskridande
anvandning under vissa forutsittningar (artikel 6 och skél 12 och 14). Det
stdlls dock inte nagot krav pa att anmila system for elektronisk
identifiering till kommissionen och forordningen ar inte tillimplig pa
system som inte har anmalts (artikel 2.1).

EU:s forordning om elektronisk identifiering kompletteras i svensk rétt
genom lagen (2016:561) med kompletterande bestammelser till EU:s
forordning om elektronisk identifiering och foérordningen (2016:576) med
kompletterande bestimmelser till EU:s forordning om elektronisk identi-
fiering.

4.2 Revidering av EU:s forordning om elektronisk
identifiering

EU:s forordning om elektronisk identifiering har reviderats i syfte att gora
den mer effektiv, utvidga tillimpningsomradet till den privata sektorn och
frimja tillgdngen till digitala identiteter for alla européer. Andringarna i
forordningen, som beslutades genom Europaparlamentets och radets
forordning (EU) 2024/1183 avden 11 april 2024 om andring av forordning
(EU) nr 910/2014 vad géller inrédttandet av ett europeiskt ramverk for
digital identitet, trddde i kraft den 20 maj 2024.

I den reviderade forordningen stélls nya krav pad medlemsstaterna. En
betydande fordndring ar skyldigheten att sdkerstilla att alla fysiska och
juridiska personer i EU kan tillhandahéllas en europeisk digital identitets-
planbok. En digital identitetsplanbok &r ett medel for elektronisk identi-
fiering som gor det mojligt for anvéndaren att pa ett sikert sitt lagra, han-
tera och validera personidentitetsuppgifter och elektroniska attributsintyg
(artikel 3.42).

Den europeiska digitala identitetsplanboken syftar till att ge alla fysiska
och juridiska personer i unionen tillgang till offentliga och privata tjédnster
genom att anvindaren bl.a. kan begira, dela och visa uppgifter for
personidentifiering (artikel 5a). Utfdrdandet, anvdndningen och é&ter-
kallandet av europeiska digitala identitetsplanbocker ska vara utan kostnad
for alla fysiska personer (artikel 5a.13). Det ska vidare vara frivilligt att
anvénda identitetsplanboken och avsaknaden av en sddan ska inte paverka
tillgangen till service eller mdjligheten att bedriva verksamhet (skél 15).
Anvindaren kan forse identitetsplanboken med olika attributsintyg
(artikel 3.42). Med attribut avses egenskaper, kvaliteter, rittigheter eller
tillstand hos en fysisk eller juridisk person eller hos ett foremal
(artikel 3.43). Det kan vara fraga om exempelvis studieintyg eller intyg om
korkortsbehorighet.
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4.3 Medel for elektronisk identifiering

E-legitimationer &r medel for elektronisk identifiering. Elektronisk identi-
fiering definieras i EU:s forordning for elektronisk identifiering som en
process inom vilken uppgifter for personidentifiering i elektronisk form,
som unikt avser en fysisk eller juridisk person eller en fysisk person som
foretrdder en annan fysisk person eller en juridisk person, anvinds
(artikel 3.1). Med uppgifter for personidentifiering avses en uppsattning
uppgifter som utfardas i enlighet med unionsrétten eller nationell réitt, som
gor det mojligt att faststdlla identiteten pa en fysisk eller juridisk person
eller pa en fysisk person som foretridder en annan fysisk person eller en
juridisk person (artikel 3.3). De svenska identitetsbeteckningarna for att
identifiera en fysisk person, personnummer och samordningsnummer,
utgor uppgifter for personidentifiering (se avsnitt 6). Medel for elektronisk
identifiering, dvs. bl.a. e-legitimationer, ska under vissa forutsittningar
omfattas av Omsesidigt erkénnande (artikel 6). Det giller sddana e-
legitimationer som é&r utfirdade inom ramen for ett system for elektronisk
identifiering, som har anmélts av en medlemsstat och har forts upp pa en
sdrskild forteckning som offentliggdrs av kommissionen (artikel 9). Det &r
endast medlemsstater som kan anmila e-legitimationssystem, men det
behover inte vara medlemsstaten som utfirdar e-legitimationerna i
systemet.

De krav som maste vara uppfyllda for att anmaéla ett e-legitimations-
system framgar av artikel 7. I artikel 8 finns bestimmelser om tillitsnivaer
for e-legitimationssystem. Tillitsnivéerna aterger graden av tillit till en e-
legitimation vid faststdllande av en persons identitet och skapar visshet om
att den person som gor ansprak pa en viss identitet faktiskt dr den person
som har tilldelats denna identitet (skal 16).

Det finns ingen skyldighet for medlemsstaterna att anméla ett e-
legitimationssystem pa hogsta tillitsnivd. Minst en europeisk digital
identitetsplanbok ska déremot tillhandahéllas av varje medlemsstat inom
ramen for ett system for elektronisk identifiering och uppfylla de krav i
artikel 8 vad giller tillitsnivd hog (artikel 5a.1, 5a.5 d, 5a.5 f och 5a.24).
Forordningen mojliggor att dven fa tillgang till en identitetsplanbok genom
en e-legitimation pa niva viésentlig i kombination med ytterligare
forfaranden for anslutning pa distans, s.k. forstirkningséatgérder. Till dess
att en eventuell genomforandeakt enligt artikel 5a.24 som reglerar detta
forfarande har antagits krdvs dock identifiering med en e-legitimation pa
tillitsniva hog for att fa tillgang till en identitetsplanbok.

I forordningen stélls det vidare krav pa tillhandahallandet av medel for
elektronisk identifiering. Medel for elektronisk identifiering ska goras
tillgéngliga pd ett klart och begripligt sprak, i enlighet med Forenta
nationernas konvention om rittigheter for personer med funktions-
nedséttning och med tillgdnglighetskraven i Europaparlamentets och
radets direktiv (EU) 2019/882 av den 17 april 2019 om tillgénglighetskrav
for produkter och tjénster. De ska diarmed dven gynna personer med
funktionsbegrénsningar, sasom &ldre personer, och personer med
begrinsad tillgang till digital teknik (artikel 15).



5 Tjanster for elektronisk identifiering i
Sverige

5.1 Lagen om auktorisationssystem i frga om
tjanster for elektronisk identifiering och for
digital post

Lagen (2023:704) om auktorisationssystem i friga om tjanster for elektro-
nisk identifiering och for digital post innehaller bestimmelser om
auktorisationssystem i frdga om sadana tjdnster. Anskaffning genom
auktorisationssystem dr ett alternativ till upphandling enligt lagen
(2016:1145) om offentlig upphandling.

Med auktorisationssystem avses ett system dér den myndighet som
tillhandahaller systemet godkénner att leverantdrer av tjanster for elektro-
nisk identifiering av enskilda eller for digital post ingar ett avtal inom
systemet om utférande av sadana tjanster. En enskild har rétt att vilja den
leverantér som ska utfora tjdnsterna for den enskildes rékning och en
offentlig aktdr kan anvinda tjansterna i sin verksamhet enligt avtal med
den tillhandahallande myndigheten (2 § lagen om auktorisationssystem i
frédga om tjanster for elektronisk identifiering och for digital post). Med
begreppet elektronisk identifiering avses detsamma som i EU:s forordning
om elektronisk identifiering (3 § samma lag).

En statlig myndighet som kraver elektronisk identifiering av enskilda for
atkomst till myndighetens digitala tjénster ska anvanda de tjanster for elek-
tronisk identifiering som tillhandahalls av leverantdrer i auktorisations-
system enligt lagen, se 3 § forordningen (2023:709) om auktorisations-
system i frdga om tjénster for elektronisk identifiering och for digital post.

Myndigheten for digital forvaltning ar tillhandahdllande myndighet
enligt lagen. Myndigheten ska ta ut en avgift for anvindningen av tjinster
inom ett auktorisationssystem och far meddela foreskrifter om avgifterna,
se 22 § samma lag och 2 och 7 §§ forordningen om auktorisationssystem
i fraga om tjénster for elektronisk identifiering och for digital post.

5.2 Tillitsramverket for svensk e-legitimation

Myndigheten for digital forvaltning utvecklar och forvaltar tillitsram-
verket for svensk e-legitimation med stdd av 3 § forordningen (2018:1486)
med instruktion fér Myndigheten for digital férvaltning, dar det framgér
att myndigheten ska frimja anvéndningen av elektronisk identifiering.
Ramverket syftar till att etablera gemensamma krav for utfardare av
kvalitetsmérkta svenska e-legitimationer som granskas och godkdnns av
myndigheten. Kraven, som bl.a. vilar pa internationella standarder, &r for-
delade pa olika skyddsklasser eller tillitsnivaer som svarar mot bl.a. olika
grader av teknisk och operationell sékerhet hos utfirdaren (Myndigheten
for digital forvaltning — Viégledning till uppfyllande av tillitsramverkets
krav for Svensk e-legitimation, senast uppdaterad 2025-03-14).
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5.3 Svenska e-legitimationer

I Sverige finns det flera privata utfirdare av e-legitimationer, bl.a. AB
Svenska pass, Finansiell ID-Teknik BID AB och Freja eID Group AB.

Finansiell ID-Teknik BID AB éger och forvaltar e-legitimationen Bank-
id. Bolagets kunder &r de flesta av de stora svenska bankerna, som i sin tur
sdljer och formedlar e-legitimationen. I dagsldget ar det tio banker som
utfardar Bank-id. Det finns tre olika typer av Bank-id, mobilt bank-id,
bank-id pa fil och bank-id pa kort. Vilka 16sningar som de olika bankerna
erbjuder sina kunder skiljer sig &t. Vissa banker tar betalt for bank-id pa
kort. Bank-id dr godkénd pa tillitsniva 3 enligt Myndigheten for digital
forvaltnings tillitsramverk. Bank-id &r dven anméld for grénsover-
skridande anvdndning inom ramen for EU:s foérordning om elektronisk
identifiering pa niva visentlig. For att kunna skaffa Bank-id maste en
person ha ett svenskt personnummer och vara kund i ndgon av de banker
som utfardar Bank-id. Varje bank bestimmer sjélv vilken aldersgrins som
kravs for att f& Bank-id. Om sokanden &r under arton ar krdvs det
medgivande av vardnadshavare.

AB Svenska pass e-legitimation finns pa Skatteverkets identitetskort for
folkbokforda i Sverige. For att kunna fa identitetskortet, och ddrmed AB
Svenska pass e-legitimation, méste sokanden vara folkbokford i Sverige,
ha fyllt tretton & och kunna styrka sin identitet, 1 och 2 §§ lagen
(2015:899) om identitetskort for folkbokforda i Sverige. Om sdkanden ar
under arton ar krévs det ett skriftligt medgivande fran vardnadshavare, 5 §
forordningen (2015:904) om identitetskort for folkbokforda i Sverige. AB
Svenska pass e-legitimation dr godkdnd enligt Myndigheten for digital
forvaltnings tillitsramverk pa tillitsniva 4. E-legitimationen ar inte anméld
for gransoverskridande anviandning inom ramen for EU:s forordning om
elektronisk identifiering. AB Svenska pass e-legitimation anvénds i
praktiken endast for identifiering gentemot Skatteverket. For att kunna
anvinda e-legitimationen krdvs en dator och en kortldsare. Avgiften for
identitetskortet for folkbokforda i Sverige ar 400 kronor.

Freja eID Group AB utvecklar, dger och forvaltar Freja+, som &r en
mobil e-legitimation. Det &r kostnadsfritt for anvéndare att skaffa Freja+.
For att skaffa Freja+ krdvs det for ndrvarande bl.a. att s6kanden dr svensk
medborgare och kan legitimera sig med en svensk identitetshandling.
Aven personer med styrkt samordningsnummer kan i vissa fall i Freja+.
Léagsta alder for att fa Frejat dr fem ar. Om s6kanden dr under arton ar
kravs det medgivande av vardnadshavare. Frejat+ &r godkdnd enligt
Myndigheten for digital forvaltnings tillitsramverk pé tillitsniva 3 och
anmald for griansoverskridande anvdndning inom ramen for EU:s for-
ordning om elektronisk identifiering pa niva vésentlig. Anmaélan for
gransoverskridande anvidndning géiller dock endast for Freja+ som skaffats
genom besok med fysisk identitetskontroll hos ett ATG-ombud.

54 Anvindningen av e-legitimationer i Sverige

I en arlig rapport fran Internetstiftelsen for 2025 redovisas att 5 procent av
befolkningen saknar e-legitimation och att andelen anvéndare har okat



med 2 procent sedan 2024 (Internetstiftelsen, Svenskarna och internet
2024, s. 16). Av 2025 érs rapport, som utgér fran anvéndningen av mobilt
bank-id, framgar ocksa att sa gott som alla i arbetsfor alder anvinder sig
av mobilt bank-id och att endast 84 procent av de som &r 65 ar eller édldre
anvénder mobilt bank-id. Bland de som &r 76 ar eller dldre &r det drygt
70 procent som anvinder mobil bank-id. Ar 2021 var motsvarande siffra
50 procent, vilket visar pa en tydlig dkning bland de dldsta sett dver tid.
Det ér alltsd de som ar 65 ér eller dldre som ar den grupp i befolkningen
som inte anvinder mobilt bank-id. Det ar framfor allt de dldsta, de som ar
76 ar eller dldre, som inte anvander mobilt bank-id. Nér det géller personer
med funktionsnedséttning svarar 57 procent att de kdnner sig delaktiga i
det digitala samhéllet, 33 procent att de kénner sig delaktiga till viss del,
8 procent att de inte kénner sig delaktiga alls och 2 procent att de inte vet.
I samma grupp uppger 80 procent att de anvdnder mobilt bank-id och
16 procent att de anvédnder en e-legitimation som inte dr mobilt bank-id
(Internetstiftelsen, Svenskarna med funktionsnedsdttning och internet,
publicerad den 18 augusti 2022).

6 Identitetsbeteckningar 1 Sverige

I Sverige finns det tva identitetsbeteckningar for fysiska personer som an-
vands i folkbokforingen och samhillet i 6vrigt. For den som folkbokfors
faststills ett personnummer som identitetsbeteckning enligt folkbok-
foringslagen (1991:481). Den som inte dr eller har varit folkbokford kan
tilldelas ett samordningsnummer enligt lagen (2022:1697) om samord-
ningsnummer.

Personnummer &r avsett att vara en identitetsbeteckning for varje
folkbokford person (18 § folkbokforingslagen). Aven om personen skulle
avregistreras fran folkbokforingen, exempelvis vid utflyttning, behéller
personen sitt personnummer (prop. 2008/09:111 s. 14). For personer som
ar utlaindska medborgare kravs, utdver bosittning i landet, som huvudregel
uppehallsritt eller uppehallstillstand for att fa vistas i Sverige och ddrmed
folkbokforas (3 och 4 §§ folkbokforingslagen). Barn som fods hér i landet,
ska ocksa folkbokforas om bl.a. modern ar folkbokford eller fadern ar
folkbokfdrd och vardnadshavare. Aven barn som fods utomlands ska
under vissa forutsittning folkbokforas (2 och 2 a §§ folkbokforingslagen).

Personnummer kan &ven tilldelas personer som enligt 5 § folkbok-
foringslagen inte ska folkbokf6ras i landet. Det avser personer som har ritt
till immunitet och privilegier enligt lagen (1976:661) om immunitet och
privilegier i vissa fall, t.ex. den som tjanstgor vid ett annat lands ambassad
eller konsulat i Sverige (18 b § folkbokféringslagen). Ett sddant sdrskilt
personnummer bendmns av Skatteverket som immunitetsnummer
(Skatteverkets rittsliga védgledning om personnummer, tilldelning och
uppbyggnad, publicerad den 30 januari 2025). Syftet med att ge dessa
personer personnummer har varit att gora det ldttare for dem att ta del av
olika tjénster 1 sambhillet, t.ex. vid kontakter med varden
(prop. 2008/09:111 s. 34). Skatteverket tilldelar sddana personnummer
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efter begidran av Regeringskansliet enligt 5 § forsta stycket folkbokfor-
ingsforordningen (1991:749).

Skatteverket far tilldela ett samordningsnummer bl.a. efter begédran av
en myndighet eller efter ansékan av en enskild som har en sadan
anknytning till Sverige att han eller hon kan antas behova en identitets-
beteckning (2 kap. 1 § lagen om samordningsnummer). En anknytning till
Sverige kan t.ex. bestd av att den enskilde eller ndgon annan i familjen
dger fast egendom i landet. Anknytning kan dven finnas for en EES-
medborgare som med stdd av den fria rorligheten vistas i Sverige for t.ex.
tillfalliga arbeten eller kortare studier. Mojligheten att tilldelas samord-
ningsnummer efter egen ansdkan giller oavsett medborgarskap och
behovet kan dven finnas hos t.ex. en tredjelandsmedborgare som har ett
tidsbegrdnsat uppehéllstillstind i Sverige. Den som har ett géllande
avvisnings- eller utvisningsbeslut kan daremot i regel inte anses ha en
saddan anknytning till Sverige att han eller hon kan antas ha ett behov av
samordningsnummer (prop. 2020/21:160 s. 53, 54 och 98).

Samordningsnummer tilldelas i tre nivder beroende péa vilken
identitetskontroll som har foregatt tilldelningen. Uppgift om den enskildes
identitet ar styrkt, sannolik eller osdker registreras i folkbokforings-
databasen. Huvudregeln r att samordningsnummer tilldelas den som vid
personlig instillelse har styrkt sin identitet. Fran huvudregeln finns vissa
undantag dédr samordningsnummer fér tilldelas &ven om personen endast
har gjort sin identitet sannolik eller det rdder osédkerhet om en persons
identitet (2 kap. 1, 2, 5 och 6 §§ samma lag).

Uppgifter om en person som har tilldelats ett samordningsnummer
registreras 1 folkbokforingsdatabasen och samordningsnumret ar, pa mot-
svarande sitt som ett personnummer, bestdende och unikt genom att det ar
kopplat till en viss person oavsett om personen t.ex. har limnat landet eller
avlidit. En person som tilldelats ett samordningsnummer kan, till skillnad
fran ndgon som ar folkbokford, inte avregistreras. Det finns dock en
mojlighet att forklara ett samordningsnummer vilande om det inte har
fornyats inom utgidngen av det femte kalenderédret efter det &r numret
tilldelades, eller om det finns andra skél for det. Ordningen med vilande-
forklaring ar en viktig del for att halla uppgifterna i folkbok-
foringsdatabasen uppdaterade (prop.2020/21:160 s. 65 och 66 och
prop. 2021/22:276 s. 48).

7 En ny lag om statlig e-legitimation och
elektronisk identifiering

7.1 Det ska infOras en statlig e-legitimation

Regeringens forslag

Det ska inforas en statlig e-legitimation.




Utredningens forslag

Forslaget fran utredningen stimmer dverens med regeringens.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. AB Svenska pass, Bolagsverket,
Centrala studiestodsndmnden, Dals-Eds kommun, Domstolsverket, E-
hélsomyndigheten, Ekobrottsmyndigheten, Finansinspektionen, Freja elD
Group AB, Géteborgs kommun, Hovrdtten over Skdne och Blekinge,
Integritetsskyddsmyndigheten, Internetstiftelsen, Kriminalvdrden, Krono-
fogdemyndigheten, Ldnsstyrelsen i Blekinge ldn, Statens skolinspektion,
Tierps kommun och Upphandlingsmyndigheten, tillstyrker eller har inga
synpunkter pa forslaget. Svenska kommunalpensiondrernas forbund anser
att lagstiftningen pa e-legitimationsomradet blir tydligare ndr den é&r
samlad i en lag och att det stirker personuppgiftsskyddet. Brottsfore-
byggande rddet framfor att en statlig e-legitimation kan medfora att séker-
heten vid anvindning Okar, vilket dr positivt ur ett brottsforebyggande
perspektiv. Sveriges riksbank framhéller att en statlig e-legitimation
kommer att gora det mojligt for fler att fa tillgang till en e-legitimation, i
synnerhet for de som saknar bankrelation. Afasiférbundet i Sverige framfor
att en statlig e-legitimation kommer att innebéra att personer som i dag
saknar mojlighet att fi en e-legitimation kan fa det.

IDnow Gmbh anser att en statlig e-legitimation inte bor inforas forrédn
den europeiska digitala identitetsplanboken har utvérderats. Enligt bolaget
finns det inte nagot krav i EU:s férordning om elektronisk identifiering pa
att infora ett system for identifiering pa hogsta tillitsniva.

Skilen for regeringens forslag

En statlig e-legitimation kan goras tillgdnglig for fler
Samhaéllsutvecklingen préglas i flera avseenden av digitalisering och det
blir allt viktigare att kunna legitimera sig elektroniskt for att ta del av sam-
hillets alla funktioner. Tillgang till e-legitimation erbjuder inte bara at-
komst till digitala tjanster hos exempelvis statliga myndigheter, kommuner
och banker. En e-legitimation kan ocksa skapa forutsittningar for att
forenkla vardagen, eller till och med vara nédvindig, exempelvis vid kop
av buss- eller tagbiljetter och vid inkép pé fysiska eller digitala
marknadsplatser.

En majoritet av befolkningen &r delaktig i det digitala samhéllet. Det
finns dock ett stort antal ménniskor som &nnu inte har tillgéng till en e-
legitimation, vilket orsakar ett betydande utanforskap. Personer som é&r
dldre eller som har en funktionsnedséttning har t.ex. inte tillgéng till e-
legitimation 1 samma utstrickning som den &vriga befolkningen (se
avsnitt 5.4). EU:s forordning om elektronisk identifiering stiller krav pa
tillgénglighet ndr det géller tillhandahallandet av e-legitimationer (se
avsnitt 4.3). En statlig e-legitimation kan, som ocksa framhalls av Sveriges
riksbank och Afasiférbundet i Sverige, pa flera sétt goras mer tillgénglig
jamfort med de e-legitimationer som i dag finns pa den svenska mark-
naden.
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En statlig e-legitimation kan stdrka beredskapen och ge 6kad redundans

Det forsdmrade omvirldslédget har okat betydelsen av samhéllets mot-
standskraft och ett fungerande totalférsvar. Flera utredningar och rapporter
har pekat pa bristen pa konkurrens och den sérbarhet som finns inom e-
legitimationsomrédet genom att samhallet i princip ar beroende av en aktor
(se t.ex. SOU 2023:16 s. 376 och Riksrevisionens rapport E-legitimation
— en underutnyttjad resurs, RiR 2009:19).

Bristen pa redundans, dvs. andra liknande tjanster som kan fungera som
substitut, innebér en stor risk fér samhéllet som helhet. Savil anvindare
som tillhandahallare av digitala tjénster riskerar att sakna alternativ om
tjansten inte &r tillgénglig. Tillgdngligheten till tjdnsten kan t.ex. paverkas
av en Overbelastningsattack dar nagon angriper systemet genom att skicka
s& mycket trafik till en resurs att den blir otillgénglig.

Regeringen anser mot denna bakgrund att det finns ett stort behov av
fler alternativ till dagens e-legitimationer. En statlig e-legitimation skulle
skapa béttre motstandskraft och ett tillforlitligare system om en viss e-
legitimation av ndgon anledning inte fungerar.

Nya krav till foljd av EU:s férordning om elektronisk identifiering

EU:s forordning om elektronisk identifiering stiller krav pad medlems-
staterna att tillhandahélla en digital identitetsplanbok. For att anvéndare
ska kunna fa tillgéng till en sddan plénbok kravs antingen en e-legitimation
pa tillitsniva hog eller en e-legitimation pa tillitsniva vasentlig i kombina-
tion med s.k. forstirkningséatgirder (se avsnitt 4.3). Sverige har anmalt e-
legitimationer pa tillitsniva vidsentlig inom ramen for anmélningsfor-
farandet som regleras i EU:s forordning om elektronisk identifiering, men
det finns dnnu ingen svensk e-legitimation pa tillitsniva hog (se avsnitt
5.3). For ndrvarande har det inte heller antagits ndgon genomforande-
forordning som reglerar forstarkningséatgiarderna. Regeringen beddmer
darfor, till skillnad fran IDnow Gmbh, att det behover inforas en statlig e-
legitimation som kan utformas pa tillitsniva hog for att uppfylla forord-
ningens krav pé att tillhandahalla en digital identitetsplanbok.

Det finns behov av en e-legitimation med en siker grundidentifiering

Med digitaliseringen har det skett en dkning av den identitetsrelaterade
brottsligheten, en brottslighet som ménga génger dr sammankopplad med
den grova organiserade brottsligheten. I en myndighetsgemensam rapport
om organiserad brottslighet fran 2023 beskrivs e-legitimation som en
dorroppnare for kriminella aktdrer. En kriminell aktdr som forfogar dver
och kontrollerar ett storre antal e-legitimationer med tillhdrande konton
kan enkelt och relativt riskfritt begd brott i den utnyttjade identitetens
namn och dérefter forflytta brottsvinsterna mellan andra utnyttjade identi-
teter (Polismyndigheten, Nationella operativa avdelningen, Myndighets-
gemensam légesbild — Organiserad brottslighet 2023 s. 17).

En stor risk med elektronisk identifiering ar kopplad till identifieringen
i samband med att en e-legitimation utfirdas. En séker grundidentifiering,
dvs. att identiteten styrks pa ett tillforlitligt sitt i samband med ansdkan av
den statliga e-legitimationen, beddms kunna motverka den identitetsrela-
terade brottsligheten och ha en brottsforebyggande effekt.



I dagsléget finns det ingen anmaéld svensk e-legitimationsutfiardare som
genomfor grundidentifiering som nér upp till kravet for tillitsnivd hog
enligt EU:s forordning om elektronisk identifiering eller motsvarande
tillitsnivd 4 enligt det svenska tillitsramverket. Ett sddant hogre krav
innebidr bl.a. att anvdndarens identitet ska verifieras vid ett personligt
besok. En statlig e-legitimation utfirdad pa en sddan hogre tillitsniva
skulle innebéra en sékrare grundidentifiering med dkade mdjligheter att
sakerstilla att en viss digital identitet representerar en viss fysisk person,
som Brottsférebyggande rddet framfor. Det finns mot den bakgrunden ett
behov av en e-legitimation med en sdker grundidentifiering.

En statlig e-legitimation bér regleras i en ny lag

Regeringen anser sammantaget att det bor inforas en statlig e-legitimation.
Det behovs for att s& manga som mojligt i samhéllet ska fa tillgang till en
e-legitimation och for att stirka samhaillets sikerhet och motstandskraft
vid t.ex. attacker pd den digitala infrastrukturen. E-legitimationen bor
kunna utformas pa tillitsnivd hog. En e-legitimation pa tillitsnivd hog
behovs vidare for att sékerstélla att svenska invanare inte utesluts fran
tillgang till digitala tjanster i andra EU-lander och for att uppfylla kraven
1 EU:s forordning om elektronisk identifiering.

Den statliga e-legitimationen bor regleras i lag. I nationell lagstiftning
finns det endast en lag som direkt berér e-legitimationer, lagen med
kompletterande bestdimmelser till EU:s forordning om elektronisk
identifiering. Lagen kompletterar och ska tillimpas med EU:s férordning
om elektronisk identifiering. Regleringen av en statlig e-legitimation &r
didremot inte tinkt att komplettera EU-forordningen. De nya
bestimmelserna bor darfor samlas i en egen lag. Lagstiftningen blir pa sa
sitt ocksd mer overskadlig. Den nya lagen bor bendmnas lagen om statlig
e-legitimation och elektronisk identifiering.

Den statliga e-legitimationen bér ingd i ett auktorisationssystem for
tidnster for elektronisk identifiering

Bristen pa konkurrens pa e-legitimationsomradet &r ett skél for forslaget
att infora en statlig e-legitimation. Det finns i dag ett krav pa att statliga
myndigheter under regeringen ska anvdnda de tjdnster for elektronisk
identifiering som tillhandahélls av leverantdrer i auktorisationssystem
enligt lagen om auktorisationssystem i fraga om tjanster for elektronisk
identifiering och for digital post. Kravet giller for myndigheter som kraver
elektronisk identifiering av enskilda for atkomst till myndighetens digitala
tjénster, se 3 § forordningen om auktorisationssystem i friga om tjanster
for elektronisk identifiering och for digital post (se avsnitt 5.1).

Om den statliga e-legitimationen anméls till ett auktorisationssystem
innebdr det att den kommer att bli en av de tjénster som statliga
myndigheter under regeringen maste anvinda om de kréver elektronisk
identifiering for enskilda for inloggning i sina néttjénster. Det skulle leda
till att fler e-legitimationer kan anvéndas pa marknaden, vilket skulle 6ka
konkurrensen och dédrmed &ven samhillets motstandskraft. Det skulle
vidare bidra till att 6ka tillgdngligheten till digital offentlig service, efter-
som den statliga e-legitimationen kommer att vara tillgénglig for en storre
personkrets dn de e-legitimationer som for ndrvarande finns p4 marknaden
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(se avsnitt 8.1). I avsnitt 10 ldmnar regeringen forslag om erkdnnande av
medel for elektronisk identifiering som ingér i ett auktorisationssystem.
Om den statliga e-legitimationen ansluts till ett auktorisationssystem
kommer den att ingd i de tjénster som omfattas av det foreslagna kravet pa
erkdnnande.

Regeringen anser sammantaget att den statliga e-legitimationen bor
anslutas till ett auktorisationssystem enligt lagen om auktorisationssystem
i fraga om tjénster for elektronisk identifiering och for digital post.

Myndigheten for digital forvaltning &r tillhandahallande myndighet
enligt lagen om auktorisationssystem i friga om tjénster for elektronisk
identifiering och for digital post (se avsnitt 5.1). Myndigheten har medde-
lat foreskrifter om de krav som ska vara uppfyllda for att en ansdkan om
anslutning till ett auktorisationssystem ska godkinnas (Foreskrifter om
krav pa leverantorers ansdkan om anslutning till auktorisationssystem for
tjanster for elektronisk identifiering och for digital post, MDFFS 2025:1).
Regeringen anser att granskningen infor den statliga e-legitimationens
anslutning till auktorisationssystem inte far medfora konsekvenser for
Sveriges sidkerhet.

7.2 Vissa ord och uttryck i1 lagen

Regeringens forslag

Med autentisering, elektronisk identifiering, medel for elektronisk
identifiering och néttjanst ska i lagen avses detsamma som i EU:s
forordning om elektronisk identifiering.

Det ska anges i lagen att en statlig e-legitimation &r ett medel for elek-
tronisk identifiering.

Det ska finnas en upplysning i lagen om att bestimmelser om medel
for elektronisk identifiering finns i EU:s foérordning om elektronisk
identifiering och i lagen med kompletterande bestimmelser till EU:s
forordning om elektronisk identifiering.

Utredningens forslag

Forslaget fran utredningen stdmmer delvis dverens med regeringens.
Utredningen foreslar att uttrycket statligt medel for elektronisk
identifiering ska anvéndas i stéllet for statlig e-legitimation. Utredningen
foreslar foljaktligen inte en bestimmelse som anger att en statlig e-
legitimation &r ett medel for elektronisk identifiering.

Remissinstanserna

Ingen remissinstans yttrar sig dver forslaget.

Skilen for regeringens forslag

Ett av syftena med den statliga e-legitimationen &r att den ska kunna
anmaélas for gransoverskridande anvéndning inom ramen for EU:s forord-
ning om elektronisk identifiering (se avsnitt 7.1). Mot den bakgrunden



anser regeringen att de ord och uttryck som anvinds i den foreslagna lagen
om statlig e-legitimation och elektronisk identifiering i relevanta delar bor
motsvara de i forordningen. Dessa ord och uttryck ar autentisering,
elektronisk identifiering, medel for elektronisk identifiering och néttjénst.
Av samma forordning foljer att en e-legitimation &r ett medel for
elektronisk identifiering (artikel 3). Att den statliga e-legitimationen &r ett
medel for elektronisk identifiering bor dven framga av den nya lagen.

Det bor dven finnas en upplysning i lagen om att bestimmelser om
medel for elektronisk identifiering finns i EU:s férordning om elektronisk
identifiering och i lagen med kompletterande bestdmmelser till EU:s
forordning om elektronisk identifiering.

8 Forutsattningar for att f& en statlig e-
legitimation
8.1 En statlig e-legitimation ska kunna ges till

personer med svenskt medborgarskap och
till vissa utldnningar

Regeringens forslag

Den statliga e-legitimationen ska kunna utfardas till personer som har
svenskt medborgarskap, utldnningar som &r folkbokférda i Sverige och
personer som har ett s.k. immunitetsnummer och som omfattas av lagen
om immunitet och privilegier i vissa fall. For att fa den statliga e-
legitimationen ska det dven krdvas att sokanden har fyllt eller
innevarande kalenderar ska fylla nio ar.

Utredningens forslag

Forslaget fran utredningen stdmmer delvis Overens med regeringens.
Utredningen foreslar inte att det uttryckligen ska anges att en statlig e-
legitimation ska fa utférdas till personer med svenskt medborgarskap.
Utredningen foreslar att en statlig e-legitimation ska fa utfardas till
personer med ett svenskt personnummer och till personer med sadant
samordningsnummer som tilldelas dem som har styrkt sin identitet.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Centrala studiestédsndimnden,
Goteborgs kommun, Huddinge kommun och Ldnsstyrelsen i Stockholms
ldn, tillstyrker eller har inga synpunkter pa forslaget. Féreningen svenskar
i virlden, Helsingborgs kommun och Kommerskollegium ser positivt pa
att personer med styrkt samordningsnummer foreslds kunna fa en statlig
e-legitimation. Myndigheten for digital férvaltning och Region Stockholm
ser behov av en e-legitimation dven for personer med samordningsnummer
som inte har styrkt sin identitet. Ekobrottsmyndigheten ser en risk for 6kad
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ekonomisk och identitetsrelaterad brottslighet med en statlig e-legitima-
tion som baseras pa ett samordningsnummer. Sveriges ambassad i Bang-
kok menar att en sadan risk gor sig gillande vid utfdrdanden for minder-
ariga med samordningsnummer som ar bosatta utanfér EU eller EES och
anser att den gruppen endast bor fé en statlig e-legitimation om det finns
behov.

Finansiell ID-Teknik BID AB onskar ett fortydligande i fraga om
personer med immunitetsnummer kan fa en statlig e-legitimation. Flera
remissinstanser, bl.a. Arbetsformedlingen, Funktionsrdtt Sverige och
Myndigheten for delaktighet, menar att stillforetrddare ocksd bor ges
mdjlighet att anvénda en statlig e-legitimation for sina huvudmaén for att
inte personer med t.ex. forvaltare och god man ska riskera att uteslutas fran
mdjligheten att anvénda en statlig e-legitimation.

Freja elD Group AB anser att det inte bor finnas ndgon nedre aldersgréns
for att kunna fa en statlig e-legitimation. Enligt bolaget skulle mojligheten
for barn att identifiera sig digitalt bl.a. motverka gromning, dvs. att vuxna
tar kontakt med barn i sexuellt syfte. Enligt Region Stockholm &r det
angeldget att barn kan ges tillgang till en e-legitimation fran tretton érs
alder for att kunna ta del av digital information. Forsdkringskassan anser
diremot att en statlig e-legitimation pa hdgsta tillitsnivd inte bor vara
tillginglig for barn pa grund av risken for missbruk och oegentligheter.
Enligt Diskrimineringsombudsmannen bor det kunna goras undantag fran
aldersgransen, t.ex. for barn som har hoppat dver en arskurs. Tierps
kommun och Statens skolverk papekar att det inte finns ndgot behov av
digital identifiering for elever i skolan.

Skilen for regeringens forslag

Personer med svenskt medborgarskap, utlinningar som dr folkbokforda i
Sverige och personer som har ett immunitetsnummer bor kunna fa en
statlig e-legitimation

I avsnitt 7.1 foreslas att det ska inforas en statlig e-legitimation som kan
utformas pa tillitsniva hog for att uppfylla de krav pa att tillhandahalla en
digital identitetsplanbok som géller enligt EU:s forordning om elektronisk
identifiering. Av forordningen foljer ocksé ett ansvar for medlemsstaterna
att tillhandahélla saddana planbocker for anvéndning av fysiska och
juridiska personer som &r bosatta pd deras territorium (artikel 5a och
skél 16). I skdlen anges vidare att medlemsstaterna bor sdkerstilla lika
tillgang till elektronisk identifiering for alla sina medborgare och invénare
(skél 5, 7 och 15).

Enligt regeringens mening bor en utgdngspunkt vara att s manga som
mojligt ska fa tillgang till en statlig e-legitimation for att kunna utova sin
rattshandlingsforméga och ta del av information digitalt (se avsnitt 7.1).
Samtidigt ar det viktigt att upprétthalla en hog sdkerhet pa e-legitimationen
och att det stélls krav pa en séker identifiering vid utfardandet.

Den statliga e-legitimationen bor kunna utfdrdas till personer som
kvalificerar sig for ndgon av de statliga fysiska identitetshandlingarna. Det
innefattar personer som &r svenska medborgare och personer som ar folk-
bokforda i Sverige, se 1 § lagen om identitetskort for folkbokforda i
Sverige, 4 § passlagen (1978:302) och 1 § forordningen (2005:661) om
nationellt identitetskort.



Till skillnad fran utredningen anser regeringen att det saknas skél att ge
alla som har ett personnummer mdjlighet att fa en statlig e-legitimation.
Personer som har folkbokforts i Sverige behéller sitt personnummer dven
om de avregistreras fran folkbokforingen, exempelvis vid utflyttning fran
Sverige. Att en person har ett personnummer behover alltsd inte innebéra
att personen &r folkbokford eller bosatt i landet (jfr 3 § folkbok-
foringslagen). Regeringen anser inte att det finns behov av att kunna
utfdrda en statlig e-legitimation till en sddan person om den inte ar svensk
medborgare. Mot denna bakgrund bor den statliga e-legitimation utfardas
till personer som &r svenska medborgare eller folkbokforda i Sverige.

Personer som enligt 5 § folkbokforingslagen inte ska folkbokforas pa
grund av att de omfattas av lagen om immunitet och privilegier i vissa fall
far under vissa forutsittningar tilldelas ett personnummer, s.k. immuni-
tetsnummer. Syftet med att tilldela dem personnummer har varit att gora
det lattare for sddana personer att ta del av olika tjénster i samhéllet (se
avsnitt 6). Regeringen anser att samma skél gor sig géllande i fraga om
mdjligheten att fa en statlig e-legitimation. Dérfor bor dven personer som
har fatt ett personnummer tilldelat enligt 18 b § folkbokf6ringslagen ges
mojlighet att fa en statlig e-legitimation. Aven for denna krets bor det
krévas att personen befinner sig i Sverige och fortfarande omfattas av
lagen om immunitet och privilegier i vissa fall. I annat fall skulle personer
med obetydlig eller ingen anknytning till landet kunna fa en statlig e-
legitimation.

En avgriansning av personkretsen till de som ir svenska medborgare,
utldnningar som &r folkbokforda i Sverige eller har ett immunitetsnummer
utesluter dock fortfarande manga som har anknytning till Sverige, t.ex. de
som har ett tillfilligt arbete i landet, men som inte dr bosatta hér och
ddrmed inte ska folkbokforas. Sddana personer har mojlighet att under
vissa forutsittningar tilldelas ett samordningsnummer (se avsnitt 6).

Samordningsnummer kan tilldelas i tre nivaer beroende pa vilken identi-
tetskontroll som har foregétt tilldelningen. Huvudregeln ar att samord-
ningsnummer ska tilldelas den som har styrkt sin identitet. En person som
ska styrka sin identitet i samband med tilldelning ska som huvudregel
instélla sig personligen for identitetskontroll, se 2 kap. 1 och 2 §§ lagen
om samordningsnummer.

Utredningen har foreslagit att personer med sddant samordningsnummer
som tilldelas personer som har styrkt sin identitet och som inte dr vilande
ska kunna fa en statlig e-legitimation. Kravet for att tilldelas sdédant sam-
ordningsnummer motsvarar det som géller vid folkbokforing for personer
som flyttar till Sverige fran utlandet (prop.2020/21:160 s.56 och
prop. 2021/22:276 s. 37). Med hinsyn till de strikta krav pa en siker
identifiering som stélls i samband med sddan tilldelning anser regeringen
att risken for 6kad ekonomisk och identitetsrelaterad brottslighet om en e-
legitimation utfdrdas for dessa personer, som bl.a. Ekobrottsmyndigheten
lyfter, inte bor overdrivas. Det finns dock vissa praktiska svarigheter som
behdver hanteras for att utlindska medborgare som tilldelas ett sadant
samordningsnummer ska kunna ges mdjlighet att fa en statlig e-legi-
timation. Som flera remissinstanser framfor, bl.a. Foreningen svenskar i
vdrlden, dr det samtidigt angelédget att en statlig e-legitimation kan utfardas
sa snart som mdjligt till personer som ar bosatta i landet. Regeringen
beddmer mot denna bakgrund att personer med samordningsnummer och
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som inte dr svenska medborgare for nérvarande inte kan omfattas av den
personkrets som bdr ges mojlighet att fa en statlig e-legitimation. Med
hénsyn till det behov som finns for utlindska medborgare med
samordningsnummer, som har styrkt sin identitet, att fa tillgdng till en
svensk e-legitimation, har regeringen for avsikt att aterkomma i fragan.

Regeringen anser sammanfattningsvis att en statlig e-legitimation bor
kunna utférdas till personer som har svenskt medborgarskap, utlanningar
som é&r folkbokforda i Sverige och personer har ett s.k. immunitetsnummer
och som omfattas av lagen om immunitet och privilegier i vissa fall.

Négot forslag om att stéllforetrddare ska ha tillgang till den statliga e-
legitimationen for sina huvudmaéns rikning, som efterfrdgas av flera re-
missinstanser, har inte ldmnats och bereds ddrmed inte vidare inom ramen
for detta lagstiftningsarbete.

Mojligheten att fi en e-legitimation bor vara begrinsad till personer som
har fylit eller som innevarande kalenderdr ska fylla nio ar

Det uppstills inte ndgon &ldersgrins for att fa ett svenskt pass. Om den
som ansOker om ett pass dr under arton ar méste dock, som huvudregel,
vardnadshavare lamna medgivande for att passet ska fa utfardas (7 § pass-
lagen). Samma krav géller for det nationella identitetskortet (3 § forord-
ningen om nationellt identitetskort) och identitetskortet for folkbokforda i
Sverige (5 § forordningen om identitetskort for folkbokforda i Sverige).
For identitetskortet for folkbokforda finns det dock en éldersgrins om
tretton &r (1 § lagen om identitetskort for folkbokforda i Sverige).

Det ir inte enbart myndiga som kommer att ha behov av en statlig e-
legitimation. Ménga barn anvédnder redan i lagstadiet internet dagligen
(Internetstiftelsen, Svenskarna och internet 2025, s. 202). Underariga har
vidare en viss réittshandlingsformaga. De har rétt att i vissa fall rdda 6ver
egendom som de t.ex. har fitt genom villkorad gava eller genom eget
arbete (se t.ex. 9 kap. 1 och 3 §§ fordldrabalken). I likhet med vad Region
Stockholm papekar kan det ocksd finnas behov for de som har fyllt
tretton &r att anvidnda en statlig e-legitimationen for att t.ex. boka vardtider
och férnya recept. Regeringen har dessutom nér det géller barns mojlighet
till inflytande i hilso- och sjukvérden bedomt att det inte bor inforas
sérskilda aldersgrénser. I stéllet ska barnets alder och mognad beaktas vad
géller barns mojlighet till inflytande och information i olika medicinska
fragor (prop. 2013/14:106). Dessa omsténdigheter talar till viss del for att
inte infora nadgon aldersgrins for den statliga e-legitimationen, som Freja
elD Group AB forordar.

Som Férsdikringskassan lyfter finns det dock olika risker kopplade till
ungas anvandning av en e-legitimation. En uppenbar risk ar att barn kan
bli malgrupp for den grova organiserade brottsligheten (se avsnitt 7.1). Det
finns vidare inte nagot som talar for att de allra yngsta &r i behov av en e-
legitimation. Detta talar for att mojligheten for underariga att fa en statlig
e-legitimation bor begrénsas till barn som har uppnétt en viss alder och
mognad som vanligtvis foljs av ett behov av att legitimera sig digitalt.

Fram till nyligen har det funnits foreskrifter meddelade av Statens skol-
verk om digitala nationella prov for elever i arskurs tre, dvs. for elever som
innevarande kalenderar har fyllt eller ska fylla nio ar. Utredningen foresléar
att den statliga e-legitimationen ska utfardas till den som é&r eller



innevarande kalenderar ska fylla nio ar, bl.a. for att de som gér i arskurs
tre sjdlvstindigt ska kunna identifiera sig for att genomfora digitala
nationella prov. Aven om det inte lingre genomfors digitala nationella
prov i arskurs tre, som Statens skolverk papekar, anser regeringen att den
aldersgrins som foreslagits av utredningen framstér som vil avvdagd. Det
kan inte heller uteslutas att det i framtiden infors digitala tjédnster som
kréver elektronisk identifiering fran den aldern.

I avsnitt 8.2 foreslar regeringen att det ska krévas vérdnadshavares
medgivande vid ansdkan om en statlig e-legitimation. Ett sddant krav
innebér att det ytterst dr vardnadshavaren som avgdr om barnet kan anses
ha uppnétt tillracklig mognad for att ha en e-legitimation. En reglering som
i stéllet skulle innebéra att en utfairdande myndighet ska goéra en individuell
mognadsbeddmning av sdkanden beddms inte vara aktuellt med hénsyn
till &ndamalet med lagstiftningen. Regeringen anser mot denna bakgrund
att den statliga e-legitimationen bor kunna utférdas till personer som har
fyllt eller som innevarande kalenderar ska fylla nio ar.

Eftersom det inte stélls ndgra krav pa unga att legitimera sig digitalt finns
det inte nagot behov av ett sddant undantag fran aldersgréansen som Diskri-
mineringsombudsmannen efterfragar.

8.2 For att fa en statlig e-legitimation ska det
krdvas en ansdkan

Regeringens forslag

Den statliga e-legitimationen ska utfirdas efter ansdkan. Den som
ansoker om en statlig e-legitimation ska l&mna ansdkan vid personlig
instéllelse. Sokanden ska styrka sin identitet och de &vriga person-
uppgifter som krivs for att en statlig e-legitimation ska kunna utfirdas.
For den som dr under arton ar ska det krévas vardnadshavares med-
givande om det inte finns synnerliga skal.

Lagen ska innehalla en upplysning om att regeringen eller den
myndighet som regeringen bestimmer kan meddela ytterligare fore-
skrifter om forfarandet vid ansdkan, utfardande och utlimnande.

Utredningens forslag

Forslagen fran utredningen stimmer i sak &verens med regeringens.
Utredningen foreslar att kravet pa personlig instillelse ska regleras i
forordning. Det foreslas ocksd en upplysningsbestimmelse om att rege-
ringen eller den myndighet som regeringen bestimmer kan meddela
foreskrifter for verkstélligheten av kontrollen av att sokanden har styrkt
sin identitet. Utredningen foreslar slutligen att undantaget fran kravet pa
vardnadshavares medgivande ska regleras i forordning.
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Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Boverket, Centrala studiestods-
ndamnden, E-hdlsomyndigheten, Huddinge kommun, Internetstiftelsen och
Ldnsstyrelsen i Skdne ldn, tillstyrker eller har inga synpunkter pé forslaget.

Linsstyrelsen i Vistra Gétalands ldn framfor att ett ansokningsfor-
farande innebir en begriansning for flera grupper i samhéllet. Ldansstyrelsen
i Blekinge lin anser att det bor framga av lagen att en sokande ska instélla
sig personligen och att ansokan ska avges pa heder och samvete i likhet
med regleringen i passlagen. Funktionsrdtt Sverige, Myndigheten for
delaktighet och Synskadades riksférbund anser att det bor goras undantag
fran kravet pa personlig instéllelse for personer som inte kan ta sig till en
utfairdande myndighets lokaler och att andra 16sningar bor utredas vidare.
Sorsele kommun konstaterar att det i manga kommuner saknas tillgang till
myndigheter och att det kommer att innebéra langa resor for att ansdka om
och himta ut en e-legitimation for de som bor i glesbygdsomraden. Skatte-
verket Onskar ett fortydligande av huruvida ansdkan, grundidentifiering,
utlimnande och, i forekommande fall, aktivering av e-legitimationen kan
ske vid ett och samma tillfélle. Sveriges ambassad i Berlin papekar att
ambassaden kan ha svart att bedoma dktheten av utlindska identitetshand-
lingar som ar utfdrdade i tredje land.

Barnombudsmannen anser att kravet pa vardnadshavares medgivande
behover utvecklas och efterfragar en fordjupad analys av vad kravet
innebér for barn. Enligt Féreningen Sveriges dverformyndare och Lessebo
kommun bor det rétteligen vara formyndare och inte vardnadshavare som
ska limna medgivande till ansdkan om e-legitimation for barn. Aven
Sveriges Kommuner och Regioner (SKR) framfor att formyndare bor
kunna ansdka om e-legitimation for sina barn, t.ex. i fall ddr vardnads-
havare frantagits sitt formyndarskap. SKR foreslar vidare att det ska
foreskrivas att kommuner ska yttra sig i &renden om utfiardande av e-legi-
timation for barn, pd samma sétt som i passiarenden. Stockholms kommun
framfor att det &r oklart vad den kommunala likstéllighetsprincipen
innebér i fall dir vardnadshavare avstar fran att skaffa en e-legitimation
till sitt barn.

Skilen for regeringens forslag
For att fd en e-legitimation bor det krivas en ansékan

Att en e-legitimation pa tillitsnivd hog maste utfardas efter ansdkan foljer
av EU:s forordning om elektronisk identifiering och av kommissionens
genomforandeférordning (EU) 2015/1502 av den 8 september 2015 om
faststillande av tekniska minimispecifikationer och forfaranden for
tillitsnivder for medel for elektronisk identifiering i enlighet med arti-
kel 8.3 i Europaparlamentets och radets forordning (EU) nr 910/2014 om
elektronisk identifiering och betrodda tjanster for elektroniska transak-
tioner pa den inre marknaden. Dessutom utfirdas dven de nationella
identitets- och resehandlingarna efter ansdokan. Regeringen anser darfor,
till skillnad fran Lénsstyrelsen i Vistra Gétalands ldn, att det bor krdvas
en ansokan for att en statlig e-legitimation ska utfardas.

Ytterligare foreskrifter om forfarandet vid ansdkan, utférdande och
utlimnande kan meddelas av regeringen eller den myndighet som rege-



ringen bestdimmer. Den nya lagen bor innehalla en upplysningsbestdm-
melse om detta.

En ansokan bor goras personligen

Syftet med en identitetshandling ar att den ska vara ett tillforlitligt bevis
for innehavarens identitet. Den som granskar handlingen ska kunna vara
sdker pé att uppgifterna om innehavaren ar korrekta. For att sdkerstilla
detta &r det av stor vikt att den som vill ha en identitetshandling instéller
sig personligen.

Den personliga instéllelsen fyller flera funktioner. Den mojliggor att
bilderna av sékandens ansikte och, i forekommande fall, fingeravtryck kan
tas pa plats av en utfirdande myndighet. Férutom att bilderna da fér rétt
format och tekniska egenskaper innebdar det att den utfirdande
myndighetens personal enkelt kan sdkerstilla att det som tas in i
handlingen &r en ansiktsbild av sdkanden. Det personliga moétet innebér
dessutom att personalen kan gora en beddmning av om sokandens
uppgifter i frdga om t.ex. fodelsedatum ar korrekta. Vid behov kan
personalen dven enkelt stilla kontroll- eller foljdfragor.

Ett krav pa personlig instéllelse vid en ansdkan om e-legitimation ger
alltsd goda forutséttningar for ett korrekt utfardande. Det finns dérfor
starka skal for att uppstilla ett krav pa personlig instéillelse trots att det kan
innebéra langre resor for de som bor i glesbygdsomraden, som Sorsele
kommun pépekar.

Krav pa personlig instéllelse géller dven vid ansdkan om pass, nationellt
identitetskort och identitetskort for folkbokforda i Sverige. I fraga om pass
regleras det i 6 § passlagen. Eftersom kravet pa personlig instéllelse &r
centralt for sdkerheten i forfarandet bor kravet, i likhet med vad
Liinsstyrelsen i Blekinge ldn anser, regleras i lag. Flera remissinstanser,
bl.a. Myndigheten for delaktighet och Synskadades riksforbund, anser att
det bor goras undantag frén kravet pa personlig instéllelse for personer
som inte kan ta sig till en utfirdande myndighets lokaler. Nagot sddant
forslag lamnas emellertid inte av utredningen och regeringen anser att det
i nuldget inte bor infoéras nidgot undantag fran kravet. Regeringen anser
saledes att det bor uppstillas ett krav pa personlig instéllelse vid ansdkan
om statlig e-legitimation. Det kan dock noteras att det i betdnkandet Ett
sakert statligt id-kort — med e-legitimation (SOU 2019:14) anségs vara
mojligt att i vissa undantagsfall ansoka om en statlig e-legitimation genom
bud. Beténkandet bereds i Regeringskansliet. Det kan dérfor finnas skél
att aterkomma till frégan i framtiden.

Det finns inte inom ramen for detta lagstiftningsdrende berednings-
underlag for att, som Léansstyrelsen i Blekinge lén efterfragar, infora ett
krav pa att en ansdkan om e-legitimation ska avges pa heder och samvete.

Hur det praktiskt ska ga till med ansdkan, utfirdande, utlimnande och
aktivering av e-legitimationen, som Skatteverket efterfragar ett forty-
dligande om, bor regleras i forordning eller genom myndighetsforeskrifter.
Det bor da ocksé beaktas en utfirdande myndighets mojligheter att kon-
trollera biometriska uppgifter (se avsnitt 8.3).
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Sokandens identitet bor vara styrkt

Vid ans6kan om pass, nationellt identitetskort, identitetskort for folkbok-
forda i Sverige och svenskt medborgarskap krivs det att sokanden har
styrkt sin identitet. For att fa ett pass maste sokanden dven styrka sitt
svenska medborgarskap och &vriga personuppgifter (6 § passlagen).
Identiteten kan styrkas pd de sitt som anges i 3 kap. 2 och 3 §§
Polismyndighetens foreskrifter och allménna rdd om pass och nationellt
identitetskort (PMFS 2021:3, FAP 530-1). Enligt dessa ska sokanden i
forsta hand styrka sin identitet genom att visa upp en godtagbar
identitetshandling, t.ex. ett svenskt vanligt eller extra pass eller korkort.
Identiteten kan &ven styrkas genom en skriftlig forsdkran dir en
intygsgivare, t.ex. en vardnadshavare, intygar att skandens uppgifter &r
riktiga.

Den statliga e-legitimationen ska vara sidker. Ett av syftena med den
statliga e-legitimationen &r vidare att den ska kunna anmilas for gréns-
overskridande anvéndning inom ramen for EU:s férordning om elektro-
nisk identifiering (se avsnitt 7.1). For att kunna gora det méaste det upp-
stillas ett krav pa att sokanden styrkt sin identitet (punkt 2.1.1 i bilagan till
kommissionens genomforandeforordning 2015/1502). Det bor dérfor
krdvas att sokanden har styrkt sin identitet och de 6vriga personuppgifter
som krédvs for utfirdande av den statliga e-legitimationen. Kravet bor
motsvara det som géller for pass och nationellt identitetskort. Det dr dock
tillrackligt att ndrmare bestdimmelser om kravet pé styrkt identitet
meddelas i férordning eller genom myndighetsforeskrifter.

Som Sveriges ambassad i Berlin papekar kan identitetskontrollen i vissa
fall behova innefatta en kontroll av utlindska identitetshandlingar. Rege-
ringen konstaterar att vissa myndigheter redan i dag maste gora sddana
kontroller, t.ex. i utlinnings- och viseringsédrenden. Det bor darfor finnas
en upparbetad kunskap om hur utlindska identitetshandlingar ska grans-
kas. Foreskrifter om forfarandet vid ansdkan kan exempelvis reglera hur
kontrollen av sddana handlingar ska ga till.

Det bor krdvas vardnadshavares medgivande om sokanden dr under
arton dr

For pass, nationellt identitetskort och identitetskort for folkbokforda i
Sverige géller i dag som huvudregel att den som &r under arton &r behover
ett medgivande fran sin eller sina vardnadshavare for att kunna fa
identitetshandlingen. Som Barnombudsmannen lyfter innebdr kravet pa
vardnadshavares medgivande att barn inte sjdlvstandigt kan bestimma om
sin ans6kan om en statlig e-legitimation. Motsvarande krav pa
medgivande giller sévil for andra e-legitimationer (se avsnitt 5.3) som for
de fysiska identitetshandlingarna. I avsnitt 8.1 konstaterar regeringen att
det finns olika risker kopplade till ungas anvéndning av en e-legitimation.
Riskerna bor till viss del kunna motverkas av att en aktér som
tillhandahaller en nittjinst som krdver e-legitimation kan begrinsa
tillgangen till tjinsten for vissa &lderskategorier. Samtidigt bedoms det
viktigt att ett barn som har uppnétt dldersgréinsen for att fa e-legitimationen
ocksé har uppnatt tillrdcklig mognad for att kunna hantera och anvénda
den pé ett sdkert sitt. Som utgdngspunkt bor barnet kunna ges storre
mojlighet att bestimma sjélv 6ver anvandningen i takt med stigande alder



och utveckling (jfr bl.a. prop. 1981/82:168 s.22 och 23 samt prop.
2013/14:106 s. 120). Den typen av bedomningar bor goéras av barnets
vardnadshavare. Regeringen anser dérfor att det bor krdvas véardnads-
havares medgivande om sokanden &r under arton &r. Till skillnad frén
utredningen anser regeringen att kravet pd medgivande &r sa grund-
laggande att det bor framga av lag.

Regeringen anser vidare att den som dr under arton ar bor kunna fé en e-
legitimation utan vardnadshavarnas medgivande om det finns synnerliga
skél. Det bor bl.a. anses finnas synnerliga skdl om en av fordldrarna ar
tillfalligt forhindrad att 1dmna sitt medgivande, t.ex. pa grund av sjukdom,
och det dr uppenbart att dennes medgivande annars skulle ha ldmnats (jfr
prop. 1977/78:156 s. 44). Eftersom ett barn kommer att kunna fa en e-
legitimation i situationer dar vardnadshavare ar forhindrade att 1dmna sitt
medgivande finns det, till skillnad fran vad bl.a. Féreningen Sveriges
overférmyndare anser, inte anledning att foreskriva att det dr formyndare
som ska ldmna medgivande till ansdkan. Lagstiftningen bor i stillet, i
relevanta delar, utformas med passlagen som forebild.

Det finns dock inte négot behov av att, som SKR efterfragar, pa
motsvarande sitt som i passdrenden foreskriva att en kommunal ndmnd
som fullgdr uppgifter inom socialtjdnsten ska yttra sig i ett drende om
utfardande av e-legitimation for barn under arton ar utan vardnadshavares
medgivande. Till skillnad fran pass 4r den statliga e-legitimationen inte en
resehandling. De behov som kan finnas for att utfirda ett pass utan
vardnadshavares medgivande, t.ex. att fA hem ett barn som mot sin vilja
forts ur landet, aktualiseras dérfor inte i ett drende om statlig e-legitimation
(jfr prop. 2005/06:144 s. 10—16). Det bor dérfor inte krdvas nagot yttrande
fréan kommunens socialtjénst i ett sddant drende.

Stockholms kommun anfor att det &r oklart vad likstéllighetsprincipen
enligt 2 kap. 3 § kommunallagen (2017:725) innebdr i de fall dar
vardnadshavare avstar fran att skaffa en e-legitimation till sitt barn.
Likstéllighetsprincipen innebér att kommuner och regioner ska behandla
sina medlemmar lika. Att ansoka om en statlig e-legitimation kommer att
vara en mdjlighet och inte en skyldighet for de som ingéar i personkretsen
som kan fé en sddan e-legitimation utfirdad. Det finns for nirvarande inte
heller ndgot krav pa att ha nigon e-legitimation, vare sig for barn eller
vuxna. Likstdllighetsprincipen aktualiseras ddrmed inte i den hér situa-
tionen.

8.3 Ansiktsbild och fingeravtryck ska lamnas

Regeringens forslag

Sokanden ska i samband med ansdkan av statlig e-legitimation lata
utfirdande myndighet ta hans eller hennes ansiktsbild och fingerav-
tryck. Ansiktsbild och fingeravtryck ska sparas i ett lagringsmedium i
béraren av e-legitimationen. Sokanden ska vidare lata utfdirdande myn-
dighet ta sokandens ansiktsbild och fingeravtryck vid utlimnande av
den statliga e-legitimationen, om myndigheten begér det.
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Regeringen eller den myndighet som regeringen bestimmer ska fa
meddela foreskrifter om undantag fran skyldigheten att lata utfirdande
myndighet ta sdkandens fingeravtryck.

Lagen ska innehélla en upplysning om att regeringen eller den myn-
dighet som regeringen bestammer kan meddela foreskrifter om den sta-
tliga e-legitimationens innehall, bérare, utformning i 6vrigt och akti-
vering.

Utredningens forslag

Forslagen fran utredningen stimmer i huvudsak verens med regeringens.
Utredningen foreslar inte att sdkanden ska lata den utfirdande myn-
digheten ta hans eller hennes ansiktsbild och fingeravtryck vid utlimnande
av den statliga e-legitimationen, om myndigheten begér det. Utredningen
foreslar inte en upplysningsbestimmelse om att regeringen eller den myn-
dighet som regeringen bestimmer kan meddela foreskrifter om den statliga
e-legitimationens barare, innehall och aktivering.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. AB Svenska pass, Barnombuds-
mannen, Bolagsverket, Brottsforebyggande rddet, Brottsoffermyndig-
heten, Diskrimineringsombudsmannen, Férsvarets radioanstalt, Goéte-
borgs kommun, Sikerhetspolisen och Aklagarmyndigheten, tillstyrker
eller har inga synpunkter pa forslaget. Forsdkringskassan anser att bio-
metriska uppgifter bor anvéndas vid legitimering med den statliga e-
legitimationen i syfte att sdkerstilla en korrekt autentisering.

Synskadades riksforbund framfor att personer med 6gonskador eller
Ogonproteser maste kunna anvidnda biometrisk ansiktsigenkédnning som
identifieringsmetod vid anviandning av den statliga e-legitimationen. To-
talforsvarets forskningsinstitut ar positivt till att e-legitimationen ska inne-
halla biometriska uppgifter och att det dirmed finns beredskap for fram-
tida teknisk utveckling. Svenska kommunalpensiondrernas forbund anser
att det finns fordelar med att anvéinda biometriska uppgifter men papekar
att det ocksa finns en risk for att uppgifterna inte alltid ar tillforlitliga, sér-
skilt i fall dir anvdndarens fysiska egenskaper har forédndrats 6ver tid

Nagra remissinstanser, bl.a. Myndigheten for digital forvaltning, anser
att det inte bor lagras biometriska uppgifter pa e-legitimationen eftersom
det for ndrvarande saknas teknik som mojliggér anvindning av sddana
uppgifter vid autentisering pa distans. Sveriges ambassad i Washington
anser att en utfirdande myndighet dven ska fa ta sokandens signatur digi-
talt.

Skilen for regeringens forslag

Starka skdl talar for att den statliga e-legitimationen bér innehdlla
innehavarens ansiktsbild och fingeravtryck

En lagring av innehavarens ansiktsbild och fingeravtryck i den statliga e-
legitimationen skulle fylla flera viktiga funktioner ur sékerhetssynpunkt.
Lagringen i den fysiska bdraren av e-legitimationen innebér t.ex. att
informationen i béraren gar att kontrollera med hjidlp av biometri.



Uppgifterna i den fysiska béraren skulle t.ex. kunna anvindas av en
utfirdande myndighet vid grundidentifieringen 1 samband med
utlimnandet. En utfirdande myndighet skulle d& kunna ta sdkandens
ansiktsbild och fingeravtryck och goéra en jamforelse av dessa uppgifter
med de som finns sparade i bararen. Om sdkanden styrker sin identitet med
hjélp av en handling som innehaller ansiktsbild eller fingeravtryck skulle
en utfirdande myndighet vidare kunna kontrollera att de uppgifterna
stimmer Overens med uppgifterna i bédraren pad den statliga e-legi-
timationen. Uppgifterna i den fysiska bédraren skulle d&ven kunna anvidndas
i jdimforande syfte vid ans6kan om fornyelse av en statlig e-legitimation
(se avsnitt 9.4).

De biometriska uppgifter som skulle komma i friga &r saddana kénne-
tecken som dr bestdende over tid och ddrmed opaverkade av aldrande. Det
finns dérfor inte nagon risk for att uppgifterna inte skulle vara tillforlitliga
pa det sétt som Svenska kommunalpensiondrernas forbund befarar.

Vissa utfardare av e-legitimationer mojliggér redan anvéndning av an-
siktsigenkdnning vid e-legitimering. Att kunna anvénda sig av den typen
av teknik for autentisering pa distans hojer sakerheten betydligt. Det skulle
kunna motverka identitetsrelaterad brottslighet och missbruk av den sta-
tliga e-legitimationen. Moéjligheten att anvinda sig av ansiktsigenkénning
innebér ocksa, som Synskadades riksforbund lyfter, att fler kan anvénda
sig av den statliga e-legitimationen. Trots att det, som bl.a. Myndigheten
for digital forvaltning pépekar, for ndrvarande inte fullt ut gar att anvénda
sig av biometriska uppgifter for autentisering pa distans anser regeringen,
i likhet med bl.a. Férsdkringskassan, att anvandningen av biometriska
uppgifter ar befogad av sdkerhetsskil och déarfor bor mojliggoras.

Regeringen anser mot denna bakgrund att starka skél talar for att den
statliga e-legitimationen bor innehalla innehavarens ansiktsbild och fin-
geravtryck.

Grundldggande fri- och rittigheter mdste beaktas

Enligt 2 kap. 6 § forsta stycket regeringsformen ar var och en skyddad mot
patvingade kroppsliga ingrepp fran det allménnas sida. Fotografering
rdknas inte som ett kroppsligt ingrepp. Det gér ddremot fingeravtrycks-
tagning (se t.ex. prop. 2017/18:35 s. 12 och prop. 2020/21:120 s. 16). Var
och en &r alltsd skyddad mot att behdva lamna fingeravtryck till en myn-
dighet.

Skyddet mot patvingade kroppsliga ingrepp ar dock inte absolut utan far
i vissa fall begrdnsas genom lag (2 kap. 20 § regeringsformen). Begréns-
ningen far goras endast for att tillgodose d&ndamal som &r godtagbara i ett
demokratiskt samhaélle och far aldrig gé utdver vad som ar nddvéandigt med
hénsyn till det &ndamal som har foranlett dem. Begrénsningen far vidare
inte géras enbart pa grund av politisk, religios, kulturell eller annan sédan
askadning (2 kap. 21 § regeringsformen). For den som inte &r svensk med-
borgare far skyddet mot péatvingade kroppsliga ingrepp begrinsas genom
lag utan att de forutséttningar som anges i 2 kap. 21 § regeringsformen ar
uppfyllda (2 kap. 25 § regeringsformen).

Ett skydd mot integritetsintrang av olika slag foljer d&ven av den euro-
peiska konventionen om skydd for de ménskliga réttigheterna och de
grundldggande friheterna (Europakonventionen). Enligt artikel 8 i Europa-
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konventionen har var och en ritt till respekt for sitt privat- och familjeliv.
Det inbegriper i vissa fall en rtt till skydd mot att bli fotograferad. Likasa
far det antas att rdtt till skydd mot fingeravtryckstagning omfattas av
skyddet (prop. 2014/15:32 s. 26 och prop. 2020/21:120 s. 17). Inskrénk-
ningar i skyddet godtas bara om de har stdd i lag och i ett demokratiskt
samhiélle dr nddvandiga med hénsyn till vissa &ndamal, déribland statens
sdkerhet, den allménna sdkerheten eller forebyggande av oordning eller
brott. En motsvarande rétt till respekt for privatlivet och familjelivet géller
enligt artikel 7 i EU:s stadga om de grundléggande réttigheterna och arti-
kel 16 i FN:s konvention om barnets réttigheter (barnkonventionen). Av
barnkonventionen foljer bl.a. att en bedomning av barnets bésta dr det som
i forsta hand ska beaktas vid alla atgarder som ror barn och att barn ska
skyddas fran godtyckliga eller olagliga ingripanden i sitt privat- och fami-
ljeliv (artiklarna 3 och 16).

Det finns redan i dag en skyldighet for en sokande att lata myndigheten
ta ansiktsbild och fingeravtryck i samband med ansékan om pass och
nationellt identitetskort (6 § passlagen och 3 § férordningen om nationellt
identitetskort). Att anvdnda tvd typer av biometriska underlag okar
sdkerheten betydligt. Syftet med en lagring av biometriskt underlag i den
statliga e-legitimationen ar att motverka missbruk av e-legitimationen och
sdkerstilla att den utférdas till rtt person. Regeringen beddmer mot den
bakgrunden att dndamélet med skyldigheten att limna fingeravtryck far
anses utgora ett viktigt allmént intresse som kan motivera en begrénsning
av skyddet mot kroppsliga ingrepp i 2 kap. 6 § regeringsformen. Nér dessa
intressen védgs mot det integritetsintrang som forslagen innebar for den
enskilde méste det beaktas att den enskilde sjélv far vélja att ans6ka om en
statlig e-legitimation. Det ligger vidare i den enskildes intresse att
forhindra missbruk av e-legitimationen (se avsnitt 9.4). Enligt regeringens
bedémning finns det inte ndgra mindre ingripande sitt att uppna syftet att
motverka missbruk av e-legitimationen och sékerstélla att den utféardas till
ratt person. Det allmidnna intresset av att forebygga missbruk och
brottslighet vager alltsé i detta sammanhang tyngre dn integritetsaspekten.

Enligt regeringens bedomning bdr det inforas en skyldighet for so-
kanden av en statlig e-legitimation att lata utfirdande myndighet ta hans
eller hennes ansiktsbild och fingeravtryck. Ansiktsbilden och finger-
avtrycken bor sparas i ett lagringsmedium i béraren av e-legitimationen.

Ansiktsbild och fingeravtryck bor fa tas i samband med ansckan och
utlimnande av den statliga e-legitimationen

Utredningen har foreslagit att sokanden ska lata den utfirdande myndig-
heten ta hans eller hennes fingeravtryck i samband med ansokan. Syftet &r
enligt utredningen att det, pa samma sétt som for pass och nationellt iden-
titetskort, ska ga att kontrollera sékandens identitet for att gora e-legitima-
tionen sdker och for att motverka identitetsrelaterad brottslighet. I linje
med det foreslar utredningen ocksa att det ska vara mojligt att behandla
biometriska uppgifter for att kontrollera s6kandens identitet och innehav
av statlig e-legitimation i samband med ansdkan. Syftet &r att dessa upp-
gifter ska kunna tas i samband med ansdkan och behandlas under hela
handldggningen av drendet om statlig e-legitimation. Enligt regeringens
mening bor sokanden lata utfirdande myndighet ta ansiktsbild och finger-



avtryck dven vid utlimnande av den statliga e-legitimationen for att
mdjliggdra en jimforelse med uppgifterna som é&r lagrade i den statliga e-
legitimationen. Det bor dock ldmnas at utfairdande myndigheten att avgora
om ansiktsbild och fingeravtryck ska ldmnas da. Regeringen anser dérfor
att det bor inforas en skyldighet for sékanden att i samband med ansdkan
av statlig e-legitimation 1ata utfirdande myndighet ta hans eller hennes
ansiktsbild och fingeravtryck. S6kanden bor vidare lata utfirdande myn-
dighet ta ansiktsbild och fingeravtryck vid utlimnande av den statliga e-
legitimationen, om myndigheten begér det.

Regeringen ser inte nagot behov av att i lagen reglera att en utfardande
myndighet bor fi ta sdkandens signatur digitalt, som Sveriges ambassad i
Washington efterfragar.

I avsnitt 9.4 lamnar regeringen forslag pd i vilka situationer person-
uppgifter i form av ansiktsbild och fingeravtryck bor fa behandlas i en
utfardande myndighets verksambhet.

Grundldggande krav bor finnas i lag och undantag i forordning

Det bor vara mojligt att gora undantag fran skyldigheten att 14ta utfardande
myndighet ta sbkandens fingeravtryck. Undantag kan t.ex. avse barn som
ar 1 en viss alder och personer som har skador pé fingrarna (se t.ex.
prop. 2008/09:132 s. 10 och 11). Det beddms dock vara tillréckligt att
sadana undantag meddelas i forordning eller genom myndighetsfore-
skrifter. I lagen bor det déarfor inforas en bestimmelse om att regeringen
eller den myndighet som regeringen bestimmer ska fa meddela fore-
skrifter om undantag fran skyldigheten att lata utfirdande myndighet ta
fingeravtryck.

Vidare bor lagen innehdlla en upplysning om att regeringen eller den
myndighet som regeringen bestimmer kan meddela foreskrifter om e-
legitimationens innehdll, bérare, utformning i 6vrigt och aktivering.
Sadana foreskrifter kan t.ex. avse vilken tillitsniva e-legitimationen ska ha
och den nirmare utformningen av e-legitimationen, exempelvis vilken
fysisk handling som e-legitimationen ska finnas pa. Det kan t.ex. avse fore-
skrifter om att den statliga e-legitimationen kan placeras pé ett identi-
tetskort som utfardas av en passmyndighet for medborgare eller, for 6vriga
personkategorier, pd ett kort som i friga om utformning och innehall
motsvarar ett sddant kort. Att en e-legitimation aktiveras innebér att den
rent praktiskt blir tillgénglig for innehavaren att anvénda, t.ex. genom en
mobilapplikation.
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8.4 Avslag av ansokan och utfirdande av statlig e-
legitimation

Regeringens forslag

En ansdkan om en statlig e-legitimation ska avslas om de krav som
framgar av den nya lagen eller foreskrifter som har meddelats i
anslutning till lagen inte &r uppfyllda och sékanden inte har f6ljt en
uppmaning att rétta till bristen. I annat fall ska den statliga e-legitima-
tionen utfardas och skyndsamt ldmnas ut till sokanden.

Utredningens forslag

Forslaget fran utredningen stimmer i sak dverens med regeringens. Utred-
ningen foreslar att bestimmelserna om att den statliga e-legitimationen
skyndsamt ska ldmnas ut till s6kanden ska regleras i forordning.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. AB Svenska pass, Bolagsverket,
Socialstyrelsen, Statens servicecenter och Vixjo kommun, tillstyrker eller
har inga synpunkter pa forslaget. Patent- och registreringsverket anser att
det bor dvervigas om utfardandet av en e-legitimation bor féregas av en
registerkontroll. Myndigheten foresprékar att tidigare brottslighet, t.ex.
missbruk av e-legitimation, bedrageriforsdk och liknande, ska hindra att
en statlig e-legitimation utfiardas. Skatteverket anser att en ansdkan ska
kunna avslas om forutsédttningarna for aterkallelse pa grund av sdkerhets-
skal dr uppfyllda.

Skilen for regeringens forslag

En ansdkan om pass eller nationellt identitetskort ska avslas om de bestim-
melser som géller for ansdkan inte har iakttagits och sékanden inte har foljt
uppmaningen att avhjilpa bristen (7 § 1 passlagen och 8 § forordningen
om nationellt identitetskort). En ansékan om identitetskort for folkbok-
forda i Sverige ska vidare avslds om sokanden inte hor till den personkrets
som kan fa identitetskortet. Den ska ocksé avslas om det som anges i lagen
eller som har foreskrivits av regeringen i fraga om ansdkan inte har
iakttagits och sdkanden inte har foljt en uppmaning att avhjélpa bristen
(4 § lagen om identitetskort for folkbokforda i Sverige).

En motsvarande reglering om nir en ansdkan ska avslas bor inforas for
den statliga e-legitimationen. En ans6kan om en statlig e-legitimation bor
dérfor avslas om de krav som framgér av den nya lagen eller foreskrifter
som har meddelats i anslutning till lagen inte 4r uppfyllda och s6kanden
inte har f6ljt en uppmaning att rétta till bristen. Om samtliga krav ddremot
ar uppfyllda bor en statlig e-legitimation utfdardas och skyndsamt ldmnas
ut till sokanden.

Nagot forslag om att tidigare brottslighet ska utgdra hinder for utfar-
dande av en statlig e-legitimation, som Patent- och registreringsverket
efterfrdgar, har inte remitterats. Regeringen anser att det saknas
beredningsunderlag for att infora ett sddant hinder mot utfirdande av en



statlig e-legitimation inom ramen for detta lagstiftningsarbete.
Skatteverket foreslar att en ansokan ska kunna avslas om forutsittningarna
for aterkallelse pé grund av sékerhetsskal ar uppfyllda redan vid ansékan.
En sddan grund for avslag av en ansdkan finns inte for de fysiska
identitetshandlingarna. Enligt regeringens uppfattning finns det for
nédrvarande inte anledning att infora en sddan grund for avslag vid ans6kan
av en statlig e-legitimation.

8.5 En statlig e-legitimation ska ha en begriansad
giltighetstid

Regeringens forslag

Den statliga e-legitimationen ska ha en giltighetstid om fem ar. Om
sokanden inte har fyllt tolv ar ska giltighetstiden vara tre &r.

Regeringen eller den myndighet som regeringen bestimmer ska fa
meddela foreskrifter om att den statliga e-legitimationen i sarskilt
angivna fall ska ha en kortare giltighetstid.

Utredningens forslag

Forslaget fran utredningen stimmer i sak dverens med regeringens. Utred-
ningen foreslar att giltighetstiden ska regleras i férordning.

Remissinstanserna

Samtliga remissinstanser tillstyrker eller har inga synpunkter pa forslaget.

Skilen for regeringens forslag

Ett identitetskort for folkbokforda i Sverige #r giltigt i hogst fem ar. Aven
pass och nationellt identitetskort dr som huvudregel giltiga i fem ar. For
sokande under tolv ar begrinsas giltighetstiden dock till hogst tre ar.
Giltighetstiden har ansetts vara av stor betydelse ur ett sékerhetspers-
pektiv, eftersom innehavarens utseende fordndras over tid. Barns utseende
genomgar vidare vidsentliga fordandringar under uppvéxtaren, vilket kan
gora det svart att avgora om ansiktsbilden verkligen forestéller inneha-
varen efter en tid. Eftersom detta dkar risken for att barns identitetshand-
lingar missbrukas har det ansetts motiverat med en kortare giltighetstid for
barn, trots att det kan medfora vissa praktiska svarigheter och 6kade kost-
nader for barnfamiljer (prop. 2015/16:81 s. 20-22).

Det saknas skdl att ha en annan giltighetstid for den statliga e-
legitimationen &n den som giller for andra identitetshandlingar.
Giltighetstiden for den statliga e-legitimationen bor dérfor vara hogst fem
ar. For barn under tolv ar bor giltighetstiden dock vara hogst tre ar.
Regeringen anser att huvudregeln om giltighetstiden for den statliga e-
legitimationen 4r av sddan central betydelse att den bor anges direkt i lagen
(jfr prop. 1977/78:156 s. 42 och 43). Regeringen eller den myndighet som
regeringen bestimmer bor dock fA meddela foreskrifter om att den statliga
e-legitimationen i sérskilt angivna fall ska ha en kortare giltighetstid. Det
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kan t.ex. behdvas om den statliga e-legitimationen placeras pa en statlig
identitetshandling med en kortare giltighetstid. Om e-legitimationen
placeras pa det nationella identitetskortet kan giltighetstiden behdva
begrénsas till den tidpunkt nédr en person kan antas forlora sitt svenska
medborgarskap, se 5 § forordningen om nationella identitetskort.

8.6 En statlig e-legitimation ska 1 vissa fall kunna
aterkallas och spérras

Regeringens forslag

En statlig e-legitimationen ska &terkallas och spérras om

— det fanns hinder mot att utfirda e-legitimationen vid tiden for
utfardandet och hindret fortfarande bestér,

— ndgon visentlig uppgift som e-legitimationen innehaller ar felaktig,

— det dr nddviandigt av sdkerhetsskal,

— den é&r utfirdad pa en fysisk identitetshandling som déirefter har
upphort att gilla, eller

— innehavaren har avlidit.

En statlig e-legitimation ska vidare kunna aterkallas och spérras pa
begéran av innehavaren. Om begéran avser ett barn under arton ar ska
vardnadshavares medgivande kriavas, om det inte finns synnerliga skal
for aterkallelsen och spérren.

En statlig e-legitimation ska ocksa spérras i samband med att en ny
lamnas ut till s6kanden eller nir giltighetstiden har 16pt ut.

Lagen ska innehalla en upplysning om att regeringen eller den myn-
dighet som regeringen bestimmer kan meddela ytterligare foreskrifter
om forfarandet vid dterkallelse och spérr av statlig e-legitimation.

Utredningens forslag

Forslagen fran utredningen stimmer delvis Overens med regeringens.
Utredningen foreslar att vissa utpekade situationer ska foranleda éter-
kallelse och spérr pa grund av sikerhetsskél. Utredningen foreslar vidare
att aterkallelse och spérr ska ske om e-legitimationen inte har aktiverats
inom sex manader fran att ansdkan gjordes. Utredningen foreslar inte att
den statliga e-legitimationen ska aterkallas och sparras om den ar utfardad
pa en fysisk identitetshandling som dérefter har upphdrt att gilla. Utred-
ningen foreslar inte heller nagon bestimmelse om vérdnadshavares
medgivande for aterkallelse och spérr. Utredningen foreslér slutligen att
en statlig e-legitimation ska spdrras senast i samband med att en ny
utférdas.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Arbetsformedlingen, Falkopings
kommun, Forsdkringskassan, Linsstyrelsen i Blekinge ldn, Statens tjdns-



tepensionsverk och Totalférsvarets forskningsinstitut, tillstyrker eller har
inga synpunkter pa forslaget.

Riksférbundet for barn, unga och vuxna med intellektuell funktionsned-
sdittning anser att sparren av en e-legitimation bor kunna hévas nér en be-
drégerisituation inte ldngre dr aktuell eller att innehavaren annars ska
erbjudas en ny kostnadsfri e-legitimation. Finansiell ID-Teknik BID AB
anser att dven brottsutredande myndigheter bor kunna éaterkalla och spérra
e-legitimationer fran samtliga utfardare vid misstanke om att de anvénds
vid brott. Svenska bankforeningen anser att det bor Overvdgas en
begrinsning i antal utfardade e-legitimationer som en person kan fa. Vid
upprepade forlustanmélningar bor det inte gé att bestélla en ny statlig e-
legitimation utan négon trovérdig forklaring till att den tidigare kommit
bort, menar foreningen. E-hdlsomyndigheten ser en risk for missbruk av
mdjligheten att spdrra en e-legitimation pa innehavarens begdran och
framhaller vikten av att det sdkerstills att begédran gors av rétt person.
Skatteverket anser att det finns andra sékerhetsskél &n de uppriaknade som
bor aktualisera en aterkallelse, t.ex. nir ndgon anvénder sin egen e-
legitimation som ett led i ett brottsligt forfarande.

Myndigheten for digital forvaltning avstyrker utredningens forslag om
att den statliga e-legitimationen ska spérras nir giltighetstiden har 16pt ut,
eftersom giltighetstiden kontrolleras vid autentisering med e-legitima-
tionen. Vidare dnskar myndigheten ett fortydligande av vad som avses
med aterkallelse av e-legitimation eftersom den fysiska béraren inte ska
lamnas tillbaka om e-legitimationen har spérrats eller blivit ogiltig.

Skilen for regeringens forslag
En statlig e-legitimation bér kunna dterkallas och spdrras

Den statliga e-legitimationen ska vara ett tillforlitligt bevis for innehava-
rens identitet. Den som erbjuder mojlighet till elektronisk identifiering
med en statlig e-legitimation ska kunna vara siker pa att den har utfardats
pa ritt sétt och att uppgifterna om innehavaren &r korrekta. En statlig e-
legitimation bor darfor kunna aterkallas i vissa fall.

En statlig e-legitimation som har aterkallats eller upphort att gélla bor
goras obrukbar genom att den spérras elektroniskt. Med sparr avses den
tekniska atgard som gor att e-legitimationen blir permanent obrukbar pa
grund av ett beslut om aterkallelse eller att e-legitimationen av andra skl
har upphdort att gilla.

Regeringen anser, till skillnad fran Finansiell ID-Teknik BID AB, att det
ar tillrackligt att utfirdande myndighet beslutar om aterkallelse och sparr
av den statliga e-legitimationen.

Det finns inget behov av att e-legitimationen ska aterldmnas efter att den
har éaterkallats och spérrats, oavsett om den tillhandahalls pa en egen fysisk
bérare eller en nationell identitetshandling, eftersom den kommer att bli
obrukbar efter sadana atgérder. I det senare fallet skulle identitetshandlingen
dessutom fortsatt kunna vara giltig 4&ven om e-legitimationen éterkallats och
sparrats.

Regeringen anser vidare, till skillnad fran Riksforbundet fér barn, unga
och vuxna med intellektuell funktionsnedsdttning, att det inte bor inforas
nagon mojlighet att hdva en spérr om det exempelvis skulle visa sig att
grunden for aterkallelse har upphort. Syftet med det skulle frimst vara att
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bespara den enskilde en ny ansdkningsprocess och att undvika
administration for utfairdande myndighet i samband med en ny ansdkan. En
sadan 16sning framstar dock inte som lamplig av sdkerhetsskal. Forslaget om
att den statliga e-legitimationen ska spérras i vissa fall hindrar dock inte
att det meddelas foreskrifter om tillfdllig begrinsning av innehavarens
anvéndning av den statliga e-legitimationen, t.ex. vid upprepade felslag-
ningar av inloggningsuppgifter (se avsnitt 8.7).

Det ligger utanfor detta lagstiftningsdrende att, som Finansiell ID-
Teknik BID AB efterfragar, foresld atgiarder for spérr av andra e-
legitimationer &n den statliga e-legitimationen. Svenska bankforeningen
framfor att det bor Overvdgas en begransning i antal utfirdade e-
legitimationer som en person kan fa. Enligt regeringens bedomning finns
det for narvarande inte anledning att infora en sddan begrénsning.

Den nya lagen bor innehélla en upplysning om att regeringen eller den
myndighet som regeringen bestimmer kan meddela ytterligare foreskrifter
om forfarandet vid aterkallelse och spérr av statlig e-legitimation. Sédana
foreskrifter kan t.ex. avse hur en begiran om éterkallelse frén innehavaren
ska vara utformad.

I det foljande redogors for de aterkallelsegrunder som regeringen anser
bor inforas och andra fall som bor leda till att en statlig e-legitimation
spérras.

Aterkallelse om det fanns hinder mot att utfiirda e-legitimationen

En statlig e-legitimation bor kunna aterkallas om det efter utfardandet visar
sig att det fanns hinder mot det vid tidpunkten for utfdrdandet och hindret
fortfarande bestar. En liknande bestimmelse finns for pass, det nationella
identitetskortet och identitetskortet for folkbokforda (jfr 12 § 8 passlagen,
9§ forordningen om nationellt identitetskort och 6§ lagen om
identitetskort for folkbokforda i Sverige). Det skulle t.ex. finnas grund for
aterkallelse om innehavaren har fitt en e-legitimation i en annan persons
namn (jfr prop. 2015/16:28 s. 55) eller om nagot annat av de krav som
stills i samband med ansokan inte var uppfyllt vid tiden for utfardandet
och det inte har blivit uppfyllt i efterhand (jfr prop. 1977/78:156 s. 48).

Aterkallelse om viisentliga uppgifter i den statliga e-legitimationen dir
felaktiga

Det bor finnas skl att aterkalla en statlig e-legitimation om den innehaller
vésentliga uppgifter som ér felaktiga. En liknande aterkallelsegrund finns
for identitetskort for folkbokforda i Sverige (6 § lagen om identitetskort
for folkbokforda i Sverige). Fordndrade uppgifter kan medfora att nya
sikerhetsoverviganden maste goras eller att forutsattningarna for utfardan-
de inte lingre kan anses vara uppfyllda, &ven om de var det nir e-legitima-
tionen utfirdades. Sé kan exempelvis vara fallet vid namnbyte eller byte av
personnummer.

Aterkallelse om det dr nédvindigt av sikerhetsskdl

En statlig e-legitimation bor kunna &terkallas om sidkerhetsbrister upptacks
eller om det finns misstanke om att den anvénds i brottslig verksambhet.
Grund for aterkallelse kan t.ex. finnas nir ndgon annan &n den som e-
legitimationen &r utstélld till kan misstdnkas obehdrigen forfoga dver e-



legitimationen eller om den som e-legitimationen &r utstélld till sjidlv
anvénder den for brottslig verksamhet, exempelvis i en bulvansituation.
Regeringen anser, i likhet med Skatteverket, att mojligheten att aterkalla
en statlig e-legitimation av sékerhetsskél inte bor vara begransad till vissa
i lagen angivna situationer.

Aterkallelse om den statliga e-legitimationen dr utfirdad pd en fysisk
identitetshandling som ddrefter har upphort att gdlla

Den statliga e-legitimationen ska kunna utférdas pa en fysisk identitets-
handling, t.ex. det nationella identitetskortet (se avsnitt 8.3). Om den
statliga e-legitimationen har utfardats pa en fysisk identitetshandlingen
som dérefter har upphdrt att gélla, t.ex. om giltighetstiden har gatt ut eller
den har aterkallats, bor den statliga e-legitimationen &terkallas och spérras.

Aterkallelse efter begiiran firdn innehavaren eller nir innehavaren avlidit

Den statliga e-legitimationen bor kunna aterkallas efter begéran av inne-
havaren, t.ex. om béraren av e-legitimationen kommit bort, jfr 5 kap. 1 §
Polismyndighetens foreskrifter och allmédnna rdd om pass och nationellt
identitetskort (PMFS 2021:3, FAP 530-1).

Det ar givetvis av stor vikt att det sékerstélls, som E-hdlsomyndigheten
papekar, att en sddan begéran gors av den som e-legitimationen ar utstélld
till. Den nérmare reglering som behovs for forfarandet vid en sédan
begédran bor dock regleras i forordning eller myndighetsforeskrifter.

P4 samma sétt som for ansokan av en statlig e-legitimation bor det
krévas vardnadshavares medgivande for aterkallelse och spérr av en statlig
e-legitimation som ar utfardad till ett barn, om det inte finns synnerliga
skl for att 4nda édterkalla och spérra e-legitimationen. Det bor bl.a. anses
finnas synnerliga skidl om en av fordldrarna é&r tillfdlligt forhindrad att
lamna sitt medgivande, t.ex. pa grund av sjukdom, och det dr uppenbart att
dennes medgivande annars skulle ha ldmnats (jfr avsnitt 8.2). Det kan
ocksd finnas situationer dir &terkallelse och spirr bdor ske utan
vardnadshavares medgivande, t.ex. om e-legitimationen anvinds i
brottslig verksamhet och den enskilde skulle lida skada om &terkallelsen
och spérren skulle droja.

Regeringen anser slutligen att en e-legitimation dven bor kunna ater-
kallas om innehavaren avlidit.

En statlig e-legitimation bér spdrras i samband med att en ny ldmnas ut
och ndr giltighetstiden Iopt ut

Utredningen har foreslagit att en statlig e-legitimation ska spérras innan en
ny e-legitimation utfardas, exempelvis i ett fall dd den enskilde ansoker
om en ny e-legitimation innan giltighetshetstiden har 16pt ut. Regeringen
anser att det bor finnas en sddan mojlighet till sparr av sdkerhetsskal och
for att det inte ska vara mojligt att inneha fler &n en statlig e-legitimation
samtidigt. Av samma skil bor en statlig e-legitimation alltid spérras nér
giltighetstiden 16pt ut, till skillnad frén vad Myndigheten for digital
forvaltning anser. Regeringen anser dock att sparr i samband med
utfdrdande av en ny e-legitimation bor ske vid utlimnande av den nya e-
legitimationen. P& sa sitt riskerar inte den enskilde att vara utan e-
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legitimation under tiden mellan utfdrdandet och utlimnandet av den nya
e-legitimationen.

Det saknas skdl att dterkalla en statlig e-legitimation pd grund av att den

inte har tagits i bruk inom en viss tid

Regeringen anser, till skillnad frén utredningen, att det inte finns behov av
att aterkalla en e-legitimation pa grund av att den inte har aktiverats inom
sex manader fran tiden for ansokan.

8.7 Anvindningen av den statliga e-legitimationen

Regeringens forslag

Regeringen eller den myndighet som regeringen bestimmer ska fa
meddela foreskrifter om villkor for anvéndningen av den statliga e-
legitimationen.

Utredningens forslag

Forslaget fran utredningen stimmer i sak dverens med regeringens. Utred-
ningens forslag har en annan redaktionell utformning.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Arbetsformedlingen, Finans-
inspektionen, Helsingborgs kommun och Sikerhetspolisen, tillstyrker eller
har inga synpunkter pa forslaget. Myndigheten for digital forvaltning anser
att det ar oklart om bemyndigandet innefattar en rétt att foreskriva om
anviandning av biometriska uppgifter. Konkurrensverket anser att det
behovs ett fortydligande om hur utfirdande myndighet far agera gentemot
privata aktorer som vill erbjuda sina anvindare mdjlighet att legitimera sig
med den statliga e-legitimationen. S&dana aktdrer har inte mojlighet att
anskaffa tjdnsten genom auktorisationssystem, papekar myndigheten.

Skilen for regeringens forslag

Regeringen beddmer att den statliga e-legitimationen bor anslutas till ett
auktorisationssystem enligt lagen om auktorisationssystem i fraga om
tjanster for elektronisk identifiering och for digital post. Den kommer da
att bli en av de tjanster for elektronisk identifiering som statliga
myndigheter under regeringen i vissa fall méste anvinda i sina néttjanster
(se avsnitt 7.1). Utover den anvandning som kommer att folja av auktorisa-
tionssystemet kan den statliga e-legitimationen dven komma att anvéndas
i privata aktorers nittjéanster.

Syftet med en statlig e-legitimation &r frémst att den ska kunna anvéndas
for identifiering. Mot bakgrund av de risker som finns med anvéndningen,
bl.a. risken for obehorig anviandning, kan det finnas anledning att meddela
foreskrifter om villkor 1 frdga om vilka situationer den statliga e-legiti-
mationen ska kunna anvéndas. Det kan t.ex. behova regleras vilka krav
som ska stéllas for att en aktdr, offentlig eller privat, ska f4 anvinda



identifiering med den statliga e-legitimationen i sin néttjanst, men dven
meddelas villkor for enskildas anvédndning. Sadana villkor kan behdva
stidllas for att sdkerstélla att den statliga e-legitimationen inte anvénds i
oseridsa sammanhang. Ett annat villkor for 6kad sékerhet kan exempelvis
vara kontroll av biometriska uppgifter i samband med identifiering eller
vid betalningstransaktioner. Det bor dven ges mojlighet att meddela
foreskrifter om att tillfalligt begrdnsa innehavarens anvidndning av den
statliga e-legitimationen, t.ex. vid upprepade felslagningar av inlogg-
ningsuppgifter (se avsnitt 8.6). Regeringen eller den myndighet som
regeringen bestimmer bor dédrfor f& meddela foreskrifter om anvénd-
ningen av den statliga e-legitimationen.

Under vilka forutséttningar privata aktorer kommer att f4 anvénda den
statliga e-legitimationen for identifiering i sina néttjanster, som Konkur-
rensverket efterfragar ett fortydligande av, ar en sddan fraga som kan re-
gleras i férordning eller myndighetsforeskrifter.

8.8 Utfdardande myndighet

Regeringens forslag

Den statliga e-legitimationen ska utfdrdas av utfirdande myndighet.
Utfardande myndighet ska fullgéra de uppgifter som anges i den nya
lagen och foreskrifter som har meddelats i anslutning till lagen.
Polismyndigheten ska vara utfirdande myndighet inom riket.
Utom riket ska beskickningar och karridrkonsulat fullgéra uppgifter
som utfardande myndighet i den utstrickning som beslutas av rege-
ringen eller den myndighet som regeringen bestimmer.

Utredningens forslag

Forslaget fran utredningen stdmmer delvis dverens med regeringens.
Utredningen foreslar att det ska utses identitetskontrollerande myndighet
och utfardande myndighet pé forordningsniva.

Remissinstanserna

Ingen remissinstans yttrar sig sérskilt dver forslaget om att regeringen ska
fé utse utfardande myndighet. Flera remissinstanser, bl.a. Afasiforbundet i
Sverige, Diskrimineringsombudsmannen, Forsvarsmakten, Forsdkrings-
kassan, Polismyndigheten, Svensk Handel, Sveriges advokatsamfund och
Sékerhetspolisen anser att samma myndighet bor ansvara for grundidenti-
fiering och utfirdande av e-legitimationen. Négra myndigheter, bl.a.
Svensk handel, forordar att Polismyndigheten ska utses till utfirdande
myndighet.

Skilen for regeringens forslag

I avsnitt 8.2 foreslar regeringen att det ska goras en kontroll av sokandens
identitet i samband med en ansdkan om statlig e-legitimation. Det finns en
upparbetad kunskap hos flera befintliga myndigheter som bor utnyttjas vid
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valet av utfirdande myndighet. Det finns t.ex. myndigheter som har
kunskap om hur identitetskontroller ska géras och som arbetar med att
motverka identitetsrelaterad brottslighet. Det finns dven erfarenhet av bl.a.
den hantering av ansiktsbild och fingeravtryck som regeringen foreslar i
avsnitt 9.4, och som kraver sérskild sdkerhet i processen.

Polismyndigheten ansvarar i dag for utfardandet av pass och nationellt
identitetskort inom riket. Utom riket ansvarar bl.a. beskickningar och ka-
rridrkonsulat for utfairdandet av dessa identitetshandlingar (2 § passlagen
och 1§ forordningen om nationellt identitetskort). Polismyndigheten,
beskickningarna och karridrkonsulaten har diarigenom en upparbetad kun-
skap och tillgéng till utrustning for att hantera utfirdandet av nationella
identitetshandlingar. Regeringen bedémer mot denna bakgrund, i likhet
med Svensk handel, att det ar lampligt att dessa myndigheter dven ansvarar
for utfardandet av den statliga e-legitimationen. Den statliga e-legiti-
mationen ska dessutom kunna utférdas pa en nationell identitetshandling,
vilket dven talar for att uppgiften ges till dessa myndigheter. Polis-
myndigheten bor alltsa vara utfdrdande myndighet inom riket. Utom riket
bor beskickningar och karridrkonsulat fullgéra uppgifter som utfardande
myndighet i den utstrickning som beslutas av regeringen eller den
myndighet som regeringen bestimmer.

Genom den valda l6sningen kommer en myndighet att ansvara for savél
grundidentifieringen som utfirdandet av e-legitimationen, vilket férordas
av ménga remissinstanser, bl.a. Forsvarsmakten och Sveriges advokat-
samfund. Forslaget utgér dock inte ndgot hinder for att den utfdrdande
myndigheten kan ingd serviceavtal med en annan myndighet om att for
dennes rikning lamna upplysningar, vigledning, rad och i &vrigt hand-
lagga forvaltningsdrenden enligt lagen (2019:212) om viss gemensam
offentlig service.

De myndigheter som kommer att ansvara for utfdrdandet av den statliga
e-legitimationen bor i lagen kallas for utfirdande myndighet.

8.9 Ansokan om en statlig e-legitimation ska
avgiftsbeldggas

Regeringens forslag

Utfiardande myndighet ska fa ta ut avgifter for ansokan om en statlig e-
legitimation.

Regeringen eller den myndighet som regeringen bestimmer ska fa
meddela foreskrifter om avgifterna.

Utredningens forslag

Forslagen fran utredningen stimmer i huvudsak 6verens med regeringens.
Utredningen foreslar inte ndgot bemyndigande for foreskrifter om
avgifterna.



Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Diskrimineringsombudsmannen,
Ekonomistyrningsverket, Kommerskollegium, Polismyndigheten och Upp-
handlingsmyndigheten, tillstyrker eller har inga synpunkter pa forslaget.
Négra remissinstanser, bl.a. Afasiférbundet i Sverige och Funktionsrditt
Sverige, anser att det inte bor tas ut ndgon avgift eftersom det riskerar att
leda till att vissa grupper som saknar ekonomiska forutséttningar inte
kommer att ansdka om en statlig e-legitimation.

Skiilen for regeringens forslag

Uppgiften att utfirda den statliga e-legitimationen ska enligt forslaget
laggas pa statliga myndigheter (se avsnitt 8.8). Regeringen beddmer, till
skillnad fran bl.a. Funktionsrdtt Sverige, att verksamheten med den statliga
e-legitimationen bor avgiftsfinansieras. Regeringen eller den myndighet
som regeringen bestimmer bor fa meddela foreskrifter om avgifterna for
ansOkan om statlig e-legitimation. Det kan t.ex. rora sig om storleken pa
avgifterna. Det skulle ockséd kunna vara aktuellt med olika avgifter om e-
legitimationen placeras pd olika béarare. Avgifterna kan dven behova
anpassas och samordnas med befintliga avgifter om e-legitimationen
placeras pa en nationell identitetshandling.

Huvudregeln enligt avgiftsforordningen (1992:191) ar att avgifter ska
berdknas sa att de helt ticker verksamhetens kostnader (full kostnads-
tackning). Till skillnad frén utredningen anser regeringen att huvudregeln
om full kostnadstdckning bor foljas. Regeringen bedomer vidare att avgif-
ternas niva inte kommer att bli sd hog att det kommer att paverka viljan
eller mojligheterna for majoriteten av befolkningen att ansdka om en
statlig e-legitimation. Som bl.a. Afasiforbundet i Sverige papekar kan vissa
grupper dock komma att se avgiften som ett hinder for att skaffa en statlig
e-legitimation. De som saknar ekonomiska forutsittningar bor dock ha
mojlighet att ansdka om ekonomiskt bistand till en statlig e-legitimation.

9 Personuppgiftsbehandling 1
verksamheten med den statliga e-
legitimationen

9.1 Bestimmelser om personuppgiftsbehandling i
den nya lagen om statlig e-legitimation och
elektronisk identifiering

Regeringens forslag

Bestimmelserna om personuppgiftsbehandling i den nya lagen ska
komplettera EU:s dataskyddsforordning.

Vid behandling av personuppgifter enligt lagen ska dataskyddslagen
och foreskrifter som har meddelats i anslutning till dataskyddslagen
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gélla, om inte annat foljer av den nya lagen eller foreskrifter som har
meddelats i anslutning till den.

Varje utfirdande myndighet ska vara personuppgiftsansvarig for den
behandling av personuppgifter som myndigheten sjalv utfor. Polismyn-
digheten ska vara personuppgiftsansvarig for behandling av person-
uppgifter i registret 6ver drenden om statlig e-legitimation.

Utredningens forslag

Forslagen frén utredningen stimmer i sak Overens med regeringens.
Utredningen foreslar att personuppgiftsansvariga myndigheter ska pekas
ut i forordning.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Kammarkollegiet, Svenska bank-
foreningen, Sikerhetspolisen och Aklagarmyndigheten, tillstyrker eller har
inga synpunkter pa forslaget. Flera remissinstanser, bl.a. Ldnsstyrelsen i
Gavleborgs lin, framfor att nadgot personuppgiftsbitrddesforhallande inte
borde aktualiseras. Ldnsstyrelsen i Stockholms ldn framfor att det borde
vara tillrdckligt att precisera dndamélen for respektive myndighets
behandling av personuppgifter for att ansvarsfordelningen ska vara tydlig.
Sveriges advokatsamfund anser att bestimmelserna om personuppgifts-
ansvar behover vara tydligare och precisera vad berérda myndigheter
ansvarar for. Myndigheten for digital férvaltning anser att utfirdande
myndighet bor ges ritt att meddela foreskrifter om personuppgiftsbitriades-
avtal.

Integritetsskyddsmyndigheten framfor att det behovs en redogorelse for
om de parter som kommer att erbjuda néttjanster dar den statliga e-
legitimationen anvénds kommer att behandla personuppgifter och i sa fall
om det finns grund fér sddan behandling. Aven Patent- och registrerings-
verket framfor en liknande synpunkt. Myndigheten menar att de som
erbjuder néttjinster behdver spara atminstone personnummer for att e-
legitimationen 6ver tid ska fungera.

Skilen for regeringens forslag
Utfdrdande myndigheter fir behandla personuppgifter

Utfardande myndigheter kommer att behandla personuppgifter i verksam-
heten med den statliga e-legitimationen. Bestimmelser om behandling av
personuppgifter finns i Europaparlamentets och radets forordning (EU)
2016/679 av den 27 april 2016 om skydd for fysiska personer med
avseende pa behandling av personuppgifter och om upphdvande av
direktiv 95/46/EG (allmén dataskyddsforordning), i fortsittningen EU:s
dataskyddsforordning, och i1 lagen (2018:218) med kompletterande
bestdmmelser till EU:s dataskyddsforordning, i fortsdttningen data-
skyddslagen.

En forutsittning for att EU:s dataskyddsforordning ska vara tillaimplig
ar att personuppgifter behandlas. Med personuppgifter avses varje upp-
lysning som avser en identifierad eller identifierbar fysisk person som ar i
livet. Det avgérande dr om den personuppgiftsansvarige eller nagon annan



kan knyta den aktuella uppgiften, ensamt eller i kombination med andra
uppgifter, till en individ (se artikel 4.1 och skél 26 och 27 i EU:s data-
skyddsforordning). Behandling dr ett brett begrepp och omfattar exem-
pelvis insamling, registrering, lagring, bearbetning, framtagning, ldsning,
utlimnande genom &verforing, spridning, radering eller forstoring (arti-
kel 4.2). Av artikel 6 1 EU:s dataskyddsforordning framgér att all behan-
dling av personuppgifter ska vila pa en rattslig grund. Utan réttslig grund
ar behandlingen inte tilldten. Réttslig grund finns bl.a. om behandlingen &r
nodvéndig for att fullgéra en rattslig forpliktelse (artikel 6.1 c), for att
utfora en uppgift av allmént intresse eller som ett led i den personupp-
giftsansvariges myndighetsutovning (artikel 6.1 ¢). Den grund for
behandlingen som avses i artikel 6.1 ¢ och e ska enligt artikel 6.3 fast-
stillas i enlighet med unionsritten eller en medlemsstats nationella rétt
som den personuppgiftsansvarige omfattas av.

Enligt artikel 6.3 i EU:s dataskyddsforordning ska syftet med behand-
lingen, i fraga om behandling enligt artikel 6.1 e, vara nddvéndig for att
utfora en uppgift av allmint intresse. Andamélet med varje enskild
behandling méste vara nodviandig for att utfora den faststdllda uppgiften.
Detta krav pa samband framgar dven av artikel 5.1 b, dér det anges att de
sarskilda &ndamaélen ska vara beréttigade.

Biometriska uppgifter for att entydigt identifiera en fysisk person far
som huvudregel inte behandlas (artikel 9.1) och ar att betrakta som kéns-
liga uppgifter, se 3 kap. 2 § dataskyddslagen. Undantag géller bl.a. om
behandlingen dr nddvédndig med hénsyn till ett viktigt allmént intresse
(artikel 9.2 g). Personnummer och samordningsnummer far behandlas
utan samtycke endast nér det ar klart motiverat med hénsyn till &ndamalet
med behandlingen, vikten av en sédker identifiering eller ndgot annat
beaktansvart skl (3 kap. 10 § dataskyddslagen).

Artikel 10 i EU:s dataskyddsforordning innehéller sirskilda bestimmel-
ser om behandling av personuppgifter som ror fillande domar i brottmal
och overtradelser eller dirmed sammanhéngande sékerhetsatgérder (per-
sonuppgifter som ror lagdvertriadelser). Utover de villkor som giller vid
all behandling av personuppgifter giller att personuppgifter som ror lag-
overtradelser endast far behandlas under kontroll av en myndighet eller
om behandlingen é&r tilliten enligt unionsritten eller medlemsstaternas
nationella rétt, dar lampliga skyddsatgérder for de registrerades rattigheter
och friheter faststills. Ett fullstdndigt register 6ver fallande domar i brott-
mal far endast féras under kontroll av en myndighet.

En utfirdande myndighets behandling av personuppgifter kommer bl.a.
att avse sdkandens namn, person- eller samordningsnummer, medborgar-
skap och ansiktsbild. For underériga kommer det &ven att avse uppgifter
om vardnadshavare. Myndigheten kan &dven komma att behandla
personuppgifter som ror lagdvertradelser i samband med aterkallelse och
spérr av en statlig e-legitimation. Behandlingen &r nddvéndig for att en
utfdrdande myndighet ska kunna fullgéra den nya lagens krav avseende
handldggning av drenden om statlig e-legitimation. Det giller bade den
behandling som utfors inom ramen for enskilda drenden och den som sker
i myndighetens register. Behandlingen av personuppgifter kommer alltsa
att grundas pé en rittslig forpliktelse som foljer av lag. Behandlingen av
personnummer och samordningsnummer ar bl.a. nédvéndig for att till-
godose behovet av en sdker identifiering (jfr 3 kap. 10 § dataskyddslagen).
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Handldggningen av drenden om statlig e-legitimation kommer vidare att
innefatta myndighetsutdvning och behandlingen &r dérfor &ven nodvéndig
som ett led i myndighetsutdvning. Att uppgiften foljer av lag innebér att
den ocksa ska anses vara av allmént intresse (prop. 2017/18:105 s. 56
och 57). Behandlingen av personuppgifter dr dven nddvindig for att
sdkerstélla att den statliga e-legitimationen &r tillforlitlig och korrekt
utfardad. Regeringen gér mot denna bakgrund beddmningen att den
behandling av personuppgifter som behovs i verksamheten med den
statliga e-legitimationen &r proportionerlig i forhallande till de angivna
syftena, bl.a. att sékerstélla en sidker grundidentifiering och ett korrekt
utfairdande (se  vidare avsnitt 8.2och 9.4).  Behandlingen av
personuppgifter dr dérmed tilliten enligt EU:s dataskyddsforordning,
dataskyddslagen och de foreskrifter som har meddelats med stod av lagen.
Detta giller dven behandlingen av biometriska uppgifter (se avsnitt 9.4).

Personuppgiftsansvaret bér framgad av lagen

EU:s dataskyddsforordning tilldter nationella bestimmelser som anger
vilken eller vilka myndigheter som ska ha personuppgiftsansvaret fér en
viss behandling av personuppgifter (artikel 4.7). Eftersom flera myndig-
heter kommer att vara involverade i verksamheten med den statliga e-
legitimationen bor det, till skillnad fran vad Ldnsstyrelsen i Stockholms lén
anser, framga tydligt i lagen vilka myndigheter som &r personuppgifts-
ansvariga for behandlingen av personuppgifter.

I verksamheten med den statliga e-legitimationen kommer personupp-
gifter att behandlas vid handldggningen av enskilda drenden och i registret
over drenden om statlig e-legitimation. Som huvudregel boér den myn-
dighet som bestimmer 6ver personuppgiftsbehandlingen ocksa ansvara for
behandlingen, om det inte finns skédl for ndgot annat (jfr t.ex.
prop. 2014/15:148 s. 3234 och prop. 2015/16:65 s. 55).

I avsnitt 8.8 foreslar regeringen att Polismyndigheten ska vara utfar-
dande myndighet inom riket och att beskickningar och karridrkonsulat, i
den utstrackning som regeringen bestimmer, ska fullgéra uppgifter som
utfirdande myndighet utom riket. Savil Polismyndigheten som beskick-
ningarna och karridrkonsulaten &r sjdlvstindiga myndigheter. En
utfirdande myndighet kommer att skota de uppgifter och utféra den
personuppgiftsbehandling som f6ljer av lagen. Detta talar for att varje
myndighet ocksa ska ansvara for den personuppgiftsbehandling som myn-
digheten utfor. Till skillnad fran Sveriges advokatsamfund anser regerin-
gen att personuppgiftsansvaret kopplat till varje specifik uppgift inte
behdver preciseras i lagen. Regeringen anser mot denna bakgrund att det i
lagen bdr anges att varje utfirdande myndighet ska vara personuppgifts-
ansvarig for den behandling av personuppgifter som myndigheten sjilv
utfor. Eftersom Polismyndigheten ska ansvara for registret 6ver drenden
om statlig e-legitimation bor det i lagen &ven anges att myndigheten
ansvarar for personuppgiftsbehandlingen i registret (se avsnitt 9.3).

Flera remissinstanser, bl.a. Ldnsstyrelsen i Gdvleborgs ldin, framfor att
nagot personbitrddesforhallande inte borde aktualiseras. Vem som é&r att
betrakta som personuppgiftsbitridde foljer av EU:s dataskyddsférordning
(se t.ex. artikel 28). Regeringen anser darfor, till skillnad fran Myndigheten
for digital forvaltning, att fragan inte behover regleras sirskilt. Det maste



vara upp till den personuppgiftsansvarige att bedéma vem som é&r att
betrakta som personuppgiftsbitride och se till att nddvandiga avtal finns.

Offentliga aktorer som erbjuder ndittjinster kommer ocksd att behandla
personuppgifter

Som bl.a. Integritetsskyddsmyndigheten framfor kommer offentliga
aktorer som erbjuder nittjinster med mdjlighet till legitimering med e-
legitimation sannolikt att behandla personuppgifter. Sddan person-
uppgiftsbehandling sker dock redan i dessa aktérers verksamhet. De
forslag som regeringen ldmnar i denna lagradsremiss innebér inte ndgon
tillkommande personuppgiftsbehandling for offentliga aktdrer. Det finns
déarfor inte anledning att redogdra for offentliga aktdrers person-
uppgiftsbehandling inom ramen for sina respektive verksamheter.

Grundldggande bestimmelser om personuppgiftsbehandling bor inforas
ilag

Skydd for den personliga integriteten vid behandling av personuppgifter
regleras dven i regeringsformen. Enligt 2 kap. 6 § andra stycket regerings-
formen &r var och en gentemot det allménna skyddad mot betydande
intrang i den personliga integriteten, om det sker utan samtycke och inne-
bar overvakning eller kartldggning av den enskildes personliga férhallan-
den. Begreppet personliga forhéllanden har samma innebdrd som i sekre-
tesslagstiftningen och omfattar bl.a. namn och andra identifikations-
uppgifter (prop. 2009/10:80 s. 177).

Avgorande for om en atgird ska anses innebdra Overvakning eller
kartldggning ar inte dess huvudsakliga syfte utan vilken effekt atgarden
har. Vid bedémningen av vilka atgdrder som kan anses utgéra betydande
intrang ska bl.a. atgdrdens omfattning och arten av det intrang atgérden
innebér beaktas (prop. 2009/10:80 s. 181 och 184). Grundlagsskyddet far
enligt 2 kap. 20 § forsta stycket regeringsformen endast begrinsas genom
lag. Det stills ocksé krav pa att begridnsningar endast far goras for att till-
godose dndamal som &r godtagbara i ett demokratiskt samhélle, se 2 kap.
21§ regeringsformen. Konstitutionsutskottet har 1 flera lagstift-
ningsidrenden som rort myndigheters personuppgiftsbehandling framhallit
att malsdttningen bor vara att myndighetsregister med ett stort antal
registrerade och ett sérskilt kansligt innehall ska regleras séarskilt i lag (se
t.ex. bet. 1990/91:KU11 s. 11 och bet. 1997/98:KU18 s. 43). Regeringen
har vid éatskilliga tillfillen instimt i den bedémningen (se t.ex.
prop. 1999/2000:39 s. 78).

Utfiardande myndighets behandling av personuppgifter i verksamheten
med den statliga e-legitimationen kommer sannolikt att avse méanga per-
soner och didrmed omfatta dels ett stort antal uppgifter, dels flera
personliga identifikationsuppgifter, t.ex. namn, person eller samordnings-
nummer och medborgarskap. Utfirdande myndighet kommer ocksa att
behandla integritetskdnsliga uppgifter, sadsom ansiktsbild och
fingeravtryck med tillhdrande biometriska uppgifter. Behandlingen
kommer bl.a. att ske vid handldggningen av enskilda drenden och i
register. Mot denna bakgrund far behandlingen anses innebédra en sddan
kartlaggning av enskildas personliga forhdllanden som avses i 2 kap. 6 §
andra stycket, d&ven om syftet med behandlingen é&r ett annat.
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Bestdmmelsen i 2 kap. 6 § andra stycket regeringsformen omfattar en-
dast séddant intrang i den personliga integriteten som &r betydande. Vid
bedémningen av hur ingripande intranget anses vara i samband med
insamling, lagring och bearbetning eller utlimnande av uppgifter om
enskildas personliga forhéllanden &r det naturligt att stor vikt ldggs vid
uppgifternas karaktir och dndamalet med behandlingen. Dérutéver kan
mangden uppgifter vara en betydelsefull faktor i sammanhanget (jfr
prop. 2009/10:80 s. 183).

Andamalen med behandlingen av personuppgifter i verksamheten med
den statliga e-legitimationen &r bl.a. att mdojliggéra handlaggningen av
drenden om statlig e-legitimation, sdkerstélla att utfairdandet sker till rétt
person och dédrigenom motverka missbruk av e-legitimationen (se vidare
avsnitt 9.2 om dndamalen med personuppgiftsbehandlingen). Som anges
ovan kommer personuppgiftsbehandlingen att avse vissa personliga iden-
tifikationsuppgifter och ansiktsbild och fingeravtryck med tillhérande
biometriska uppgifter. Merparten av de uppgifter som kommer att
behandlas &r dock inte av kénslig karaktér. Vidare viljer den enskilde sjélv
om den vill ansdka om en statlig e-legitimation och kommer dé att ha
kdnnedom om vilka personuppgifter som en utfirdande myndighet
kommer att behandla med anledning av ansdokan. Mot denna bakgrund
anser regeringen att det inte ror sig om ett sddant betydande intréng i den
personliga integriteten att grundlagsskyddet i 2 kap. 6 § andra stycket
regeringsformen blir tilldimpligt. Eftersom utfirdande myndigheter
kommer att behandla en stor mangd uppgifter om enskilda i verksamheten
med den statliga e-legitimationen anser regeringen dock att ramarna for
behandlingen bor regleras i lag.

Férhallandet till EU:s dataskyddsforordning och dataskyddslagen bor
anges i lagen

Lagen om statlig e-legitimation och elektronisk identifiering foreslas inne-
hélla bestimmelser som kompletterar EU:s dataskyddsforordning. Att
lagen kompletterar forordningen bor anges i en sérskild bestimmelse i
lagen. Lagens hénvisningar till EU:s dataskyddsférordning bor vara
utformade pé sé sitt att de avser forordningen i den vid varje tidpunkt
géllande lydelsen, s.k. dynamisk hanvisning. Genom dynamiska héin-
visningar sakerstélls att eventuella &ndringar i férordningen far omedelbart
genomslag. Det kan dock inte uteslutas att den nya lagen 4nda kan behdva
dndras 1 samband med é&ndringar i EU:s dataskyddsforordning
(prop. 2017/18:105 s. 24). Det bor ocksa anges att vid behandling av per-
sonuppgifter som omfattas av EU:s dataskyddsforordning giller dven
dataskyddslagen och foreskrifter som har meddelats i anslutning till den
lagen, om inte annat foljer av lagen om statlig e-legitimation och elek-
tronisk identifiering eller foreskrifter som regeringen har meddelat i
anslutning till den lagen (jfr 1 kap. 6 § dataskyddslagen).



9.2 Andamaélen med personuppgiftsbehandlingen

Regeringens forslag

Personuppgifter ska f& behandlas av utfardande myndighet om det &r
nddvindigt for att

— handldgga drenden om statlig e-legitimation,

— fora ett register 6ver drenden om statlig e-legitimation, och

— vidta atgérder for en siker anvidndning av statliga e-legitimationer.

Personuppgifter som har samlats in for dessa @ndamal ska &ven fa

behandlas

— om det dr nddvindigt for att tillhandahalla information som behdvs
i Polismyndighetens verksamhet for att forebygga, forhindra eller
uppticka brottslig verksamhet, utreda eller lagféra brott, verkstilla
uppbord eller upprétthélla allmén ordning och sékerhet,

— om det dr noédvéndigt for att lamna ut uppgifter i enlighet med lag
eller forordning, och

— for andra 4ndamal, under forutsittning att uppgifterna inte behand-
las pa ett sétt som ar oforenligt med det &ndamal for vilket uppgif-
terna samlades in.

Kinsliga personuppgifter ska endast fa behandlas i verksamheten med
den statliga e-legitimationen om det &r absolut nddvéndigt for andamal-
et med behandlingen.

Utredningens forslag

Forslaget fran utredningen stdimmer i sak Overens med regeringens.
Utredningen foreslar en sérskild bestimmelse om att utfirdande myn-
dighet ska fa behandla personuppgifter om det dr nodvéndigt for att
kontrollera en sokandes identitet i samband med ansdkan. Utredningen
foreslar vidare att ordet databas ska anvéndas i stillet for register.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. AB Svenska pass, Diskrimine-
ringsombudsmannen, Internetstiftelsen och Vixjé kommun, tillstyrker
eller har inga synpunkter pé forslaget. Integritetsskyddsmyndigheten fram-
for att integritetsanalysen dven bor omfatta en redogorelse for vilka
skyddsatgéarder som kréavs for att behandlingen ska anses vara proportio-
nerlig, t.ex. om det gar att begransa mojligheten att ldmna uppgifter for
brottslighet av viss allvarlighetsgrad. Myndigheten for digital forvaltning
anser att dndamalen med personuppgiftsbehandlingen inte bor anges
uttryckligen, eftersom det foljer av de materiella bestimmelserna. Vidare
anser myndigheten att begreppet register bor anvéndas i stillet for databas.
Chalmers tekniska hdgskola AB framfor att det ar av vikt att det sdkerstills
att informationen i registret bara anvénds for nddvéndiga dndamal. Pen-
sionsmyndigheten framfor att det bor inforas bestimmelser, likt de i 1 kap.
6 § 2 lagen (2023:457) om behandling av personuppgifter vid Utbetal-
ningsmyndigheten, for att undvika fel och missbruk i samband med saval
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registrering som efter att e-legitimationen utfardats. Polismyndigheten
anser att brottsbekdmpande myndigheter behdver fa ta del av uppgifter hos
utfardande myndighet.

Skilen for regeringens forslag
Vad dr dndamadlsbestimmelser?

Forslagen i denna lagradsremiss innebér att utfairdande myndigheter kom-
mer att behdva behandla personuppgifter. En grundlaggande princip i EU:s
dataskyddsforordning dr att personuppgifter endast far samlas in for
sérskilda, uttryckligt angivna och berittigade &ndamél och att de inte
senare far behandlas pa ett sitt som &dr oforenligt med dessa @ndamaél
(artikel 5.1 b). Denna princip kallas i férordningen for principen om
dndamalsbegrinsning. Kravet pa att senare behandling inte far ske for
dndamal som &r ofdrenliga med insamlingsdndamalet brukar kallas for
finalitetsprincipen.

Principen om dndamélsbegransning ar central i det dataskyddsrattsliga
regelverket. Den innebér att den personuppgiftsansvarige méaste gora klart
for sig i vilket syfte personuppgifter samlas in. Mojligheten att senare be-
handla dessa personuppgifter for ett annat &ndamal &n det ursprungliga &r
begriansad (artikel 5.1 b). Den registrerade skyddas pd det séttet mot
ovéntad och integritetskrinkande behandling av de personuppgifter som
har samlats in.

EU:s dataskyddsférordning ger medlemsstaterna utrymme att infora
dndamalsbestimmelser i nationell rétt (artiklarna 6.2, 6.3, 6.4 och 23.2 a).
Om det inte finns sddana bestimmelser ska den personuppgiftsansvarige
sjdlv bestimma dndamalet med insamlingen av uppgifter. Provningen av
om en ny behandling av uppgifterna &r forenlig med detta &ndamal ska
dérefter goras direkt enligt forordningen. Enligt artikel 6.4 ska den
personuppgiftsansvarige dé beakta flera faktorer, bl.a. kopplingar mellan
dndamalet for insamlingen och det nya &ndamalet, forhallandet mellan den
registrerade och den personuppgiftsansvarige, uppgifternas art, konse-
kvenser for den registrerade och forekomsten av ldmpliga skyddsatgérder.

Ytterligare behandling av personuppgifter for arkivindamal av allmént
intresse, vetenskapliga eller historiska forskningsdndamal eller vissa stat-
istiska dndamal ska inte anses vara oforenlig med de ursprungliga &nda-
maélen (artikel 5.1 b).

Det finns olika typer av dndamdlsbestimmelser, primdra och sekunddra

De allra flesta registerforfattningar, dvs. forfattningar som innehaller sér-
skild reglering om framfor allt myndigheters personuppgiftsbehandling,
innehéller en reglering av tillditna dndamal for behandlingen av person-
uppgifter. Andamalsbestimmelserna brukar delas in i priméra och sekun-
dédra dndamal. Bestdmmelserna om primédra dndamal avser behovet av att
behandla personuppgifter i en myndighets egen verksamhet och anger for
vilka dandamal inom lagens tillimpningsomrdde myndigheten far samla in
personuppgifter. Bestimmelser om sekundira dndamal reglerar hur per-
sonuppgifter som redan har samlats in och behandlas i verksamheten for
de primdra dandamalen far vidarebehandlas. I de sekundédra dndamalsbe-
stimmelserna anges ofta att uppgifter far behandlas for att fullgéra upp-



giftslimnande som sker i 6verensstimmelse med lag eller férordning. Det
brukar ocksé anges att uppgifter dven far behandlas for andra dndamal,
under fOrutsdttning att uppgifterna inte behandlas pé ett sitt som é&r
oforenligt med det &dndamal for vilket uppgifterna samlades in
(finalitetsprincipen).

Den nya lagen bér innehdlla dndamdlsbestimmelser

Regeringen anser, till skillnad fran Myndigheten for digital forvaltning, att
lagen om statlig e-legitimation och elektronisk identifiering bor innehélla
andamaélsbestimmelser. Det kommer att innebéra att utfairdande myndig-
heter inte far bestimma for vilka d&ndamal personuppgifter behandlas i
verksamheten med den statliga e-legitimationen. Genom sadana bestdm-
melser blir det tydligt for de registrerade vilken behandling av person-
uppgifter som &r tillaten. P& sa sitt sékerstélls ocksa att personuppgifts-
behandlingen i verksamheten med den statliga e-legitimationen endast
anvinds for nodvindiga dndamal, som Chalmers tekniska hégskola AB
efterfrigar. Andaméalsbestimmelserna i lagen bor utga fran en uppdelning
mellan priméra och sekundéra &ndamal.

Arendehandliiggning, registrering av direnden om statlig e-legitimation
och sdker anvindning av e-legitimationen som primdra dndamal

Utfardande myndighet kommer att behova behandla personuppgifter for
att handldgga drenden om statlig e-legitimation. Som Myndigheten for
digital forvaltning papekar kommer det dven att framgé av de materiella
bestimmelserna i lagen om statlig e-legitimation och elektronisk identi-
fiering vilka personuppgifter som behdver samlas in och hur de behdver
hanteras vid handldggningen. Det finns darfor inte nadgot behov av att i
dndamalsbestimmelserna i detalj g& in pa vilken typ av handldggnings-
atgiarder som kommer att innebéra behandling av personuppgifter, t.ex. for
att kunna kontrollera sdkandens identitet. Det dr darmed tillrackligt att
faststilla att ett primért &ndamal for behandling av personuppgifter ar att
handldgga &drenden om statlig e-legitimation. En sddan bestimmelse
omfattar all personuppgiftsbehandling som behdvs for att drenden ska
kunna handlédggas, t.ex. provning av en ansdkan eller aterkallelse och spérr
av en e-legitimation. Dessutom omfattas alla atgérder som &r nodvéndiga
att vidta i ett drende. Exempel pa sddana atgdrder dr mottagande av
uppgifter, diarieforing, kommunicering och utlimnande i samband med
expediering. Det kan vidare avse behandling av uppgifter i brottmalsdomar
i samband med ett beslut om aterkallelse och spéarr av en statlig e-
legitimation.

Vidare bor en utfardande myndighet fa behandla personuppgifter for att
fora ett register dver drenden om statlig e-legitimation. Myndigheten
behover t.ex. kontrollera om sdkanden redan har en giltig statlig e-
legitimation. Det kommer darfor att vara nodvéndigt att spara person-
uppgifter som hénfor sig till drenden om statliga e-legitimation i ett
register. Att en utfardande myndighet, ndrmare bestdmt Polismyndigheten,
ska fora ett register 6ver drenden om statliga e-legitimation kommer ocksa
att framgé av en uttrycklig bestimmelse i lagen (se avsnitt 9.3). Det bor
for tydlighets skull dven framgé av dndamélsbestimmelserna att utfér-
dande myndighet far behandla personuppgifter {for att fora ett register 6ver

55



56

drenden om statlig e-legitimation. Regeringen anser, i likhet med Myndig-
heten for digital forvaltning, att ordet register bor anvindas i stéllet for
databas (jfr prop. 2022/23:34 s. 138 och artikel 4.6 i1 EU:s dataskyddsfor-
ordning).

En utfirdande myndighet bor vidare fa behandla personuppgifter i syfte
att mojliggéra en sdker anvdndning av den statliga e-legitimationen.
Myndigheten kan t.ex. behdva behandla personuppgifter for att motverka
identitetsrelaterad brottslighet kopplad till anvéndningen av e-legitima-
tionen. For dessa syften foreslas att vissa biometriska uppgifter ska fa
sparas i ett register och lagras i béraren till e-legitimationen (se avsnitt 8.3
och 9.3). En sdker anvidndning av e-legitimationen kan ocksa handla om
att vidta atgirder for att den ska kunna anvédndas pé ett sékert sétt i
offentliga och privata aktorers néttjanster for elektronisk identifiering,
t.ex. genom villkor for anvindningen av den statliga e-legitimationen (se
avsnitt 8.7). I samband med s&dana atgéarder kan det uppsta ett behov att
behandla personuppgifter, t.ex. om innchavare av e-legitimationen eller en
kontaktperson hos en offentlig eller privat aktor.

Enligt regeringens uppfattning saknas det skal att tilldta insamling av
personuppgifter for andra &ndamal dn handldggning av drenden om statlig
e-legitimation, att fora ett register 6ver drenden om statlig e-legitimation
och for att mdjliggdra en sidker anvdndning av e-legitimationen. De
primdra dndamalsbestimmelserna som foreslds innebdr en uttommande
reglering av de &ndamal som utfirdande myndighet fir samla in
personuppgifter for.

Brottsbekdmpning som sekunddrt dndamal

Till Polismyndighetens huvuduppgifter hor att forebygga, forhindra och
uppticka brottslig verksamhet, utreda och lagfora brott och uppritthalla
allmén ordning och sikerhet. I den verksamheten anvinds inte sillan per-
sonuppgifter som har samlats in i passverksamheten (Ds 2019:5 s. 114).

Brottsbekdmpning, lagforing och uppritthéllande av allmédn och natio-
nell sdkerhet ar viktiga samhéllsintressen som erkénns i EU:s dataskydds-
forordning (se artikel 23.1). Det dr uppenbart att Polismyndigheten skulle
fa avsevért battre mojligheter att bekdmpa och lagfora brott och upp-
ratthalla allmin ordning och sékerhet om personuppgifter fran verksam-
heten med den statliga e-legitimationen kan anvéndas for sadana dndamal.
Pa samma sitt som Polismyndigheten i dag har mojlighet att anvénda sig
av uppgifter i passregistret for brottsbekdmpande dndamal bor de person-
uppgifter som har samlats in i verksamheten med den statliga e-legitima-
tionen kunna anvindas av myndigheten for brottsbekdmpande dndamal, sa
som Polismyndigheten efterfragar. Det géller framfor allt de ansiktsbilder
som dr sparade i registret Over drenden om statlig e-legitimation, men
ocksa andra personuppgifter som har samlats in.

Nér det kommer till risken for den personliga integriteten kan det kon-
stateras att brottsdatalagen (2018:1177) och lagen (2018:1693) om poli-
sens behandling av personuppgifter inom brottsdatalagens omrade (poli-
sens brottsdatalag) kommer att gélla om personuppgifter fran verk-
samheten med den statliga e-legitimationen behandlas for brottsbekdm-
pande dndamal. Ett uttryckligt syfte med dessa lagar &r att skydda fysiska
personers grundliaggande réttigheter och friheter (se t.ex. 1 kap. 1 § brotts-



datalagen). Behandlingen kommer att omfattas av lagarnas bestimmelser
om bl.a. réttslig grund, d&ndamal, lagringstider och &verforing till tredje-
land. Personuppgiftsbehandlingen kommer ocksé att sta under tillsyn av
Integritetsskyddsmyndigheten och Sdkerhets- och integritetsskyddsnamn-
den. En behandling for brottsbekdmpande &ndamal kommer alltsé att
omfattas av ett vil utvecklat regelverk till skydd for den enskildes per-
sonliga integritet. Enligt regeringens mening finns det dérfor inte
anledning att, som Integritetsskyddsmyndigheten framfor, begrénsa
behandlingen for vissa typer av brott.

Regeringen bedémer sammanfattningsvis att Polismyndigheten bor fa
anvinda de personuppgifter som har samlats in i verksamheten med den
statliga e-legitimationen dven i brottsbekdmpande syfte. Utfairdande myn-
dighet bor darfor aven fa behandla de personuppgifter som samlats in i
verksamheten med den statliga e-legitimationen om det dr nddvandigt for
att tillhandahélla information som behovs i Polismyndighetens verksamhet
for att forebygga, forhindra eller uppticka brottslig verksamhet, utreda
eller lagfora brott, verkstilla uppbord eller uppratthalla allmén ordning och
sakerhet. De angivna @ndamélen motsvarar de i polisens brottsdatalag
(2kap. 1§). En sadan bestimmelse, tillsammans med den primira
dndamalsbestimmelsen om att mojliggéra en séker anvindning av e-
legitimationen, &r enligt regeringens bedomning tillrdcklig for att stivja
missbruk av den statliga e-legitimationen. Det finns dérfor inte nagot
behov av att infora en sdrskild &ndamélsbestimmelse om att en utfardande
myndighet ska f4 behandla personuppgifter for att kunna forebygga,
forhindra och wuppticka felaktigt utfirdade e-legitimationer, som
Pensionsmyndigheten efterfragar.

Uppgiftslimnande som sekunddrt dndamal

Det finns situationer dir utfirdande myndighet kommer att behova be-
handla personuppgifter, som t.ex. har samlats in for handlaggningen av
drenden om statlig e-legitimation, for att 1dmna ut dessa till andra myn-
digheter eller till enskilda. En bestimmelse som uttryckligen tillater
behandling for sédana dndamal bor darfor inforas.

En allmén forutsattning for att behandling av detta slag ska vara tillaten
bor vara att uppgiftslimnandet sker i 6verensstimmelse med lag eller
forordning. Nér bestimmelser som kréver eller tillater utlimnande har
inforts far det forutséttas att det har gjorts en avvigning mellan intresset
av att uppgifterna ldmnas ut och intresset av att skydda enskilda personers
integritet, och att den avvégningen har resulterat i att uppgifterna ska eller
far 1dmnas ut (prop. 2007/08:126 s. 60 och prop. 2014/15:148 s. 41).

Utfardande myndighet kan vara skyldig att l&mna ut uppgifter enligt
flera olika bestimmelser. Nér det géller uppgifter som inte omfattas av
sekretess finns det exempelvis en allmén skyldighet for en myndighet att
pa begéran av en annan myndighet ldamna ut uppgifter, om det inte skulle
hindra arbetets behoriga géng, se 6kap. 5§ offentlighets- och
sekretesslagen (2009:400), forkortad OSL. De flesta uppgifter i verks-
amheten med den statliga e-legitimationen &r offentliga och ska ddrmed
lamnas ut enligt dessa regler, pd begdran av en annan myndighet. P4
begiran av en enskild ska en myndighet dessutom ldmna uppgift ur en
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allmén handling som forvaras hos myndigheten, om den inte ar sekretess-
belagd eller det skulle hindra arbetets behdriga gang (6 kap. 4 § OSL).

Det finns vidare fall nir det inte finns nédgon uttrycklig skyldighet att
lamna uppgifter men dér det 4nda kan anses foreskrivet eller 6nskvért att
gora detta. Det kan exempelvis vara frdga om atgdrder som vidtas for att
fullgéra den allménna serviceskyldigheten gentemot enskilda. Det kan
ifragasdttas om det behdvs en bestimmelse som tillater behandling av
personuppgifter i dessa situationer eller om det ridcker att uppgifts-
skyldigheten i sig ar reglerad. Av tydlighetsskél finns det dock anledning
att infora en sekundér dndamalsbestimmelse som anger att uppgifter som
har samlats in for de primira &ndamaélen &ven far behandlas for uppgifts-
lamnande som sker i enlighet med gillande lagar och forordningar.
Liknande bestimmelser finns i t.ex. 12 § lagen om identitetskort for folk-
bokforda i Sverige, 7 § domstolsdatalagen (2015:728) och 4 § kriminal-
vardsdatalagen (2018:1235).

Behandling for andra sekunddra dndamadl

Personuppgifter som har samlats in for t.ex. handldggning av drenden om
statlig e-legitimation bor d&ven kunna behandlas for vissa andra sekundira
dndamal. Uppgifterna bor bl.a. f4 behandlas om det behovs for arkiv-
dandamal. For att tydliggora detta bor det inforas en bestimmelse som anger
att personuppgifter som behandlas for de priméra dndamalen, dven far
behandlas for andra dndamal under forutsdttning att uppgifterna inte
behandlas pa ett sétt som dr oforenligt med de priméra andamalen. Det bor
alltsd inforas en bestimmelse som motsvarar finalitetsprincipen i arti-
kel 5.1 b i EU:s dataskyddsforordning (jfr 12 § lagen om identitetskort for
folkbokforda i Sverige, 7 § domstolsdatalagen och 4 § kriminalvardsdata-
lagen).

Behandling av kénsliga personuppgifter

Med kénsliga personuppgifter avses personuppgifter som t.ex. avslojar ras
eller etniskt ursprung, politiska asikter och behandling av biometriska
uppgifter for att entydigt identifiera en fysisk person, se 3 kap. 1 § data-
skyddslagen och artikel 9.1 1 EU:s dataskyddsforordning. Kénsliga
personuppgifter far enligt EU:s dataskyddsforordning t.ex. behandlas om
det &r nddvéandigt av hénsyn till ett viktigt allmént intresse. Enligt Euro-
paparlamentets och radets direktiv (EU) 2016/680 av den 27 april 2016 om
skydd for fysiska personer med avseende pd behoriga myndigheters
behandling av personuppgifter for att forebygga, forhindra, utreda, avsldja
eller lagfora brott eller verkstilla straffrittsliga paféljder, och det fria
flodet av sadana uppgifter och om upphédvande av radets rambeslut
2008/977, i fortsdttningen bendmnt brottsdatadirektivet, géller i stillet en
hogre troskel for behandling av sadana uppgifter. Det ska ndmligen vara
absolut nodvéandigt for &ndamélet med behandlingen, se t.ex. 2 kap. 4 §
lagen (2018:1693) om polisens behandling av personuppgifter inom
brottsdatalagens omrade och prop. 2017/18:269 s. 296. For att kénsliga
personuppgifter ska fi behandlas ricker det da inte att behandlingen &r
nddvindig, dvs. att den tex. effektiviserar handldggningen
(prop. 2017/18:105 s. 45-48).



For att motverka risken for integritetsintrdng bor det vara tydligt att det
stills sarskilda krav for den behandling av kénsliga personuppgifter som
kommer att ske med stod av lagen om statlig e-legitimation och elektronisk
identifiering. Aven om brottsdatadirektivet inte #r tillimpligt pd den
personuppgiftsbehandling som sker i verksamheten med den statliga e-
legitimationen finns det inga hinder mot att tillimpa direktivets hogre
troskel dven pa andra omréden, se t.ex. 9 § andra stycket lagen (2021:319)
om Transportstyrelsens olycksdatabas. Det bor darfor, i likhet med
utredningens forslag, inforas en bestimmelse som anger att kinsliga
personuppgifter far behandlas i verksamheten endast om det ar absolut
nddvéndigt for andamalet med behandlingen. I avsnitt 9.4 redogérs for i
vilka sérskilda fall det bor anses vara tillatet for en utfairdande myndighet
att behandla kénsliga personuppgifter.

9.3 Register over drenden om statlig e-legitimation

Regeringens forslag

Polismyndigheten ska fora ett register 6ver drenden om statlig e-legiti-
mation. Registret ska foras med hjélp av automatiserad behandling.
Registret ska fa innehalla

— mnamn, personnummer, samordningsnummer, medborgarskap,
fodelsedatum och kontaktuppgifter till sokanden,

— ansiktsbilder som har tagits vid ansdkan om statlig e-legitimation
och biometriska uppgifter som har tagits fram ur sddana ansikts-
bilder,

— handlingar eller uppgifter i handlingar som har kommit in eller
upprittats i &renden om statlig e-legitimation,

— uppgifter som rér handldggningen av drenden om statlig e-legitima-
tion, och

— uppgifter om utfirdade statliga e-legitimationer.

Utredningens forslag

Forslaget fran utredningen stimmer i1 huvudsak dverens med regeringens.
Utredningen foreslar att de uppgifter som registret far innehélla ska
regleras i forordning. Utredningen foreslér inte att uppgift om medborgar-
skap ska fa registreras som en sirskild kategori av uppgift.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. AB Svenska pass, Diskriminerings-
ombudsmannen, Internetstiftelsen och Vinnds kommun, tillstyrker eller
har inga synpunkter pa forslaget. Myndigheten for civilt forsvar anser att
registret bor innehalla uppgift om vilken identitetshandling som har legat
till grund for grundidentifieringen och en kopia av handlingen. Enligt
Totalforsvarets forskningsinstitut bor utfardande myndighet dven fa spara
fingeravtryck med tillhérande biometriska uppgifter i registret for att
kontrollera identiteten i samband med utfirdande av nya identitets-
handlingar. Ekobrottsmyndigheten menar att brottsforebyggande skl talar
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for att utfirdande myndighet bor f& mojlighet att bevara biometriska
uppgifter. Férsdkringskassan framfor att det bor fortydligas om det, vid
sidan av det foreslagna registret, kommer att finnas ett &rende-
hanteringssystem och personuppgiftsbehandlingen for det. I annat fall bor
det enligt myndigheten fortydligas att registret dver statliga e-legitima-
tioner inte ska anvindas for handlaggningsdndamal. Géteborgs kommun
anser att det bor forklaras vad som avses med automatiserad behandling.

Skilen for regeringens forslag

Polismyndigheten bor fora ett register over drenden om statlig e-
legitimation

Ett register 6ver drenden om statlig e-legitimation &r nddvéndigt for att
t.ex. kontrollera giltigheten av utfardade e-legitimationer och for att ater-
kalla och spérra sadana e-legitimationer som inte uppfyller foreskrivna
krav. Ett register minskar ocksa risken for att det utfirdas flera statliga e-
legitimationer till samma person.

I avsnitt 8.8 foreslas att samma ansvarsfordelning ska gélla mellan
Polismyndigheten, beskickningar och karridrkonsulat for utfairdandet av
den statliga e-legitimationen som for utfdrdandet av pass och nationellt
identitetskort. Eftersom samma myndigheter ska utfidrda den statliga e-
legitimationen framstar det som dndamaélsenligt att dven ansvaret for
registret fordelas pa samma sitt som for registren Gver pass och nationellt
identitetskort. Regeringen anser mot denna bakgrund att Polismyndig-
heten bor fora ett register dver drenden om statlig e-legitimation med hjilp
av automatiserad behandling. En bestimmelse om detta bor inforas i lagen.

Automatiserad behandling avser behandling med tekniska hjdlpmedel,
t.ex. med hjélp av datorer, till skillnad frdn manuell behandling som avser
t.ex. renodlad pappershantering (jfr prop. 2017/18:105 s. 47). De 4nda-
malsbestimmelser som foreslas i avsnitt 9.2 kommer dven att gilla for
personuppgiftsbehandlingen i registret, med undantag for bestimmelserna
om att mdjliggoéra en siker anvindning av den statliga e-legitimationen.
Att utfardande myndighet far behandla personuppgifter i registret for att
kunna handldgga drenden om statlig e-legitimation, som Forsdkrings-
kassan efterfragar ett fortydligande av, féljer av den primédra dndamals-
bestimmelsen om drendehandlaggning (se avsnitt 9.2).

Det bor inforas en bestdmmelse om vad registret far innehdlla

De dndamalsbestimmelser som foreslas i avsnitt 9.2 sdtter grinser for
vilka uppgifter som kan behandlas i registret 6ver drenden om statlig e-
legitimation. Ur ett integritetsskyddsperspektiv ar det dnda lampligt att
ndrmare reglera vilka uppgifter som far behandlas i registret 6ver drenden
om statlig e-legitimation. Enligt regeringens uppfattning bor det alltsa
framgad av lagen vad registret far innehalla. En sadan reglering kan
underlitta bade for utfairdande myndighet och for tillsynsmyndigheten.
Det blir ocksa tydligt for enskilda vilka uppgifter registret far innehélla.
Bestaimmelserna bor sékerstdlla att de uppgifter som kriavs for en
dndamalsenlig och sdker verksamhet far finnas i registret. Bestimmelserna
bor inte vara sé detaljerade att de hindrar vissa anpassningar dver tid, men
bor ge en tydlig bild av vilka kategorier av uppgifter som féar behandlas i



registret. Regeringen bedomer att f6ljande uppgifter behdver framga av
registret:

— namn, personnummer, samordningsnummer, medborgarskap,
fodelsedatum och kontaktuppgifter till sokanden,

— ansiktsbilder som har tagits vid ansdkan om statlig e-legitimation och
biometriska uppgifter som har tagits fram ur sddana ansiktsbilder,

— handlingar eller uppgifter i handlingar som har kommit in eller upp-
rattats 1 drenden om statlig e-legitimation,

— uppgifter som rér handldggningen av drenden om statlig e-legitima-
tion, och

— uppgifter om utfirdade statliga e-legitimationer.

Registret 6ver drenden om statlig e-legitimation bor alltsé innehalla namn,
person och samordningsnummer, medborgarskap, fodelsedatum och
kontaktuppgifter till sokanden. Registret bor ocksd fa innehalla
ansiktsbilder som tas vid ansékan om statlig e-legitimation och
biometriska uppgifter som tagits fram ur ansiktsbilderna, som
Ekobrottsmyndigheten papekar. Detta dr av stor vikt for identifieringen av
sokanden och for att motverka missbruk av den statliga e-legitimationen
(se avsnitt 8.3). Vidare bor registret dven innehélla handlingar eller
uppgifter i handlingar som har kommit in eller upprittats i drenden om
statlig e-legitimation. Det gor det mojligt att registrera skriftliga med-
givanden frdn vardnadshavare och andra handlingar som ges in eller
upprittas i ett drende, t.ex. identitetshandlingar som ligger till grund for en
ansokan, som Myndigheten for civilt forsvar efterfragar. Att uppgifter i
upprittade handlingar far sparas medfor att t.ex. beslut i drenden kan
registreras. Det kan avse savil beslut om beviljade som nekade ansok-
ningar, som aterkallelse och spérr av statliga e-legitimationer. I registret
bor ocksd uppgifter som ror handldggningen av drenden fa behandlas.
Detta kriavs for att det ska gé att registrera bl.a. uppgifter om nér en
ansdkan gjordes, vilken handliggare som tog emot ansdkan och vilka
atgdrder som har vidtagits i drendet. Slutligen bor registret ocksd fa
innehélla uppgifter om utfirdade statliga e-legitimationer. Sddana upp-
gifter kan t.ex. avse unik identifierare och serienummer, aktiveringskod,
utfdrdandedatum och giltighetstid. Uppgifterna i registret bor alltsa avse
arenden om statlig e-legitimation, dvs. dven drenden som inte har lett till
att en e-legitimation har utfardats.

Utredningen har inte ldmnat nagot forslag om att fingeravtryck ska
kunna sparas i registret, som Totalférsvarets forskningsinstitut efterfragar.
Regeringen anser darfor att det inte finns ett tillrdckligt underlag for att ga
fram med ett sadant forslag i det hér lagstiftningsérendet.

94 Behandling av biometriska uppgifter

Regeringens forslag

Den ansiktsbild som tas vid ansdkan om statlig e-legitimation och de
biometriska uppgifter som har tagits fram ur siddana bilder ska fa
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anvindas for sokning i registret dver drenden om statlig e-legitimation.
Sokning &r endast tillaten for att kontrollera s6kandens identitet och
innehav av statlig e-legitimation i samband med ansdkan om statlig e-
legitimation.

Biometriska uppgifter ska ocksa fd behandlas om den handling som
sokanden styrker sin identitet med ar forsedd med en ansiktsbild eller
innehaller ett lagringsmedium med ansiktsbild och fingeravtryck.
Utfardande myndighet ska d& fa kontrollera att ansiktsbilden och
fingeravtrycken motsvarar de som tas i det aktuella drendet om statlig
e-legitimation.

Biometriska uppgifter ska dessutom f&4 behandlas genom att den
ansiktsbild och de fingeravtryck som fér tas innan en statlig e-legitima-
tion ldmnas ut jamfors med de som finns lagrade i den statliga e-
legitimationen.

Fingeravtryck som tas i samband med ansdkan om statlig e-legitima-
tion och de biometriska uppgifter som tas fram ur dessa ska omedelbart
forstoras nér e-legitimationen har lamnats ut eller, om e-legitimationen
inte har lamnats ut, ndr det har gatt 90 dagar fran den dag da den
utfdrdades. Om ett ansokningsédrende har avslutats pa nagot annat sétt
ska uppgifterna ocksa forstoras omedelbart.

Ansiktsbilden och fingeravtrycken som far tas i samband med
utlimnande av en statlig e-legitimation och de biometriska uppgifter
som tas fram ur ansiktsbilden och fingeravtrycken ska omedelbart
forstoras efter att en kontroll av uppgifterna har genomforts.
Ansiktsbilden och fingeravtrycken som vid kontroll tas fram ur ett
lagringsmedium och de biometriska uppgifter som tas fram ur
ansiktsbilden och fingeravtrycken ska ocksd omedelbart forstoras nir
en sadan kontroll har genomforts.

Utredningens forslag

Forslaget fran utredningen stimmer i delvis dverens med regeringens.
Utredningen foreslar att jimforelsen av biometriska uppgifter i den
handling som sdkanden uppvisar for att styrka sin identitet och de i den
statliga e-legitimationen ska regleras i forordning. Utredningen foreslar
inte en bestimmelse om att biometriska uppgifter far behandlas i samband
med att en statlig e-legitimation lamnas ut. Utredningen foreslar inte heller
att fingeravtryck som har tagits i ett &rende om statlig e-legitimation och
de biometriska uppgifter som tas fram ur dessa ska forstéras 90 dagar efter
utfardandet om e-legitimationen inte har ldmnats ut. Utredningen foreslar
inte att ansiktsbilden och fingeravtrycken som far tas i samband med
utlimnande av en statlig e-legitimation och de biometriska uppgifter som
tas fram ur ansiktsbilden ska forstoras omedelbart efter att en kontroll av
uppgifterna har genomforts. Inte heller att ansiktsbilden och finger-
avtrycken som vid kontroll tas fram ur ett lagringsmedium och de
biometriska uppgifter som tas fram ur ansiktsbilden och fingeravtrycken
omedelbart ska forstoras nér en sddan kontroll har genomforts.



Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Brottsférebyggande rdadet, Gisla-
veds kommun, Polismyndigheten och Sveriges advokatsamfund, tillstyrker
eller har inga synpunkter pa forslaget. Foreningen for digitala fri- och
rdttigheter menar att det dr problematiskt ur integritetssynpunkt att samla
in biometriska uppgifter for att spara dem i béraren. Forsdkringskassan
anser att det behover fortydligas om kénsliga personuppgifter dven
kommer att hanteras i utfirdande myndighets drendehanteringssystem.
Integritetsskyddsmyndigheten ifragasitter om behandlingen av bio-
metriska uppgifter &r nddvéndig mot bakgrund av att verifiering pa distans
for ndrvarande inte &r fullt tekniskt eller praktiskt mojligt. Myndigheten
anser vidare att det bor framga av lagen vilket undantag i artikel 9.2. 1 EU:s
dataskyddsforordning som ar tillimpligt. Slutligen framfor myndigheten
att integritetsanalysen dven bor omfatta en redogorelse for vilka skydds-
atgdrder som krévs for att behandlingen ska anses vara proportionerlig.

Skilen for regeringens forslag
Vad dr biometri och biometriska uppgifter?

En definition av begreppet biometriska uppgifter finns i artikel 4.14 i EU:s
dataskyddsforordning. Dér definieras biometriska uppgifter som person-
uppgifter som erhallits genom en sérskild teknisk behandling som ror en
fysisk persons fysiska, fysiologiska eller beteendemissiga kénnetecken
och som mojliggor eller bekréftar identifieringen av denna fysiska person,
sdsom ansiktsbilder eller fingeravtrycksuppgifter. Av skil 51 framgar att
behandling av fotografier inte systematiskt anses utgora behandling av
kinsliga personuppgifter, eftersom fotografier endast definieras som
biometriska uppgifter nir de behandlas med sirskild teknik som mdjliggor
identifiering eller autentisering av en fysisk person.

Begreppet biometriska uppgifter definieras pa samma sitt i artikel 3.13
i brottsdatadirektivet. Brottsdatadirektivet har genomforts i svensk rétt i
brottsdatalagen. I forarbetena till den lagen anges att biometri dr ett sam-
lingsnamn for automatiserad teknik som syftar till att identifiera en person
eller avgdra om en pastadd identitet &r riktig. Tekniken baseras pa métning
av fysiska karaktdrsdrag hos den som ska identifieras. Nér det géller pass
ar det framfor allt monster av fingeravtryck, ansiktsgeometri och dgats iris
som brukar anvindas. Gemensamt for teknikerna dr att kroppen mits
elektroniskt. Biometriska uppgifter dr den information som kan tas fram
ur ett biometriskt underlag. Dessa uppgifter kan anvéndas for att skapa en
referensmall eller for att jimfora tidigare lagrade referensmallar i syfte att
kontrollera en persons identitet. I dataskyddsdirektivets definition av
biometriska uppgifter anges ansiktsbilder som ett exempel pa siadana
uppgifter. Det kan leda tanken till att vanliga fotografier och filmer skulle
omfattas av definitionen. Om de inte bearbetas tekniskt genom en sarskild
metod som syftar till identifiering faller de utanfor definitionen. Om de
déremot bearbetas 1 exempelvis ett ansiktsigenkdnningsprogram sa att det
gér att identifiera personer pa bilden eller filmen omfattas de av defini-
tionen (prop. 2017/18:232 s. 86, 150, 151 och 435).
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Mojligheten att behandla biometriska uppgifter

Biometriska uppgifter for att entydigt identifiera en fysisk person utgor
s.k. sirskilda kategorier av personuppgifter enligt EU:s dataskyddsforord-
ning (artikel 9.1). I nationell rétt betecknas de som kénsliga person-
uppgifter (3 kap. 1 § dataskyddslagen).

Behandling av kénsliga personuppgifter dr som huvudregel forbjuden
enligt EU:s dataskyddsforordning, om inte ndgot av undantagen i
artikel 9.2 a—j &r tillampligt. Enligt artikel 9.2 g far kénsliga personupp-
gifter behandlas om behandlingen ar nddviandig av hénsyn till ett viktigt
allmint intresse, pad grundval av unionsritten eller medlemsstaternas
nationella ritt. Behandlingen ska vidare std i proportion till det efter-
stravade syftet, vara forenligt med det vdsentliga innehallet i rétten till
dataskydd och innehalla bestimmelser om 1&dmpliga och sdrskilda atgdrder
for att sékerstélla den registrerades grundldggande rittigheter och intress-
en.

I EU:s dataskyddsforordning fortydligas inte vad som avses med viktigt
allmént intresse. Regeringen har tidigare bedomt att verksamhet som
innefattar myndighetsutovning borde betraktas som ett viktigt allmant
intresse (prop. 2017/18:105 s. 83). Bestimmelserna i artikel 9.2 g kom-
pletteras av 3 kap. 3 § dataskyddslagen. Dar framgér att kénsliga person-
uppgifter far behandlas av en myndighet med stod av artikel 9.2 g i EU:s
dataskyddsforordning om uppgifterna har lamnats till myndigheten och
behandlingen kravs enligt lag, om behandlingen dr nddviandig for hand-
laggningen av ett drende eller i annat fall, om behandlingen ar nddvandig
med hénsyn till ett viktigt allmént intresse och inte innebdr ett otillborligt
intrang i den registrerades integritet.

Behandling av biometriska uppgifter bor vara tilldaten for att kontrollera
sokandens identitet och innehav av statlig e-legitimation

For att den statliga e-legitimationen ska wvara tillforlitlig foreslar
regeringen att det ska stillas krav pa att sdkanden i samband med ansdkan
styrker sin identitet genom personlig instéllelse (se avsnitt 8.2). Ett sidant
krav bor atfoljas av kontroll av ett biometriskt underlag i form av
ansiktsbild och fingeravtryck. Regeringen foreslar déarfor att ansiktsbild
och fingeravtryck ska lagras i den statliga e-legitimationen och att
ansiktsbilden och tillhérande biometriska uppgifter ska fa behandlas i
myndighetens register for att mojliggora jimforande kontroller (se
avsnitt 8.3 och 9.3). Till skillnad fran Integritetsskyddsmyndigheten och
Foreningen for digitala fri- och rdttigheter anser alltsd regeringen att det
finns skél for lagring av biometriska uppgifter i biraren av den statliga e-
legitimationen. En sdan lagring mojliggor bl.a. en tillforlitlig grundiden-
tifiering i samband med ansdkan och vid utlimnande av en statlig e-legiti-
mation (se dven avsnitt 8.3). Integritetsskyddsmyndigheten efterfragar
ocksa en redogorelse for vilka skyddsétgérder som krdvs for att person-
uppgiftsbehandlingen ska vara proportionerlig. I det foljande redogdrs
bl.a. for de Gvervdganden som gors i frdga om den enskildes inte-
gritetsintressen vid utfirdande myndighets behandling av kénsliga person-
uppgifter och for foreslagna skyddsatgérder.

Som konstateras i avsnitt 7.1 har det skett en Okning av identitets-
relaterad brottslighet med tydliga kopplingar till den organiserade brotts-



ligheten. Brottsligheten far inte bara konsekvenser for enskilda personer
och foretag, utan ocksd omfattande ekonomiska konsekvenser for brotts-
bekdmpande myndigheter och staten i dvrigt. Méanga transaktioner och
avtalsslut sker i dag digitalt. Felaktigt utférdade statliga e-legitimationer,
som t.ex. kan anvindas for att skaffa andra e-legitimationer, kan darfor
snabbt fa allvarliga konsekvenser genom 6kad identitetsrelaterad brottslig-
het.

En mgjlighet att anvidnda biometriska uppgifter for jamforande sok-
ningar i drenden om statlig e-legitimation skulle visentligt minska de
risker som finns for felaktigt utfirdade e-legitimationer. Det finns alltsé
starka skal for att en utfairdande myndighet ska fa anvidnda den ansiktsbild
och de biometriska uppgifter som sékanden lamnar i samband med
ansdkan av en e-legitimation for sdkningar. Syftet med en sddan sokning
bor endast fé vara att i samband med en ansokan om statlig e-legitimation
kontrollera sdkandens identitet och innehav av statlig e-legitimation for att
myndigheten t.ex. ska kunna sdkerstélla att samma person inte innehar
flera e-legitimationer. Av samma skdl bor en utfirdande myndighet fa
behandla biometriska uppgifter om sdkanden i ett drende om statlig e-
legitimation styrker sin identitet med hjélp av en handling som &r forsedd
med en ansiktsbild eller innehdller ansiktsbild eller fingeravtryck i ett
lagringsmedium. Ett pass, som en sdkande kan anvinda for att styrka sin
identitet, innehéller vanligtvis savédl en ansiktsbild pd passet som
ansiktsbild och fingeravtryck i ett lagringsmedium i passet. Myndigheten
bor da fa kontrollera att ansiktsbilden och fingeravtrycken motsvarar de
som tas i det aktuella drendet om statlig e-legitimation. Det kan t.ex. vara
en biometrisk jamforelse av ansiktsbilden pé identitetshandlingen eller en
ansiktsbild som finns i ett lagringsmedium pé identitetshandlingen med
den ansiktsbild som tas i drendet om statlig e-legitimation. Det kan ocksa
vara en okuldr jaimforelse av ansiktsbilderna.

Regeringen anser, till skillnad frén Foreningen for digitala fri- och
rattigheter, att integritetsriskerna med den foreslagna behandlingen av
biometriska uppgifter ar begrinsade. Det dr endast ansiktsbilden som tas i
samband med ansdkan med tillhérande biometriska uppgifter som
kommer att fa sparas i registret dver drenden om statlig e-legitimation (se
avsnitt 9.3). Det bor ocksé uttryckligen anges i den foreslagna lagen om
statlig e-legitimation och elektronisk identifiering att de kénsliga uppgifter
som inte far sparas ska forstoras. Det géller t.ex. de fingeravtryck som tas
vid ansokan av den statliga e-legitimationen, och de biometriska uppgifter
som tas fram ur fingeravtrycken. Dessa bor omedelbart forstoras nar e-
legitimationen har ldmnats ut eller, om e-legitimationen inte har 1dmnats
ut, 90 dagar fran den dag da den utfirdades. Om ett ansokningsédrende har
avslutats pa nagot annat sétt ska uppgifterna ockséd omedelbart forstoras.
Det kan ndamligen efter denna tidpunkt inte ldngre anses finnas skal for
behandlingen av uppgifterna. Ett drende kan avslutas t.ex. genom att
ansOkan éaterkallas, avslas eller skrivs av fran vidare handldggning.
Forslaget innebar att fingeravtrycken och de biometriska uppgifter som tas
fram ur dessa far behandlas under handldggningen av en ansdkan om
statlig e-legitimation.

Identitetskontrollen och jaimforelsen av biometriska uppgifter som en
utfardande myndighet foreslas fa gora i samband med ansdkan om och
utlimnande av en statlig e-legitimation kan innefatta en jamforelse av
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ansiktsbild, fingeravtryck och de biometriska uppgifter som tas fram ur
ansiktsbilden och fingeravtrycken. Den ansiktsbild och de fingeravtryck
som vid en kontroll tas fram ur ett lagringsmedium och de biometriska
uppgifter som tas fram ur ansiktsbilden och fingeravtrycken bor ocksé
forstoras omedelbart nér kontrollen har genomforts. Aven ansiktsbilden
och fingeravtrycken, med tillhérande biometriska uppgifter, som myndig-
heten far ta i samband med utlimnandet av en statlig e-legitimation, bor
omedelbart forstoras efter att en jidmforande kontroll har gjorts av
uppgifterna med de som finns lagrade i den statliga e-legitimationen. Det
bor végas in att de foreslagna kontrollmdjligheterna skyddar enskilda mot
att ndgon annan anvénder deras identitet. Risken for sddant missbruk
maste for de flesta ménniskor framsta som ett stérre hot mot den personliga
integriteten 4n att vissa myndigheter fir jimfora biometriska uppgifter
under reglerade former. I avsnitt 9.6 och 9.7 lamnar regeringen ytterligare
forslag i syfte att minimera de risker for den personliga integriteten som
behandling av biometriska uppgifter kan medfora. I avsnitt 9.8 foreslar
regeringen vidare sekretesskydd for vissa biometriska uppgifter i
verksamheten med den statliga e-legitimationen. Aven de foreslagna
bestdmmelserna om @ndamal tillgodoser den registrerades grundlaggande
intressen och réttigheter (se avsnitt 9.2).

Samtliga forslag om behandling av biometriska uppgifter syftar till att
motverka missbruk av den statliga e-legitimationen och att sdkerstilla att
e-legitimationen utfardas till ratt person. Syftet maste anses utgdra ett
sadant viktigt allmént intresse som avses i artikel 9.2 g i EU:s dataskydds-
forordning. Behandlingen féar vidare anses sta i proportion till det angivna
syftet. Enligt regeringens bedémning finns det inte nadgot mindre ingri-
pande sétt som &r lika effektivt dn de foreslagna atgirderna. Behandlingen
ar darfor noédvéindig och darmed forenlig med séval EU:s dataskydds-
forordning som dataskyddslagen.

Till skillnad fran Integritetsskyddsmyndigheten anser regeringen att det
inte bor gdéras nagon hinvisning till artikel 9.2 g i EU:s dataskydds-
forordning for att klargéra med vilket stod behandlingen av kénsliga
personuppgifter sker. Regeringen foreslar att behandlingen av kénsliga
personuppgifter ska vara absolut nédvandig fér dandamalet med behand-
lingen (se avsnitt 9.2), vilket dr ett mer omfattande skydd &n det som
foreskrivs 1 EU:s dataskyddsforordning. En hénvisning till artikel 9.2 g i
EU:s dataskyddsforordning riskerar darfor att vara missvisande.

Forsdkringskassan efterfragar ett fortydligande av om kénsliga person-
uppgifter kommer att behandlas i utfirdande myndighets &rendehan-
teringssystem. Utfardande myndighet kommer dven att behdva hantera
kénsliga personuppgifter i myndighetens drendehandlaggning, vid t.ex.
diarieforing av handlingar. Sddan behandling som sker inom ramen for ett
elektroniskt drendehanteringssystem far enligt regeringens bedémning
betraktas som nddvéndig och ddrmed tillaten vid handlédggningen av ett
drende oavsett om uppgifterna féorekommer i 16pande text eller inte (jfr
prop. 2017:18:105 s. 87 och 88).



9.5 Vissa integritetskinsliga sokningar ska vara
forbjudna

Regeringens forslag

Det ska vara forbjudet att anvidnda ansiktsbilder och biometriska upp-
gifter som har tagits fram ur sddana bilder som so6kbegrepp i andra fall
an vid kontroll av s6kandens identitet och innehav av statlig e-legiti-
mation i samband med en ansokan om statlig e-legitimation.

Det ska ocksé vara forbjudet att anvdnda andra kinsliga person-
uppgifter och uppgifter om lagévertradelser som innefattar brott, domar
i brottmal, straffprocessuella tvangsmedel eller administrativa frihets-
berévanden som sokbegrepp.

Det ska inte heller vara tillatet att utféra sokningar i syfte att fa fram
ett urval av personer grundat pa kénsliga personuppgifter eller person-
uppgifter som ror lagdvertriadelser som innefattar brott.

Utredningens forslag

Forslagen fran utredningen stimmer delvis dverens med regeringens.
Utredningen foreslar inte nagon bestimmelse som forbjuder sdkningar i
syfte att fa fram ett urval av personer grundat pé kéansliga personuppgifter
eller personuppgifter som ror lagévertradelser som innefattar brott.

Remissinstanserna

Ingen remissinstans yttrar sig sérskilt over forslaget.

Skilen for regeringens forslag

Enligt passlagen och férordningen om nationellt identitetskort géller for
nirvarande ett absolut forbud mot sdkningar med hjilp av ansiktsbilder,
fingeravtryck och biometriska uppgifter som kan tas fram ur ansiktsbilder
och fingeravtryck (6 b § passlagen och 18 § forordningen om nationellt
identitetskort). Syftet med bestimmelserna ar att vérna den registrerades
personliga integritet (prop. 2008/09:132 s. 13). Ett motsvarande s6kforbud
finns i 3 kap. 3 § dataskyddslagen men det géller bara nér kénsliga person-
uppgifter behandlas med stdd av den paragrafen (prop. 2017/18:105
s. 195). T verksamheten med den statliga e-legitimationen ska kansliga
personuppgifter i form av vissa biometriska uppgifter f& behandlas med
stod av de bestimmelser som foreslas i avsnitt 9.4.

For att stirka den registrerades personliga integritet bor motsvarande
forbud mot att anvianda kénsliga personuppgifter i pass och identitetskorts-
verksamheten gilla i verksamheten med den statliga e-legitimationen.
Ansiktsbilder, fingeravtryck och biometriska uppgifter som har tagits fram
ur sadana underlag bor dérfor inte fi anvdndas som sokbegrepp nér
personuppgifter behandlas i verksamheten med den statliga e-legitima-
tionen. Som ett undantag fran detta forbud bor den kontroll av ansikts-
bilder, och de biometriska uppgifter som har tagits fram ur sddana bilder,
som beskrivs i avsnitt 9.4 dock vara tillaten. Férbudet mot anvéndningen
av sokbegrepp bor ocksa gilla andra kénsliga personuppgifter.
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Uppgifter i t.ex. brottmélsdomar kan komma att behova behandlas i
drenden om éaterkallelse och spérr av statlig e-legitimation pa grund av
sakerhetsskdl. Den typen av uppgifter kommer i sa fall dven att finnas i
registret Over drenden om statlig e-legitimation. Sédana uppgifter ar
integritetskdnsliga &ven om de inte &r kinsliga personuppgifter i rittslig
mening. De bor darfor inte fa anvindas som sokbegrepp i den utfiardande
myndighetens verksamhet med den statliga e-legitimationen. Flera regis-
terforfattningar innehéller bestimmelser om sokbegrinsningar for
uppgifter om lagovertridelser till skydd for den personliga integriteten.
Sokbegransningarna avser da lagovertriddelser som innefattar brott, domar
i brottmadl, straffprocessuella tvingsmedel eller administrativa frihets-
berdvanden (se t.ex. 17 § lagen om identitetskort for folkbokforda i
Sverige och prop. 2017/18:95 s. 64—67 och 122). Regeringen anser att
motsvarande sokbegrinsning bor finnas i den foreslagna lagen om statlig
e-legitimation och elektronisk identifiering.

Till skillnad fran utredningen anser regeringen att det bor inforas ett
forbud mot att gora sokningar i syfte att fd fram ett urval av personer
grundat pa kénsliga personuppgifter eller personuppgifter som avses i
artikel 10 i EU:s dataskyddsférordning, dvs. som ror fillande domar i
brottmal och lagdvertridelser som innefattar brott. Aven om renodlade
uppgifter om etniskt ursprung inte kommer att behandlas i verksamheten
med den statliga e-legitimationen kan en kombination av andra uppgifter,
exempelvis ansiktsbild och uppgifter om medborgarskap och fodelseort,
avsldja en persons etniska ursprung. Genom ett férbud mot att gora sok-
ningar i syfte att fd fram ett urval av personer grundat pa kénsliga
personuppgifter klargors att det exempelvis inte far goras sokningar for att
fa fram ett urval personer utifrdn ett visst etniskt ursprung. Forbudet
hindrar inte sékningar som gors i ett annat syfte &n att identifiera ett urval
av individer, t.ex. for att fa fram viss statistik eller for registervard.

De foreslagna sokforbuden bor gélla ndr personuppgifter behandlas for
savél de i lagen angivna priméra som sekundéra &ndamalen.

9.6 Liangsta tid for behandling av personuppgifter i
registret

Regeringens forslag

Personuppgifter i registret dver drenden om statlig e-legitimation ska

inte f& behandlas under léngre tid &n tio ar rdknat fran utgédngen av det

kalenderar som det drende som uppgifterna hénfor sig till avslutades.

Lagen ska innehalla en upplysning om att regeringen eller den

myndighet som regeringen bestimmer kan meddela foreskrifter om

— att personuppgifter i registret far behandlas under lédngre tid for
arkivindamal av allmint intresse eller vetenskapliga, statistiska
eller historiska dndamal, och

— avskiljande och begrinsningar av atkomsten till personuppgifter
som behandlas for sddana dndamal.




Utredningens forslag

Forslagen fran utredningen stimmer i huvudsak dverens med regeringens.
Utredningen foreslar att bestimmelser om den lidngsta tid som uppgifter
och handlingar far lagras i registret ska regleras i forordning. Utredningen
foreslar inte ndgon upplysningsbestimmelse om mojligheten att meddela
foreskrifter om att personuppgifter i vissa fall far behandlas under langre
tid och om avskiljande och begrinsningar av &tkomsten till person-
uppgifter. Utredningen foreslér att begreppet gallring ska anvéndas i stéllet
for langsta tid for behandling.

Remissinstanserna

Riksarkivet avstyrker forslaget om en gallringsbestimmelse och foreslar
att bestimmelsen i stdllet ska utformas som en reglering av ldngsta tid for
behandling av uppgifter i registret. Vidare framhéller myndigheten att det
med en sddan utformning inte finns skal att bemyndiga myndigheten att
meddela foreskrifter om bevarande.

Skilen for regeringens forslag
En lingsta tid for personuppgifisbehandling i registret bor inforas

Enligt artikel 5.1 e i EU:s dataskyddsforordning far personuppgifter inte
forvaras i en form som mojliggor identifiering av den registrerade under
langre tid 4n vad som &r nédvandigt for de d&ndamal for vilka person-
uppgifterna behandlas. Personuppgifter far dock lagras under lidngre
perioder i den mén som personuppgifterna enbart behandlas for arkiv-
dndamal av allmént intresse, vetenskapliga eller historiska forsknings-
dndamal eller statistiska &ndamél. Huvudprincipen enligt arkivlagen
(1990:782) ar att allménna handlingar ska bevaras (3 §). Statliga myn-
digheter far enligt 14 § arkivforordningen (1991:446) gallra allmidnna
handlingar endast i enlighet med foreskrifter eller beslut av Riksarkivet,
om inte sirskilda gallringsforeskrifter finns i lag eller férordning.
Register som innehaller ett stort antal personuppgifter innebar inte-
gritetsrisker for den enskilde. Det &dr anledningen till att registerfor-
fattningar vanligtvis innehaller bestimmelser som, i motsats till arkiv-
lagens huvudprincip om bevarande, anger att gallring ska ske pa visst sitt
eller anger en ldngsta tid for behandling av uppgifterna (se t.ex. 17 §
forordningen om nationellt identitetskort och 13 § forordningen om iden-
titetskort for folkbokforda i Sverige). Regeringen har tidigare konstaterat
att orden bevarande och gallring enbart bor anvindas i den betydelse de
har i arkivlagstiftningen, for att sa langt som mojligt skilja mellan
arkivrittsliga regler och regler om dataskydd. Nar syftet med bestdm-
melser ér att skydda den personliga integriteten bor regleringen i stéllet
ange den yttersta grinsen for hur linge personuppgifterna far behandlas
(prop. 2017/18:269 s. 120 och 121). I likhet med vad Riksarkivet framfor
anser regeringen att det inte finns skl att nu géra en annan beddmning.
For att skydda den registrerades personliga integritet anser regeringen
att det bor inforas sérskilda bestimmelser om den ldngsta tiden som
personuppgifter far behandlas i registret over drenden om statlig e-
legitimation. Att personuppgifter upphdr att behandlas innebér inte
nddvindigtvis att handlingarna gallras, dvs. forstors. Det innebér enbart
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att de inte ldngre behandlas for de &ndamal som anges i den foreslagna
lagen. Allménna handlingar som inte ska gallras med st6d av géllande
regelverk ska bevaras i enlighet med arkivlagstiftningens krav (jfr
prop. 2022/23:34 s. 150).

Vid bestimmandet av den ldngsta tillatna tiden for behandling av
personuppgifter bor en avvigning goéras mellan & ena sidan intresset av
skyddet for den personliga integriteten och & andra sidan verksamhetens
behov. Det ér av stor vikt for utfirdandeprocessen att en utfirdande
myndighet kan kontrollera uppgifterna i registret i samband med att en
person ansdker om en statlig e-legitimation. Uppgifterna behovs for att
kunna kontrollera att samma person inte har flera e-legitimationer med
olika identiteter eller ansdker om att i en e-legitimation i ndgon annan
persons identitet. Manga uppgifter kan av det skélet behdva sparas under
lang tid. I likhet med utredningen anser regeringen att en tidsfrist pa tio ar
tillgodoser dessa behov. Personuppgifter i registret 6ver drenden om statlig
e-legitimation bor alltsé fa behandlas som léngst tio ar fran utgédngen av
det ar som det drende som uppgifterna hanfor sig till avslutades. Detta
hindrar inte att Polismyndigheten gallrar uppgifter fran registret tidigare i
enlighet med 14 § arkivforordningen (1991:446). Polismyndigheten maste
som personuppgiftsansvarig gora en bedomning av behovet av olika typer
av uppgifter och utifrdn det behovet ta fram rutiner for hur linge olika
uppgifter ska behandlas (se avsnitt 9.1).

Undantag frdn bestdmmelserna om ldngsta tid for behandling

Som framgar ovan kan personuppgifter bevaras under langre tid 4n tio ar
for exempelvis vetenskapliga, statistiska eller historiska &dndamal.
Riksarkivet framfor att det darfor saknas skil att bemyndiga myndigheten
att meddela foreskrifter om bevarande. Regeringen anser dock att en
upplysningsbestimmelse bor tas in i lagen om att regeringen eller den
myndighet som regeringen bestimmer kan meddela foreskrifter om att
personuppgifter i registret over drenden om statlig e-legitimation fér
fortsitta att behandlas under viss tid for arkivindamal av allmént intresse
eller vetenskapliga, statistiska eller historiska &ndamal. For att fristen ska
fd genomslag kan det vidare behéva inforas foreskrifter om att sddana
personuppgifter som bevaras under lédngre tid, for t.ex. arkivindamal, ska
avskiljas frdn annan information i registret och att atkomsten till dessa
uppgifter ska begrinsas. Dessa foreskrifter bor ocksé kunna meddelas med
stod av regeringens restkompetens. Upplysningsbestimmelsen bor dérfor
dven omfatta mojligheten att meddela sddana foreskrifter.

9.7 Tillgang till personuppgifter

Regeringens forslag

Tillgangen till personuppgifter ska begrénsas till det som var och en
behover for att kunna fullgdra sina arbetsuppgifter i verksamheten med
den statliga e-legitimationen.



Regeringen eller den myndighet som regeringen bestimmer ska fa
meddela foreskrifter om begransningen av tillgdngen till personupp-
gifter och om sdkerhetsatgérder till skydd for personuppgifter.

Utredningens forslag

Forslagen frén utredningen stimmer i sak Overens med regeringens.
Utredningen foreslér inte ndgot bemyndigande om mdjligheten att med-
dela foreskrifter om pa vilket sitt tillgdngen till personuppgifter kan be-
gransas och om sékerhetsatgérder till skydd for personuppgifter.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. 4B Svenska pass, Diskriminerings-
ombudsmannen, Hovritten 6ver Skdne och Blekinge och Integritets-
skyddsmyndigheten, tillstyrker eller har inga synpunkter pa forslaget.
Forsdkringskassan framfor att det bor Overvigas att i lag reglera att
atkomsten till personuppgifter ska foljas upp regelbundet eller genom ett
bemyndigande for sddana foreskrifter.

Skilen for regeringens forslag
Tillgdngen till personuppgifter bor begrdnsas

Enligt artikel 24.1 1 EU:s dataskyddsforordning ska den personuppgifts-
ansvarige, med beaktande av bl.a. behandlingens art, omfattning och
dndamal, genomfora lampliga tekniska och organisatoriska atgirder for att
sakerstélla och kunna visa att behandlingen av personuppgifter utfors i
enlighet med forordningen. Enligt artikel 25.2 ska den personuppgifts-
ansvarige ocksa genomfora ldmpliga tekniska och organisatoriska atgérder
for att sékerstilla att endast personuppgifter som dr nddvandiga for varje
specifikt dndamél med behandlingen behandlas. Skyldigheten géller
mingden insamlade personuppgifter, behandlingens omfattning, tiden for
dess lagring och deras tillgénglighet. Enligt artikel 32 har den person-
uppgiftsansvarige vidare en skyldighet att se till att en lamplig sdkerhets-
niva for behandlingen av personuppgifter upprétthalls. Detta ska ske bl.a.
genom ldmpliga tekniska och organisatoriska &atgérder. Den person-
uppgiftsansvariges skyldigheter i denna del finns &ven i de allménna prin-
ciper for personuppgiftsbehandling som framgar av artikel 5.1 f i samma
forordning.

Aven om skyldigheten for personuppgiftsansvariga att pa olika sitt
begransa tillgangen till personuppgifter foljer direkt av EU:s dataskydds-
forordning har regeringen bedomt att tillgdngen till personuppgifter kan
regleras sirskilt i nationell rétt (se t.ex. prop. 2017/18:254 s. 36 och
prop. 2017/18:248 s. 28). Sédana bestimmelser finns dérfor i flertalet
registerforfattningar, t.ex. 7 § kriminalvardsdatalagen och 16 § utlénnings-
datalagen (2016:27).

Mot bakgrund av att verksamheten med den statliga e-legitimationen
kommer att innebéra behandling av en stor méngd personuppgifter, bl.a.
kénsliga personuppgifter, bedomer regeringen att tillgdngen sa langt som
mojligt bor begransas med hansyn till den registrerades integritet. Det bor
déarfor inforas en bestimmelse i den nya lagen om att tillgdngen till
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personuppgifter ska begrénsas till det som var och en behover for att kunna
fullgéra sina arbetsuppgifter i verksamheten med den statliga e-legiti-
mationen. Den som inte arbetar med uppgifter kopplade till verksamheten
med den statliga e-legitimationen ska alltsd inte ha rétt att befatta sig med
uppgifterna i den verksamheten.

Regeringen eller den myndighet som regeringen bestimmer bor fa
meddela vissa foreskrifter till skydd for personuppgifter

Det bor i den nya lagen inforas en rétt for regeringen eller den myndighet
som regeringen bestimmer att meddela foreskrifter om begrénsningen av
tillgangen till personuppgifterna. Pa sa sitt kan regleringen av tillgdngen
till personuppgifter enklare justeras vid behov. Det innebdr att regleringen
kan fo6ljas upp regelbundet, som Férsdkringskassan efterfragar. Den nya
lagen bor ocksa innehdlla ett bemyndigande for regeringen eller den
myndighet som regeringen bestimmer att meddela foreskrifter om
sdkerhetsatgirder till skydd for personuppgifter. Sddana foreskrifter kan
meddelas for att ytterligare tillvarata den enskildes integritetsintresse, t.ex.
om nya sikerhetsatgérder blir tillgidngliga pd grund av den tekniska
utvecklingen.

9.8 Sekretess for biometriska uppgifter

Regeringens forslag

Sekretess ska gilla for biometrisk uppgift som har tagits fram ur en
fotografisk bild av en enskild om det inte star klart att uppgiften kan
rojas utan att den enskilde eller ndgon nérstdende till denne lider men.
Det ska gélla om uppgiften féorekommer i verksamhet som avser folk-
bokforingen eller annan liknande registrering av befolkningen och, i
den utstriackning regeringen meddelar foreskrifter om det, i annan verk-
samhet som avser registrering av en betydande del av befolkningen. For
uppgifter i en allmén handling ska sekretessen gélla i hogst sjuttio ar.

Promemorians forslag

Forslaget i promemorian stimmer dverens med regeringens. Forslaget har
dock en annan redaktionell utformning.

Utredningens bedomning

Bedomningen fran utredningen stimmer inte dverens med regeringens
forslag. Utredningen beddmer att det inte finns ndgot behov av sekretess-
bestdmmelser.

Remissinstanserna

Samtliga remissinstanser tillstyrker eller har inte ndgra invédndningar mot
promemorians forslag.

Majoriteten av remissinstanserna, bl.a. AB Svenska pass, Diskriminer-
ingsombudsmannen, Hovrdtten 6ver Skdane och Blekinge och Integritets-



skyddsmyndigheten, tillstyrker eller har inga synpunkter pa utredningens
beddmning. Skatteverket anser att det finns behov av en sekretessbrytande
bestimmelse for att mojliggora tillhandahéllande av uppgifter fran utfar-
dande myndighet till brottsbekdmpande myndigheter.

Skiilen for regeringens forslag

Enligt 2 kap. 1 § tryckfrihetsforordningen (TF) har var och en rétt att ta
del av allménna handlingar. Den rétten far begrénsas endast om det krévs
med hénsyn till vissa sérskilda intressen, bl.a. skyddet for enskildas per-
sonliga eller ekonomiska forhallanden (2 kap. 2 § forsta stycket 6). En
sadan begransning ska anges noga i en bestimmelse i OSL eller, om det
anses lampligare i ett visst fall, i en annan lag som OSL hénvisar till (2 kap.
2 § TF). Sekretess innebir att det &r forbjudet att roja uppgifter, vare sig
det sker muntligen, genom att en handling ldmnas ut eller pd annat sétt
(3 kap. 1 § OSL).

For att utfirdande myndighet ska kunna utfora de uppgifter som foreslés
i den nya lagen om statlig e-legitimation och elektronisk identifiering
kommer myndigheten att behova fa tillgang till och behandla ett stort antal
personuppgifter. Registret 6ver drenden om statlig e-legitimation kommer
t.ex. att innehélla namn, person- och samordningsnummer och ansiktsbild.
For uppgifter om enskilds personliga forhallanden giéller sekretess enligt
22 kap. 1 § OSL om det av sérskild anledning kan antas att den enskilde
eller ndgon nérstdende till denne lider men om uppgiften rdjs och
uppgiften forekommer i verksamhet som avser folkbokforingen eller
annan liknande registrering av befolkningen och, i den utstrickning
regeringen meddelar foreskrifter om det, i annan verksamhet som avser
registrering av en betydande del av befolkningen. Sekretess géller ocksa i
saddan verksamhet for uppgift i form av fotografisk bild av den enskilde
om det inte star klart att uppgiften kan rdjas utan att den enskilde eller
nagon narstidende till denne lider men. Regeringen har med stod av 22 kap.
1 § OSL meddelat foreskrifter som innebdr att bestimmelserna bl.a.
omfattar Polismyndighetens passregister, registret over nationella iden-
titetskort och Skatteverkets databas over identitetskort for folkbokforda i
Sverige, se 6 § offentlighets- och sekretessforordningen (2009:641).

Registret 6ver drenden om statlig e-legitimation kommer sannolikt att
omfatta en stor del av befolkningen. Regeringen beddmer dérfor att det
finns forutsittningar for att registret ska kunna omfattas av samma
sekretesskydd som de register som omfattas av 6 § offentlighets- och
sekretessforordningen. For ansiktsbilder i sddana register géller i dag ett
omvént skaderekvisit, dvs. en presumtion for sekretess. Regeringen har
motiverat presumtionen bl.a. utifrdn de enskildas intresse av att foto-
grafierna inte kommer till anvindning i ett sammanhang som de upplever
som hotfullt (prop. 2003/04:93 s. 34-41).

Regeringen foreslar i avsnitt 9.3 att registret dver drenden om statlig e-
legitimation inte bara ska fa innehalla ansiktsbilder utan dven biometriska
uppgifter som har tagits fram ur sddana ansiktsbilder. Vad som géller for
biometriska uppgifter som har tagits fram ur ansiktsbilder och som sparas
i ett sddant register som omfattas av 22 kap. 1 § OSL framgér inte av lagen.
Sadana uppgifter skulle kunna betraktas som en del av sjilva ansikts-
bilderna och ddrmed omfattas av den sekretess som giller for dessa.
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Beroende pé vilken teknisk 16sning som viljs skulle de dock ocksé kunna
uppfattas som fristdende uppgifter.

De biometriska uppgifterna har en nira koppling till de ansiktsbilder
som anvénds for att ta fram uppgifterna, vilket talar for att de bor ha samma
sekretesskydd som bilderna. Vidare &r biometriska uppgifter att betrakta
som integritetskdnsliga (se bl.a. prop.2024/25:37 s. 106, 125, 133
och 142) och enligt dataskyddsregleringen far de enbart behandlas om det
ar sarskilt foreskrivet och nddvandigt for indamalet med behandlingen (se
bl.a. artikel 9.1 i EU:s dataskyddsforordning). Det ar dérfor viktigt att
sdkerstdlla att uppgifterna inte anvinds for andra &ndamal 4n de avsedda.
Regeringen anser att intresset av att uppgifterna inte ska anvéndas i otillat-
na sammanhang och skyddet for de enskildas personliga forhallanden
overviager mediernas och allméinhetens intresse av att fa ta del av upp-
gifterna. Sekretessens styrka bor vara densamma som for de ansiktsbilder
som anvénds for att ta fram uppgifterna. Sekretess enligt 22 kap. 1 § OSL
bor darfor gélla bade for fotografiska bilder av enskilda och for biome-
triska uppgifter som har tagits fram ur bilderna, om det inte star klart att
uppgifterna kan réjas utan att den enskilde eller ndgon nérstaende till
honom eller henne lider men. For att det inte ska rada nagot tvivel om att
de biometriska uppgifterna omfattas av samma sekretesskydd som sjélva
ansiktsbilderna bedomer regeringen att 22 kap. 1 § OSL behover éndras.

Regeringens forslag innebér att sekretess kommer att kunna gélla for
saddana biometriska uppgifter som har tagits fram ur ansiktsbilder och som
far behandlas i registret 6ver drenden om statlig e-legitimation (se av-
snitt 9.3). Samtidigt kommer sekretess att gélla for biometriska uppgifter i
de verksamheter som i dag omfattas av bestimmelserna i 22 kap. 1 § OSL,
bl.a. passregistret och registret 6ver nationella identitetskort (6 § offen-
tlighets- och sekretessforordningen). I den man biometriska uppgifter tas
fram ur fotografier i dessa register kommer dven de biometriska uppgift-
erna att omfattas av den presumtion for sekretess som nu foreslas. Detta
framstar som rimligt och logiskt. De biometriska uppgifter som tas fram
ur ett fotografi maste &dven i dessa sammanhang anses vara lika skydds-
virda som sjélva fotografiet.

For 6vriga uppgifter i en allmin handling som omfattas av 22 kap. 1 §
OSL giéller sekretessen i hogst sjuttio ar. Motsvarande sekretesstid bor
gélla dven for biometriska uppgifter.

Till skillnad fran Skatteverket anser regeringen inte att det behdvs nagon
sekretessbrytande bestdimmelse for att mojliggora tillhandahéllande av
uppgifter fran registret 6ver drenden om statlig e-legitimation till brotts-
bekdmpande myndigheter. Enligt den foreslagna lagen far ndmligen per-
sonuppgifter behandlas om uppgiftslimnandet sker i dverensstimmelse
med lag eller forordning. Sedan den 1 december 2025 géller ocksa att se-
kretess till skydd for enskilda inte hindrar att en uppgift ldmnas till en
annan myndighet, om det behovs for att bl.a. forebygga, forhindra eller
upptécka brottslig verksamhet, utreda brott, eller forebygga eller forhindra
att en ekonomisk forman, ett ekonomiskt stod, en skatt eller an avgift
beslutas, betalas ut eller tillgodordknas felaktigt eller med ett for hogt eller
ett for lagt belopp (10 kap. 15a § OSL, prop. 2024/25:180). Det finns
alltsa réttslig grund att 1imna vidare uppgifter som behandlas i registret till
andra myndigheter i syfte att bekédmpa brott.



9.9 Undantag fran ritten att invinda mot
personuppgiftsbehandling

Regeringens forslag

Den rétt att invinda mot personuppgiftsbehandling som fo6ljer av arti-
kel 21.1 1 EU:s dataskyddsforordning ska inte gélla vid behandling som
ar tillaten enligt den nya lagen om statlig e-legitimation och elektronisk
identifiering eller foreskrifter som har meddelats i anslutning till lagen.

Utredningens forslag

Forslaget fran utredningen stimmer dverens med regeringens.

Remissinstanserna

Ingen remissinstans yttrar sig sérskilt 6ver forslaget.

Skilen for regeringens forslag

Av artikel 21.1 i EU:s dataskyddsforordning framgar att den registrerade
har rétt att nér som helst gora invindningar mot personuppgiftsbehandling
som bl.a. sker for att utfora en uppgift av allmént intresse eller som ett led
i myndighetsutdvning (artikel 6.1 e¢). Om en sidan invéndning har gjorts
far den personuppgiftsansvarige inte lingre behandla personuppgifterna,
sdvida denne inte kan pavisa tvingande berittigade skél for behandlingen
som véger tyngre dn den registrerades intressen, réttigheter och friheter
eller om det sker for faststidllande, utévande eller forsvar av rattsliga an-
sprak.

Ratten att gora invandningar kan sannolikt bli aktuell i flera av de situa-
tioner ddr utfirdande myndighet behandlar personuppgifter i verksam-
heten med den statliga e-legitimationen. En rétt for den registrerade att
invinda mot behandlingen av personuppgifter kan ténkas paverka effek-
tiviteten i myndighetens verksamhet. Begrénsningar i ritten att gora in-
vandningar far enligt artikel 23.1 goras i syfte att sdkerstilla bl.a. ett viktigt
mal av generellt allmént intresse for medlemsstaten. Det krévs ocksa att
begriansningen uppfyller krav pa nddvindighet och proportionalitet.

Den behandling av personuppgifter som foljer av den foreslagna lagen
om statlig e-legitimation och elektronisk identifiering ar en forutséttning
for att utfairdande myndighet ska kunna utfora sina uppgifter pa ett korrekt,
rattssdkert och effektivt sitt. Den personuppgiftsansvariga myndigheten
far ndrmast undantagslost anses kunna visa skil for fortsatt behandling
som véger tyngre dn den registrerades intressen i det enskilda fallet. Under
sadana forhéllanden och for att fullt ut sékerstélla forutsittningarna for
utfdrdande myndighet att behandla relevanta personuppgifter bor den re-
gistrerade inte ha nagon ritt att motsitta sig sddan personuppgifts-
behandling som ér tillaten enligt lagen. En sddan begransning maste anses
utgoéra en nddvandig och proportionell atgérd i syfte att sdkerstélla ett
viktigt mal av generellt allmént intresse (jfr prop. 2017/18:95 s. 85 och 86
och prop. 2017/18. 105 s. 106). Den foreslagna lagen innehaller dessutom
ett flertal integritetsskyddande bestimmelser, bl.a. om dndamalen och
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langsta tid for behandling av personuppgifter. Regeringen anser darfor att
det i den nya lagen om statlig e-legitimation och elektronisk identifiering
bor inforas en bestimmelse om att ritten att enligt artikel 21.1 1 EU:s
dataskyddsforordning gora inviandningar inte giller vid sddan person-
uppgiftsbehandling som 4ar tilldten enligt lagen och foreskrifter som har
meddelats i anslutning till lagen.

10 Krav pé erkdnnande av vissa medel for
elektronisk identifiering 1 offentliga
aktorers nattjénster

Regeringens forslag

Offentliga aktorer ska, for autentisering i sina néttjanster, erkdnna me-
del for elektronisk identifiering som tillhandahalls inom ramen for ett
auktorisationssystem enligt lagen om auktorisationssystem i fraga om
tjidnster for elektronisk identifiering och for digital post. Kravet ska
gélla nir en e-legitimation krévs for att fa tillgang till en néttjinst och
tjénsten helt eller delvis riktar sig till enskilda.

Kravet ska endast gélla om tillitsnivan for medlet motsvarar en tillits-
niva som dr lika hog eller hogre dn den tillitsnivd som den offentliga
aktoren kraver for atkomst till néttjénsten.

Med offentlig aktor ska det avses detsamma som i lagen om auktori-
sationssystem i fraga om tjanster for elektronisk identifiering och for
digital post. Offentligt styrda organ och séddana juridiska personer som
tillgodoser behov i det allménnas intresse ska dock inte omfattas.

Regeringen eller den myndighet som regeringen bestimmer ska fa
meddela foreskrifter om hur kravet att erkdnna medel for elektronisk
identifiering i auktorisationssystem ska fullgéras och om undantag frén
kravet.

Utredningens forslag

Forslagen fran utredningen stimmer i sak Overens med regeringens.
Utredningens forslag har dock en annan redaktionell utformning.

Remissinstanserna

Majoriteten av remissinstanserna, bl.a. Bolagsverket, Finansinspektionen,
Goteborgs kommun, Integritetsskyddsmyndigheten, Kammarkollegiet,
Kronofogdemyndigheten, Lantmditeriet, Linsstyrelsen i Skane ldn, Sveri-
ges advokatsamfund och Upphandlingsmyndigheten, tillstyrker eller har
inga synpunkter pa forslaget.

Sveriges Kommuner och Regioner (SKR) anser att kravet endast innebar
forenklingar for kommuner om det sikerstills att en hog andel leverantorer
av medel for elektronisk identifiering ansluter sig till auktorisations-
systemet. Flera remissinstanser, bl.a. Freja elD Group AB och Férsvars-



makten, framfor att kravet d&ven bor omfatta privata aktorer, alternativt att
fragan bor utredas vidare. Freja eID Group AB anser vidare att det bor
goras obligatoriskt for de som tillhandahéller néttjanster att hantera
samordningsnummer, eftersom det i dagsldget ar fa aktérer som har moj-
lighet att hantera sddana i sina system. Konkurrensverket papekar att fa
kommer att vilja ha en statlig e-legitimation om privat sektor inte omfattas
av kravet. Myndigheten anser vidare att det krévs ytterligare dvervdganden
av om verksamheten hanforlig till den statliga e-legitimationen kan pé-
verka konkurrensen och handeln mellan EU:s medlemsstater enligt
statsstodsreglerna. TechSverige anser att det dr problematiskt ur ett kon-
kurrensrittsligt perspektiv om tillgangen till elektronisk identifiering i en
nittjdnst maste anskaffas genom ett auktorisationssystem och det inte finns
mojlighet for offentliga aktorer att fortsatt upphandla sddana tjénster.

Region Stockholm framhéller att kravet riskerar att medfora att befintlig
marknad for elektronisk identifiering forsvinner och att det, atminstone
tillfalligt, kan bromsa digitaliseringstakten. Nagra myndigheter, bl.a.
Férsvarets materielverk, anser att det bor finnas mojlighet till undantag
frén kravet att erkdnna medel for elektronisk identifiering som tillhanda-
hélls av leverantdrer i auktorisationssystemet och att myndigheter som
tillhor Forsvarsdepartementet bor omfattas av ett sddant undantag.

Skilen for regeringens forslag

Det bér inforas ett krav pad att vissa medel for elektronisk identifiering
ska godtas vid identifiering i ndttjinster

I avsnitt 7.1 foreslar regeringen att det ska inforas en statlig e-legitimation.
Syftet dr bl.a. att sikra samhallets tillgang till elektronisk identifiering och
stirka samhaéllets motstandskraft genom att 6ka konkurrensen pa omréadet.

Att en statlig e-legitimation infors innebér dock inte i sig att den kommer
att kunna anvéndas i olika néttjanster eftersom det som utgangspunkt &r
upp till forlitande part, dvs. tillhandahéallaren av den néttjansten som kraver
elektronisk identifiering, att avgoéra vilka medel som godtas for autent-
isering i tjdnsten. I avsnitt 7.1 beddmer regeringen att den statliga e-
legitimationen bor anslutas till ett auktorisationssystem enligt lagen om
auktorisationssystem i fraga om tjanster for elektronisk identifiering och
for digital post. Ett krav pa att medel for elektronisk identifiering som
tillhandahalls inom ramen for ett auktorisationssystem ska erkdnnas for
autentisering kommer sannolikt att leda till att urvalet av e-legitimationer
som kan anvéndas i néttjansterna blir storre. Det skulle i sin tur bidra till
6kad konkurrens pa marknaden for elektronisk identifiering och tillgéng-
lighet till digital offentlig service, till skillnad fran vad Region Stockholm
framfor. En enskild som ska skaffa en e-legitimation skulle pa sa sétt fa
mdjlighet att vélja bland fler leverantorer av medel for elektronisk identi-
fiering.

Som SKR papekar ar anslutningsgraden till auktorisationssystemet en
avgorande faktor for att systemet ska vara effektivt och gora nytta (se
prop. 2023/24:6 s. 32). Ett krav pa att ett medel for elektronisk identifie-
ring som ingar i ett sadant system ska godtas i vissa aktorers nattjdnster
innebédr dock inte att de aktorer som berdrs av kravet maste anskaffa
tjdnsten genom att ansluta till auktorisationssystemet. Det &r upp till varje
aktor som berdrs av kravet att ta stillning till om de medel for elektronisk
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identifiering som ingdr i systemet i stéllet ska anskaffas genom exempelvis
upphandling enligt lagen om offentlig upphandling eller p& nagot annat
sdtt. Det finns inte heller ndgot som hindrar en sédan aktor fran att upp-
handla andra tjanster, utover de som ingar i auktorisationssystemet. En
saddan ordning begrinsar inte konkurrensen pa marknaden, som 7Tech-
Sverige befarar.

Utredningen har foreslagit att ett medel for elektronisk identifiering ska
erkdnnas for autentisering i en néttjanst bl.a. om medlet tillhandahélls av
en leverantdr som &dr godkdnd i enlighet med lagen om auktorisations-
system i frdga om tjénster for elektronisk identifiering och for digital post.
Eftersom en leverantdr kan tillhandahalla flera medel for elektronisk
identifiering, och vissa medel kanske inte ingér i ett auktorisationssystem,
bor kravet pé erkdnnande i stéllet avse de medel som ingér i ett sddant
system. Regeringen anser mot denna bakgrund att det bor inforas en
skyldighet att erkdnna medel for elektronisk identifiering som tillhan-
dahalls inom ramen for ett auktorisationssystem enligt lagen om aukto-
risationssystem i frdga om tjanster for elektronisk identifiering och for
digital post. Skyldigheten att erkdnna medel for elektronisk identifiering
innebdr inte en skyldighet att ge enskilda atkomst till ndttjédnsten.

Kravet bor omfatta néttjinster som tillhandahdlls av offentliga aktérer
och som riktar sig till enskilda

Enligt lagen om auktorisationssystem i fraga om tjénster for elektronisk
identifiering och for digital post far offentliga aktoérer anvinda de medel
for elektronisk identifiering som ingér i ett auktorisationssystem bl.a. for
identifiering av enskilda for atkomst till sina digitala tjénster.

Det foreslagna kravet pa att medel for elektronisk identifiering som
ingdr i ett auktorisationssystem under vissa forutséttningar ska erkdnnas
syftar till att 6ka konkurrensen och redundansen inom e-legitimations-
omradet och till att 6ka tillgdngligheten till digitala tjanster. For att det ska
kunna uppnas &r det motiverat att en stor del av den offentliga sektorn om-
fattas av kravet. Detta skulle ocksd vara ett effektivt sitt att 6ka incitamen-
ten for anslutning till auktorisationssystem for elektronisk identifiering.
Kravet bor darfor omfatta statliga myndigheter, kommuner och regioner
och sammanslutningar av dessa aktdrer som inrédttas sérskilt for att tillgo-
dose behov i det allménnas intresse, under forutsittning att behovet inte ar
av industriell eller kommersiell karaktér.

For att inte utesluta en stor del av den kommunala verksamheten som
utfors i privat regi bor dven vissa privata aktorer som bedriver offentligt
finansierad verksamhet omfattas. Nar det géller vilka privata aktdrer som
bor omfattas kan ledning hdmtas fran lagen om auktorisationssystem i
fraga om tjanster for elektronisk identifiering och for digital post och lagen
(2018:1937) om tillgdnglighet till digital offentlig service. Med offentlig
aktor 1 dessa lagar avses bl.a. en privat aktor som yrkesméssigt bedriver
verksamhet som till nagon del &r offentligt finansierad inom olika verk-
samhetsomraden. Ett utpekat omrade ar verksamhet som bedrivs av en en-
skild huvudman inom skolvésendet eller av enskild huvudman for en sédan
internationell skola som avses i 24 kap. skollagen (2010:800). Aven verk-
samhet som utgor hélso- och sjukvard enligt hélso- och sjukvardslagen
(2017:30) eller tandvérd enligt tandvardslagen (1985:125) omfattas. Vid-



are omfattas verksamhet som bedrivs enligt socialtjanstlagen (2025:400),
lagen (1988:879) om vard av missbrukare i vissa fall, lagen (1990:52) med
sarskilda bestimmelser om vérd av unga och lagen (1993:387) med stod
och service till vissa funktionshindrade. Aven personlig assistans som ut-
fors med assistanserséttning enligt socialforsakringsbalken omfattas. Med
offentlig finansiering avses ett direkt stdd eller betalning for att driva verk-
samheten inom de aktuella verksamhetsomradena (prop. 2023:24:6 s. 51
och prop. 2017/18:299 s. 87).

Nar lagen om auktorisationssystem i frdga om tjanster for elektronisk
identifiering och for digital post infordes 6vervdgdes om en bredare krets
skulle 4 anvinda sig av tjénsterna i auktorisationssystemet. I forarbetena
konstateras att tillimpningen av auktorisationssystem &r ett annat sitt for
offentliga aktorer att anskaffa tjanster &n genom offentlig upphandling.
Privata aktoérer som inte omfattas av upphandlingsregelverket har inte
samma begransningar i fraga om mojligheten att ingé avtal med flera leve-
rantorer som tillhandahaller tjdnster for elektronisk identifiering. Mot bak-
grund av bl.a. detta ansags det inte finnas skal att utvidga kretsen anvand-
are av auktorisationssystemet till fler privata aktorer &n de som bedriver
verksamhet som till ndgon del &r offentligt finansierad (prop. 2023/24:6
s. 32-34). Regeringen anser, till skillnad frén bl.a. Forsvarsmakten och
Konkurrensverket, att det inte skulle vara &andamaélsenligt att en storre krets
skulle omfattas av kravet. Det framstar ocksa som oldmpligt att ett sddant
krav skulle gélla aktérer som inte har mdjlighet att anvinda sig av
auktorisationssystemet.

Sammanfattningsvis bor det alltsa inforas ett krav pa att statliga myn-
digheter, kommuner och regioner och privata aktérer som yrkesméssigt
bedriver offentligt finansierad verksamhet inom de uppraknade omradena
ska erkdnna de medel for elektronisk identifiering som tillhandahélls inom
ramen for ett auktorisationssystem enligt lagen om auktorisationssystem i
fréga om tjanster for elektronisk identifiering och for digital post.

Kravet bor gélla nir en sddan aktdr kréver e-legitimation for att fa till-
géang till en néttjanst som aktoren tillhandahéller och som helt eller delvis
riktar sig till enskilda. En forutsittning bor vidare vara att tillitsnivan for
medlet for elektronisk identifiering motsvarar en tillitsniva som ar lika hog
eller hogre dn den tillitsniva som den offentliga aktdren kréver for atkomst
till ndttjénsten.

Regeringen eller den myndighet som regeringen bestimmer bor ges rétt
att foreskriva om hur kravet pé att erkdnna medel for elektronisk identi-
fiering 1 auktorisationssystemet ska fullgoras. Det kan t.ex. avse inom
vilken tid ett medel for elektronisk identifiering som har tillkommit i
auktorisationssystem ska erkdnnas.

Regeringen ser, till skillnad frén Freja eID Group AB, inte nagot behov
av att stélla sédrskilda krav pa att offentliga aktorer ska kunna hantera vissa
typer av uppgifter i sina néttjénster.

Undantag frdn kravet

Det kan i vissa fall finnas ett behov av att gora undantag fran kravet for
offentliga aktorer att erkinna medel for elektronisk identifiering i auktori-
sationssystemet. Som Forsvarets materielverk framfor bor t.ex. hénsyn till
rikets sékerhet kunna utgdra skal for att undanta vissa myndigheter fran
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kravet (jfr 3 § forordningen om auktorisationssystem i frdga om tjénster
for elektronisk identifiering och for digital post). Det kan ocksd avse
undantag fran kravet i forhéllande till vissa medel for elektronisk
identifiering om det t.ex. finns flera Gverlappande auktorisationssystem
med delvis likartade tjanster.

Regeringen beddmer att det bor vara tillrdckligt att sdédana undantag
meddelas i forordning eller genom myndighetsforeskrifter. Regeringen
eller den myndighet som regeringen bestimmer bor darfér bemyndigas att
meddela foreskrifter om undantag fran kravet att erkénna medel for
elektronisk identifiering.

Aktualiseras reglerna om statsstéd?

Statsstdd ar finansiering med offentliga medel som ger ett eller flera fore-
tag en fordel i forhallande till 6vriga konkurrenter. Huvudregeln &r att det
ar forbjudet att ge sddant stod. Bestimmelser om statsstod finns i arti-
klarna 107-109 i férdraget om Europeiska unionens funktionsstt.

For att en atgérd ska utgora statligt stod krivs bl.a. att stodet ges av en
medlemsstat eller med hjélp av statliga medel och att det gynnar vissa fore-
tag eller viss produktion. Nér det giller frigan om en atgérd innebir en
ekonomisk fordel har EU-domstolen slagit fast att det, for att det ska kunna
bedémas om en statlig atgérd utgdr stod, maste avgoras om det mottagande
foretaget far ekonomiska fordelar som det inte skulle ha fatt under normala
marknadsvillkor (EU-domstolens dom den 11 juli 1996 i mélet SFEI m.fl.
mot La Poste m.fl., C-39/94, EU:C:1196:285 och den 2 september 2010 i
malet kommissionen mot Deutsche Post, C-399/08 P, EU:C:2010:481,
punkt 40). Regeringens forslag &r att den statliga e-legitimationen ska fi-
nansieras genom ansdkningsavgifter utifrdn principen om full kostnads-
tackning (se avsnitt 8.9). Det dr ddrmed inte friga om statligt stod, efter-
som finansieringen endast ska tdcka kostnaderna och verksamheten dér-
med inte far ndgra ekonomiska fordelar. Reglerna om statsstod aktuali-
seras darfor inte.

11 Overklagande av beslut

Regeringens forslag

Beslut enligt lagen om statlig e-legitimation och elektronisk identi-
fiering eller enligt foreskrifter som har meddelats i anslutning till lagen
ska fa overklagas till allmén forvaltningsdomstol. Provningstillstand
ska krévas vid overklagande till kammarrétten.

Beslut enligt lagen ska gélla omedelbart, om inte annat anges i be-
slutet.

Utredningens forslag

Forslagen fran utredningen stimmer i huvudsak 6verens med regeringens.
Utredningen foreslér inte en bestimmelse om att beslut som har fattats



med stdd av foreskrifter som har meddelats i anslutning till lagen ska fa
overklagas till allmén forvaltningsdomstol.

Remissinstanserna

Ingen remissinstans yttrar sig dver forslaget.

Skiilen for regeringens forslag
Overklagande av beslut

Beslut enligt den nya lagen eller enligt foreskrifter som har meddelats i
anslutning till lagen bor kunna 6verklagas. Ytterligare bestimmelser om
overklagande, bl.a. vem som far dverklaga ett beslut, hur man 6verklagar
ett beslut och tiden for 6verklagande finns i forvaltningslagen (2017:900).

Vid 6verklagande av forvaltningsrittens avgoranden bor provningstill-
stand krdvas 1 kammarrétten.

Besluten bér som huvudregel gilla omedelbart

Det ér viktigt att utfairdande myndighets beslut om exempelvis aterkallelse
av en statlig e-legitimation kan verkstéllas sa fort som mgjligt. Beslut
enligt lagen om statlig e-legitimation och elektronisk identifiering bor
darfor, pd samma sitt som beslut enligt passlagen, gilla omedelbart om
inte nagot annat anges i beslutet. Det innebér t.ex. att en e-legitimation
fortsétter att vara sparrad om ett beslut om é&terkallelse och spérr, som
géller omedelbart, 6verklagas. En spérr bor vidare inte kunna héivas (se
avsnitt 8.6). Det innebér att utfirdande myndighet far utfirda en ny e-
legitimation om innehavaren Overklagar ett beslut om aterkallelse och
spérr och fér rétt i domstol.

12 Ikrafttradande

Regeringens forslag

Lagen om statlig e-legitimation och elektronisk identifiering och &n-
dringen 1 offentlighets- och sekretesslagen ska trdda ikraft den
1 december 2026.

Promemorians forslag

Forslaget i promemorian stimmer inte 6verens med regeringens. I prome-
morian foreslds att &ndringen i offentlighets- och sekretesslagen ska trida
i kraft den 1 juli 2020.

Utredningens forslag

Forslaget fran utredningen stimmer inte dverens med regeringens. Utred-
ningen foreslar att lagen om statlig e-legitimation och elektronisk iden-
tifiering ska trdda i kraft den 1 mars 2026.
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Remissinstanserna

Ingen av remissinstanserna yttrar sig sérskilt over forslagen.

Skilen for regeringens forslag

Den tidpunkt for ikrafttridande som foreslas i promemorian och av utred-
ningen har passerat och ikrafttridandet behover darfor senareldggas.
Lagen om statlig e-legitimation och elektronisk identifiering och &ndring-
en i offentlighets- och sekretesslagen bor trida i kraft s& snart som mojligt,
vilket bedoms vara den 1 december 2026.

Det bedoms inte finnas nagot behov av dvergéngsbestimmelser.

13 Konsekvenser

13.1 Allmént om forslagen

Regeringen foreslér att det ska inforas en statlig e-legitimation. Syftet med
forslaget dr bl.a. att sdkra samhaéllets tillgang till elektronisk identifiering.
En statlig e-legitimation behovs ocksa for att Sverige ska kunna uppfylla
kraven i EU:s férordning om elektronisk identifiering.

Regeringen foreslar vidare att vissa offentliga aktorer som kréaver medel
for elektronisk identifiering i sina néttjanster ska erkdnna de medel for
elektronisk identifiering som tillhandahélls inom ramen for ett auktorisa-
tionssystem i enlighet med lagen om auktorisationssystem i fraga om
tjanster for elektronisk identifiering och for digital post. Syftet med for-
slaget dr att fraimja ett stérre urval av e-legitimationer i auktorisations-
systemet bl.a. for att 6ka konkurrensen och redundansen inom e-legitima-
tionsomradet. Enligt regeringens beddmning bor dven den statliga e-
legitimationen anslutas till ett sidant system.

13.2 Ekonomiska konsekvenser for utfardande
myndigheter

Polismyndigheten foreslas utses till utfirdande myndighet inom riket.
Utom riket foreslas beskickningar och karridrkonsulat fullgéra uppgifter
som utfardande myndighet i den utstrickning som beslutas av regeringen
eller den myndighet som regeringen bestimmer (se avsnitt 8.8). En
utfirdande myndighet ska bl.a. hantera ans6kningar och utfarda den sta-
tliga e-legitimationen. For att kunna utfirda en statlig e-legitimation
behover det goras en identitetskontroll av sokanden. De myndigheter som
ska ansvara for utfairdandet av den statliga e-legitimationen kommer att ha
erfarenhet av att utfora identitetskontroller och ha en upparbetad kunskap
om hantering av kénsliga uppgifter. Utfdrdande myndigheter behover
dérmed inte etablera verksamheten med den statliga e-legitimationen fran
grunden utan kan i stor utstrickning dra nytta av befintlig verksamhet.
Utfardande myndigheter kommer att ha kostnader for att hantera an-
sokningsforfarandet, utfirdandet av den statliga e-legitimationen och drift



och support av e-legitimationen samt nddvéndiga it-system. De kommer
ocksa att ha forvaltningskostnader, dvs. utgifter for bl.a. I6ner, lokaler och
Ovriga driftskostnader.

Verksamheten med den statliga e-legitimationen kommer i stor ut-
strackning att motsvara den for pass och nationellt identitetskort, bl.a. i
frédga om ansokningsprocess och utfardande. Samtliga kostnader for verk-
samheten med den statliga e-legitimationen kommer att finansieras genom
den ansokningsavgift som sokanden ska betala. Polismyndigheten
kommer dven att fi vissa intdkter genom erséttningen som ska betalas
inom auktorisationssystemet (se avsnitt 13.3.1 om erséttning till leve-
rantorer inom ett auktorisationssystem). Till skillnad fran Totalforsvarets
forskningsinstitut och Sveriges ambassad i Berlin anser regeringen att det
for narvarande inte krévs ndgon ytterligare finansiering.

13.3  Ekonomiska konsekvenser for offentlig sektor 1
ovrigt

13.3.1 Kravet pa erkiinnande av medel for elektronisk
identifiering

Regeringen foreslar att det ska inforas ett krav for vissa offentliga aktorer
att erkdnna medel for elektronisk identifiering som tillhandahélls inom
ramen for ett auktorisationssystem enligt lagen om auktorisationssystem i
fraga om tjanster for elektronisk identifiering och for digital post (se
avsnitt 10). Kravet kan komma att innebdra kostnader for teknisk
anpassning och for anvédndning av tjansterna. Det &r dock svért att ndrmare
bedéma omfattningen av kostnaderna, bl.a. mot bakgrund av osékerheten
kring hur ménga fler e-legitimationer som aktoérerna kommer att behova
godta i sina tjénster jaimfort med om kravet inte hade stillts. Kravet
kommer i vart fall att innebéra ett behov av att godta ytterligare en e-
legitimation, forutsatt att den statliga e-legitimationen ansluts till ett
auktorisationssystem (se avsnitt 7.1). Det far ocksd antas att offentliga
aktorer redan godkanner de medel for elektronisk identifiering som finns i
Sverige. Det bedoms darfor att kostnaderna kommer att vara begransade
for de allra flesta offentliga aktorer som tréffas av kravet.

De offentliga aktorer som omfattas av det nu foreslagna kravet pa
erkédnnande kan behdva anpassa sina tjdnster till de e-legitimationer som
for ndrvarande finns i auktorisationssystemet. Det beror bl.a. pd om
aktoren redan godtar sddana e-legitimationer for anvéndning i sin néttjanst.
For en offentlig aktor som redan godtar en e-legitimation som anvénder
samma anslutningsmetod medfor kravet inte ett behov av tekniska anpass-
ningar. Offentliga aktdrer som inte redan anvdnder samma anslut-
ningsmetod kommer ddremot att behdva gora sadana anpassningar.

Ett krav pa anvindning av tjdnster som ingar i ett auktorisationssystem
uppstélls redan i dag for statliga myndigheter. I promemorian Auktorisa-
tionssystem for elektronisk identifiering och for digital post (12020/03268)
som lég till grund for det kravet bedomdes att de statliga myndigheterna
skulle behdva mojliggdra inloggning med fler e-legitimationer. Négon
uppskattning av hur manga e-legitimationer det skulle rora sig om angavs
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dock inte. Kostnaderna for teknisk anpassning bedomdes vara marginella
med hénsyn till att myndigheterna &nda skulle behdva anpassa sig till att
ta emot fler e-legitimationer, bl.a. till f6ljd av skyldigheten att godta
utldndska e-legitimationer som f6ljer av EU:s forordning om elektronisk
identifiering (samma promemoria s. 51 och 52).

Anpassningskostnaden, dvs. kostnaden for att anpassa de tekniska
systemen for anvindning av en e-legitimation, bedoms for nirvarande
uppgé till cirka 31 000 kronor for den forsta e-legitimationen och dérefter
12 000 kronor per e-legitimation. Darutéver behdver aktdrerna betala en
ersittning for anvandningen av tjénsterna, antingen genom ett auktorisa-
tionssystem eller direkt till leverantdren. Myndigheten for digital forvalt-
ning har beslutat om en modell {or ersittning for auktorisationssystem dér
avgiften for offentliga aktorer uppgér till 0,12 kronor per genomford elek-
tronisk identifiering.

Flera kommuner har anfort att ersdttningsmodellen for auktorisations-
systemet riskerar att leda till oforutsebara kostnader. For de aktdrer som
véljer att uppfylla kravet genom att ansluta till auktorisationssystemet blir
den ersdttningsmodell som Myndigheten for digital forvaltning har
beslutat tillimplig. Det innebédr att kostnaden for anvdndningen av
tjdnsterna i ett auktorisationssystem utgar fran den faktiska anvéindningen
av e-legitimationer i kommunens néttjdnster. En sddan modell bedéms
som mer fordelaktig for kommunerna &n om erséttningen hade bestimts
till ett fast belopp. Det innebir t.ex. att kommuner med férre invénare
kommer att ha en ligre kostnad &n kommuner med ett stérre antal
invéanare, eftersom anvéndningen sannolikt ocksé kommer att vara mindre.

Det gér inte att ndrmare forutse hur omfattande anvéndningen av medel
for elektronisk identifiering som tillhandahalls inom ramen for ett auktori-
sationssystem kommer att vara. Anvandningen av sddana medel i tidigare
valfrihetssystem enligt lagen (2013:311) om valfrihetssystem i fraga om
tjanster for elektronisk identifiering kan ligga till grund for en
uppskattning. Anvindningen har varierat mellan olika offentliga aktdrer.
Under 2024 uppgick antal legitimeringar for en mellanstor kommun med
46 600 invanare till 98 580, och for en storre statlig myndighet till
54 513 534. Vid ett antagande om en anvidndning pa mellan 100 000 och
55 000 000 antal digitala legitimeringar per ar kommer kostnaden for en
offentlig aktdr att uppga till mellan 12 000 och 6 600 000 kronor. Detta
bedoms dock vara kostnader som aktérerna som omfattas av forslaget
sannolikt skulle ha haft dven ett utan ett krav pa att erkdnna medel for
elektronisk identifiering som tillhandahalls i ett auktorisationssystem.
Forslaget att inféra en statlig e-legitimation mojliggor att fler ska fa
tillgang till en e-legitimation, vilket kan leda till att antalet digitala
legitimeringar i offentliga aktdrers néttjédnster okar och ddrmed &ven
kostnaderna for anvindningen av medel for elektronisk identifiering.

Europaparlamentets och radets direktiv (EU) 2016/2102 av den
26 oktober 2016 om tillgdnglighet avseende offentliga myndigheters
webbplatser och mobila applikationer (webbtillgédnglighetsdirektivet)
syftar bl.a. till att géra myndigheters webbplatser och mobila applikationer
mer tillgdngliga for anvéndarna. Direktivet har genomforts genom lagen
om tillgénglighet till digital offentlig service och foreskrifter som medde-
lats i anslutning till lagen. I foreskrifterna stills det krav pa tillgédnglighet
pa digitala tjénster som tillhandahalls av en offentlig aktdr. Kraven avser



bl.a. e-tjénster for autentisering, identifiering och betalning. Det stills
alltsa redan krav pa tillgidnglighet pa den hér typer av tjdnster i webbplatser
och mobila applikationer som tillhandahélls av offentliga aktorer. Syftet
med kravet pd erkdnnande av vissa medel for elektronisk identifiering ar,
i linje med detta, bl.a. att 6ka tillgéngligheten till digital offentlig service.
Regeringen bedomer mot denna bakgrund att kostnaderna till f6ljd av
kravet pa erkdnnande av medel for elektronisk identifiering nér det géller
statliga myndigheter bor finansieras inom ramen for den ordinarie verk-
samheten.

Den kommunala finansieringsprincipen innebér bl.a. att kommuner och
regioner inte ska aldggas nya uppgifter utan att de samtidigt far majlighet
att finansiera dessa pad annat sitt 4n genom hdjda skatter
(prop. 1991/92:150, bet. 1991/92:FiU29, rskr. 1991/92:345). De krav pa
tillgénglighet som stélls pa statliga myndigheter géller &ven kommuner.
Regeringen anser dérfor, till skillnad frén Malmé kommun och Tanum
kommun, att den kommunala finansieringsprincipen inte &r tillamplig.

13.3.2 Konsekvenser for Skatteverket och Statens
servicecenter

Den statliga e-legitimationen kommer for folkbokforda utlanningar att
placeras pé en fysisk bérare som kan komma att innehélla samma uppgifter
om innehavaren som finns pa det identitetskort som Skatteverket utférdar,
namligen identitetskortet for folkbokforda i Sverige. Vidare kan béraren
av den statliga e-legitimationen for denna persongrupp komma att
utformas pa ett sitt som motsvarar det nationella identitetskortet. Genom
forslaget infors ytterligare en majlighet for utlaindska medborgare i landet
att fa en identitetshandling. Det kan darfor inte uteslutas att den 19sning
som Polismyndigheten kommer att erbjuda folkbokforda utlénningar kan
medfora att enskilda véljer att ansdka om en statlig e-legitimation hos
Polismyndigheten i stéllet for en identitetshandling hos Skatteverket.
Forslaget bedoms darfor successivt kunna medfora ett minskat behov av
identitetskortet for folkbokforda som Skatteverket utfardar.

Inledningsvis véntas antalet drenden gillande nyansokningar eller
fornyelser av identitetshandlingar hos Skatteverket minska ndgot frén
dagens nivaer som uppgar till ca 170 000 identitetskort arligen. Med en
avgift pa 400 kronor per kort motsvarar detta intdkter pa omkring
68 miljoner kronor arligen, vilket inte ger full kostnadstéckning. I takt med
att den statliga e-legitimationen etableras kan antalet ans6kningar komma
att minska ytterligare och ge ett visst intdktsbortfall. Det kommer att
innebdra att en storre del av Skatteverkets identitetskortsverksamhet
kommer att behova finansieras fran forvaltningsanslaget jimfort med i dag
eftersom fasta kostnader for verksamheten inte paverkas av minskat antal
drenden.

Behovet av personal vid servicekontor for handldggning, fotografering
och utldmning av identitetshandlingar kan minska &ver tid till foljd av
lagre antal drenden. Nagra av dessa uppgifter skots i dag av Statens
servicecenter genom avtal. De nimnda konsekvenserna, bl.a. minskat
personalbehov, kan darfor dven péverka Statens servicecenter. De mer-
kostnader som eventuellt kan uppsta till f61jd av forslagen bedoms rymmas
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inom ramen for Skatteverkets och Statens servicecenters befintliga eko-
nomiska ramar.

Konsekvenserna av att forslaget innebdr ytterligare en mojlighet for
utlindska medborgare i landet att fa en identitetshandling behover analy-
seras ytterligare. Som en foljd av forslaget avser regeringen dvervidga om
lagen om identitetskort for folkbokforda i Sverige bor upphévas.

13.3.3 Konsekvenser for domstolarna

Beslut som ror den statliga e-legitimationen foreslas fa overklagas till
allmén forvaltningsdomstol. Som utgangspunkt fér bedomning av konse-
kvenserna for forvaltningsdomstolarna kan en jamforelse goras med
antalet mal enligt passlagen och forordningen om nationellt identitetskort.
Overklaganden i #renden enligt passlagen hanteras tillsammans med
drenden om nationellt identitetskort. Enligt uppgifter frain Domstolsverket
registrerades det 148300 mal under 2020-2024. Det kan antas att antalet
mal som rdr den statliga e-legitimationen kommer att uppgé till ungefér
hilften av detta. Forslaget bedoms darmed innebéra en marginell 6kning
av antalet mal for forvaltningsdomstolarna. De merkostnader som eventu-
ellt kan uppsté beddms rymmas inom ramen for de allménna forvaltnings-
domstolarnas befintliga anslag.

13.4  Paverkan pi den kommunala sjélvstyrelsen

Forslaget om att kommuner och regioner ska erkdnna vissa medel for
elektronisk identifiering innebdr en ny skyldighet for kommuner och
regioner och utgdr ddrmed en inskrinkning i den kommunala sjilvsty-
relsen. I 14 kap. 3 § regeringsformen anges att en inskrankning i den kom-
munala sjélvstyrelsen inte bor gd utover vad som &dr nddvandigt med
hinsyn till de &ndamél som foranlett den.

Ett syfte med kravet ar att oka tillgéngligheten till digital offentlig service.
Vidare ar syftet med kravet att skapa 6kad konkurrens pa marknaden for
tjanster for elektronisk identifiering och i forlangningen stirka sambhéllets
motstandskraft. Regeringen bedomer att detta inte kan uppnds med mindre
ingripande atgarder. Mot denna bakgrund anser regeringen att den inskrank-
ning i den kommunala sjilvstyrelsen som forslaget innebéar ér proportio-
nerlig.

13.5  Ekonomiska konsekvenser for foretag

Forslaget att infora en statlig e-legitimation bedoms leda till 6kad konkur-
rens pa marknaden for tjanster for elektronisk identifiering.

Regeringen foreslar ocksé att offentliga aktorer ska erkdnna de tjénster
som finns i auktorisationssystemet, dir den statliga e-legitimationen ar
avsedd att ingd. En sddan 16sning beddms inte vara konkurrensbegran-
sande, eftersom alla leverantorer som uppfyller villkoren for att ansluta till
ett auktorisationssystem far gora det.



De foretag som tréiffas av kravet pa att erkénna vissa utpekade medel for
elektronisk identifiering dr sadana som yrkesmaéssigt bedriver verksamhet
som till nadgon del ar offentligt finansierad inom forskola, skola, hdlso- och
sjukvérd och omsorg. Uppgifter fran Statistiska centralbyran for 2023 vi-
sar att 18 procent av verksamheten inom vélfardssektorn utférdes av pri-
vata utforare. Hogst andel privata utférare finns inom omsorg, foljt av hal-
so- och sjukvard och dérefter utbildning (statistiknyhet fran den
16 september 2025).

Inom hélso- och sjukvard och omsorgsverksamhet utgdrs de privata ut-
forarna av ca 15 000 vard- och omsorgsforetag. Av denna sektor utgdrs
93 procent av foretag som har firre &n 20 anstillda (Vardforetagarnas
webbplats, Privat vardfakta, information hdmtad den 15 maj 2025). Det
beddms inte som sannolikt att foretag av denna storlek kommer att erbjuda
nattjanster med mojlighet till identifiering med medel for elektronisk
identifiering. Det far darfor antas att majoriteten av privata foretag inom
vard och omsorg inte kommer att paverkas av det aktuella forslaget.

Vidare finns det drygt 4 200 fristdende skolenheter i Sverige, varav
drygt 2 800 é&r forskolor. Fristdende skolor &r ofta smé. Majoriteten av de
fristdende huvudménnen driver fa, och inte sillan relativt sett sma, enheter.
Det innebér dock inte nddvandigtvis att det ar frdga om mindre foretag. Ett
bolag kan dga flera huvudmén med bade en, tvd eller fler enheter.
Friskolornas Riksforbunds lista dver de storsta friskoledgarna i fe-
bruari 2024 visar att de 24 storsta dgarna svarar for ca 600 skolenheter pa
grundskole- och gymnasieniva, motsvarande drygt 40 procent av alla fri-
staende skolor pa grundskole- och gymnasieniva.

Kravet omfattar d&ven enskilda utbildningsanordnare med tillstand att
utfdrda examina enligt lagen (1993:792) om tillstand att utfdrda vissa
examina, och som till storsta delen har statsbidrag som finansiering av
hogskoleutbildning pa grundniva eller avancerad niva eller for utbildning
pa forskarnivd. Det finns arton sddana foretag enligt Universitets-
kanslersimbetets arsrapport for 2024 (s. 127).

Av den typ av foretag som kravet riktas pa erbjuder inte samtliga digitala
tjdnster dér inloggning med ett medel for elektronisk identifiering kréivs.
De flesta mindre foretag kommer sannolikt inte att erbjuda sddana tjanster.
Kostnaderna for de foretag som berdrs bedoms framst bestd av utvecklings-
och anpassningskostnader for att hantera de medel for elektronisk identifiering
som maste godtas for legitimering. De kommer ocksa att ha kostnader for
anvindningen av medel for elektronisk identifiering. Dessa kostnader
bedéms vara i nivd med de uppskattade kostnaderna for de statliga och
kommunala aktdrerna (se avsnitt 13.3.1).

13.6  Konsekvenser for privatpersoner

Regeringen foreslar att det ska inforas en statlig e-legitimation for personer
med svenskt medborgarskap. En statlig e-legitimation ska &ven kunna
utférdas till utlinningar som é&r folkbokfdrda i Sverige och personer som
har ett s.k. immunitetsnummer och som omfattas av lagen om immunitet
och privilegier i vissa fall (se avsnitt8.1). Vidare foreslds att en
ansOkningsavgift ska fa tas ut enligt principen om full kostnadstackning.
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Som bl.a. Helsingborgs kommun framfor kan en avgift minska mdjlig-
heterna for vissa grupper att ansdka om en statlig e-legitimation. Den
statliga e-legitimationen kommer att vara en av flera e-legitimationer pa
marknaden. Enskilda kommer darfor inte att behova en statlig e-legitima-
tion for att legitimera sig digitalt. De som viljer att anska om en statlig
e-legitimation kommer dock att behdva betala en ansdkningsavgift.
Avgiften kommer sannolikt att uppgé till ca 400—500 kronor, vilket ar i
samma nivd som avgiften for pass. Om den statliga e-legitimationen
tillhandahélls pd en fysisk identitetshandling bor det kunna leda till
samordningsvinster och en lagre total kostnad for bade identitetshandlingen
och e-legitimationen och ddrmed en légre avgift for privatpersoner.

Regeringen bedomer att forslagen gor det mojligt for flera personer att
skaffa en e-legitimation, vilket i sin tur kommer att minska det digitala
utanforskapet (se avsnitt 7.1). Kraven pa grundidentifiering innebér att det
kommer att vara svarare att fa en e-legitimation i en annan persons
identitet. Det bedoms leda till minskade risker for enskilda att utsdttas for
identitetsrelaterad brottslighet. Kravet pa personlig instéllelse kan inne-
bédra besvir for vissa grupper, men det dr ndodvandigt for att e-legitima-
tionen ska utfardas pa ett sikert sétt (se avsnitt 8.2). Genom de foreslagna
dndamalsbestimmelserna for personuppgiftsbehandling kommer det
vidare att vara tydligt for enskilda och utfardande myndigheter nar och hur
personuppgifter far behandlas. P4 sa sitt tillvaratas den enskildes réttig-
heter och skydd for den personliga integriteten (se avsnitt 9.2).

Sammanfattningsvis bedoms forslagen kunna medféra vissa kostnader
for de privatpersoner som viljer att anséka om en statlig e-legitimation.
Forslagen bedoms inte medfora nagra andra negativa konsekvenser for
privatpersoner.

13.7  Konsekvenser for brottsligheten och det
brottsforebyggande arbetet

Den statliga e-legitimationen bor uppga till tillitsniva hog (se avsnitt 7.1).
Regeringen foreslar ett krav pd personlig instéllelse i samband med
ansdkan och att sokanden ska styrka sin identitet for att en statlig e-
legitimation ska kunna utfirdas (se avsnitt 8.2 och 8.4). Kravet pa
personlig instéllelse &r en grundliggande forutsittning for att motverka
den identitetsrelaterade brottsligheten. Vidare foreslas att utfairdande myn-
dighet ska fa lagra vissa biometriska uppgifter och goéra jamforande
sokningar for att kontrollera sdkandens identitet och innehav av statlig e-
legitimation (se avsnitt 9.3 och 9.4). Aven detta kan forvintas bidra till att
motverka den identitetsrelaterade brottsligheten. For att motverka obe-
horig anvindning av den statliga e-legitimationen foreslds ocksa att
regeringen eller den myndighet som regeringen bestimmer ska fa meddela
foreskrifter om anvéindningen av den statliga e-legitimationen (se
avsnitt 8.7). Regeringen foreslar vidare att Polismyndigheten, som har
erfarenhet av brottsforebyggande arbete, ska vara utférdande myndighet
inom riket. Mot bakgrund av detta bedomer regeringen, till skillnad frén
Forsdkringskassan, att forslagen inte forvintas leda till 6kad brottslighet.



13.8  Forslagens konsekvenser i 6vrigt

Regeringen bedomer att den statliga e-legitimationen bor anmilas for
gransoverskridande anvéndning inom ramen for EU:s forordning om
elektronisk identifiering (se avsnitt 7.1). Forslagen paverkar dock inte
tillimpningen av EU:s forordning om elektronisk identifiering och
bedoms i dvrigt vara forenliga med EU-ratten.

Forslagen bedoms inte medfora négra andra konsekvenser. Forslagen
bedoms exempelvis inte ha ndgon betydelse for sysselsittningen eller for
offentlig service i olika delar av landet. Forslaget bedoms inte heller pé-
verka smé foretags arbetsforutsittningar, konkurrensférmaga eller villkor
i Ovrigt i forhallande till storre foretags. Forslagen tréffar vidare kvinnor
och mén pa samma sétt och bedoms inte medfora nagra ekonomiska eller
andra effekter for jamstédlldheten mellan kvinnor och mén.

14 Forfattningskommentar

14.1 Forslaget till lag om statlig e-legitimation och
elektronisk identifiering

1 kap. Allménna bestimmelser

Lagens innehall och forhallande till annan reglering

1§ Denna lag innehaller bestimmelser om en statlig e-legitimation och krav pa
erkdnnande av vissa medel for elektronisk identifiering.

Bestdmmelser om medel for elektronisk identifiering finns i Europaparlamentets
och radets forordning (EU) nr 910/2014 av den 23 juli 2014 om elektronisk identi-
fiering och betrodda tjanster for elektroniska transaktioner pa den inre marknaden
och om upphévande av direktiv 1999/93/EG, hir bendmnd EU:s forordning om
elektronisk identifiering, och i lagen (2016:561) med kompletterande bestdm-
melser till EU:s férordning om elektronisk identifiering.

Paragrafen innehéller en upplysning om lagens innehédll och annan
reglering om medel for elektronisk identifiering. Overviigandena finns i
avsnitt 7.2.

1 forsta stycket anges att lagen innehéller bestimmelser om en statlig e-
legitimation och krav pa erkdnnande av vissa medel for elektronisk
identifiering.

I andra stycket finns en upplysningsbestimmelse om att ytterligare
bestimmelser om elektronisk identifiering finns i EU:s forordning om
elektronisk identifiering och lagen med kompletterande bestdmmelser till
EU:s forordning om elektronisk identifiering. Hanvisningen till EU:s
forordning om elektronisk identifiering &r dynamisk och avser alltsa
forordningen i den vid varje tidpunkt géllande lydelsen.

2§ Denna lag kompletterar, i den del den avser behandling av personuppgifter,
Europaparlamentets och radets férordning (EU) 2016/679 av den 27 april 2016 om
skydd for fysiska personer med avseende pa behandling av personuppgifter och
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om det fria flodet av saddana uppgifter och om upphdvande av direktiv 95/46/EG
(allmén dataskyddsforordning), hir bendmnd EU:s dataskyddsforordning.

Vid behandlingen av personuppgifter enligt denna lag géller lagen (2018:218)
med kompletterande bestimmelser till EU:s dataskyddsforordning och foreskrifter
som har meddelats i anslutning till den lagen, om inte annat foljer av denna lag
eller foreskrifter som regeringen har meddelat i anslutning till denna lag.

Paragrafen innehéller bestimmelser om lagens forhéllande till EU:s
dataskyddsforordning och lagen med kompletterande bestimmelser till
EU:s dataskyddsforordning. Overvigandena finns i avsnitt 9.1.

1 forsta stycket finns en upplysning om att lagen innehéller bestimmelser
som kompletterar EU:s dataskyddsforordning. Forordningen é&r direkt
tillamplig i svensk rétt. De kompletterande bestimmelserna finns i 3 kap.
i denna lag.

Av andra stycket framgér att lagen med kompletterande bestimmelser
till EU:s dataskyddsforordning och foreskrifter som har meddelats i
anslutning till den lagen géller for behandling av personuppgifter i verk-
samheten med den statliga e-legitimationen, om inte annat f6ljer av denna
lag eller av foreskrifter som har meddelats i anslutning till denna lag.

Ord och uttryck

3§ Med autentisering, elektronisk identifiering, medel for elektronisk iden-
tifiering och nittjénst avses i denna lag detsamma som i EU:s forordning om
elektronisk identifiering.

Paragrafen innehéller bestimmelser om ord och uttryck i lagen. Overvi-
gandena finns i avsnitt 7.2.

Av paragrafen framgér att uttrycken autentisering, elektronisk iden-
tifiering, medel for elektronisk identifiering och nittjanst ska forstas pa
samma sitt som i EU:s forordning om elektronisk identifiering. Defi-
nitionerna finns i artikel 3 i EU:s forordning om elektronisk identifiering.
Med autentisering avses en elektronisk process som gor det mojligt att
bekrifta en fysisk eller juridisk persons elektroniska identifiering eller att
bekrifta ursprunget for och integriteten hos uppgifter i elektronisk form.
Med elektronisk identifiering avses en process inom vilken uppgifter for
personidentifiering i elektronisk form, som unikt avser en fysisk eller
juridisk person eller en fysisk person som foretrdder en juridisk person,
anvénds. Med medel for elektronisk identifiering avses en materiell och
immateriell enhet som innehéller uppgifter for personidentifiering och
som anvénds for autentisering for en néttjanst eller, i tillampliga fall, for
en offlinetjanst. Nattjanst definieras inte i férordningen Begreppet ska vid
tillimpningen av denna lag ges samma innebdrd som vid tillimpningen av
EU:s forordning om elektronisk identifiering.

4§ Med en offentlig aktor avses i denna lag

1. en statlig eller kommunal myndighet, eller en beslutande férsamling i en
kommun eller region,

2.en sammanslutning som inréttats sérskilt for att tillgodose behov i det
allménnas intresse, under forutséttning att behovet inte dr av industriell eller
kommersiell karaktdr, och som bestir av en eller flera myndigheter eller
forsamlingar som anges i 1,



3. en privat aktor som yrkesméssigt bedriver verksamhet som till nagon del &r
offentligt finansierad och som

a) aktoren bedriver i egenskap av enskild huvudman inom skolvésendet eller
huvudman f6r en sadan internationell skola som avses i 24 kap. skollagen
(2010:800),

b) utgodr hdlso- och sjukvard enligt hélso- och sjukvardslagen (2017:30) eller
tandvérd enligt tandvéardslagen (1985:125),

¢) bedrivs enligt socialtjinstlagen (2025:400), lagen (1988:870) om vard av
missbrukare i vissa fall, lagen (1990:52) med sérskilda bestimmelser om vard av
unga eller lagen (1993:387) om stdd och service till vissa funktionshindrade, eller

d) utgor personlig assistans som utfors med assistanserséttning enligt 51 kap.
socialforsikringsbalken, eller

4. en enskild utbildningsanordnare med tillstand att utfarda examina enligt lagen
(1993:792) om tillstand att utfdrda vissa examina, och som till storsta delen har
statsbidrag som finansiering av hdgskoleutbildning pa grundniva eller avancerad
nivé eller av utbildning pa forskarniva.

I paragrafen anges vad som avses med en offentlig aktor. Overvigandena
finns i avsnitt 10.

Paragrafen utformas med regleringen i 4 § lagen (2018:1937) om
tillgénglighet till digital offentlig service och 4 § lagen (2023:704) om
auktorisationssystem i fraga om tjanster for elektronisk identifiering och
for digital post som forebilder. Viss vagledning for hur paragrafen ska
tillimpas kan dérfor hidmtas fran forarbetena till de lagarna
(prop. 2017/18:299 s. 30, 31 och 86—89 och prop. 2023/24:6 s. 51).

Av forsta punkten framgér att det med offentlig aktor avses en statlig
eller kommunal myndighet eller en beslutande forsamling i en kommun
eller en region. Detta innebér att statliga myndigheter, som t.ex. Skatte-
verket, Forsikringskassan och domstolarna omfattas av lagens tillimp-
ningsomradde. En kommunal myndighet utgdrs av exempelvis en kom-
munal ndmnd. Med beslutande forsamling i en kommun eller region avses
kommun- eller regionfullméktige.

Enligt andra punkten avses vidare med offentlig aktér en samman-
slutning som inréttats sérskilt for att tillgodose behov i det allménnas
intresse, under forutsdttning att behovet inte &r av industriell eller
kommersiell karaktér, och som bestar av en eller flera myndigheter eller
forsamlingar som avses i forsta punkten. Bedomningen av om det finns ett
allménnyttigt behov som inte &r av industriell eller kommersiell karaktar
ska enligt EU-domstolen goras med hénsyn till samtliga relevanta faktiska
och rittsliga omsténdigheter (se t.ex. SIEPSA, C-283/00, EU:C:2003:544,
p. 81 och prop. 2017/18:299 s. 89).

I tredje punkten anges att det med offentlig aktdr dven avses privata
aktorer som yrkesmdssigt bedriver verksamhet som till ndgon del ar
offentligt finansierad och som omfattas av de omréden som riaknas upp i
punkten. Med privat bedriven verksamhet avses enskilda personer eller
sammanslutningar av personer som bedriver ett medvetet arbete for att
uppna ett eller flera mél. Det kan rora sig om allt frén enskilda nérings-
idkare, ideella organisationer och kooperativa driftsformer till stiftelser
och koncerner. Att verksamheten bedrivs yrkesmaéssigt innebér att den
bedrivs kontinuerligt och i forviarvssyfte. Kravet pa att verksamheten ska
vara yrkesméssig innebdr att t.ex. familjehem och personlig assistans som
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inte bedrivs i foretagsform, utan i egenskap av privatperson, faller utanfér
bestdmmelsens tillimpningsomrade.

Bestimmelsen omfattar dven sadan verksamhet som bedrivs som en
verksamhetsgren i en stdrre organisation. Ett exempel pa detta dr nér ett
och samma foretag bade bedriver verksamhet inom skolvdsendet och
producerar ldiromedel. Kravet pé erkdnnande av medel for elektronisk
identifiering i 4 kap. 1 § kommer dé att gélla endast i skolverksamheten
eftersom laromedelsverksamheten inte bedrivs i egenskap av enskild
huvudman inom skolvésendet och didrmed inte omfattas av tillimpnings-
omrédet.

Med offentlig finansiering avses ett direkt stdd eller betalning for att
driva verksamheten inom de aktuella verksamhetsomradena. Det kan t.ex.
vara fraga om bidrag till enskilda huvudmén inom skolvidsendet som ges
med stod av skollagen (2010:800), ersdttning som utgar med stéd av lagen
(1993:1651) om lakarvardsersattning eller verksamhet som upphandlas av
det allménna. Det dr tillrackligt att en enskild verksamhet till ndgon del
uppbiér offentlig finansiering for att betraktas som offentligt finansierad.
Stodet méste dock ha getts for att den aktuella verksamheten ska bedrivas.
Nir en verksamhet finansieras av allmédnna medel endast under en
begrinsad period omfattas verksamheten av definitionen endast under den
perioden som den &r offentligt finansierad.

De aktuella verksamhetsomradena i punkterna 3 a—d och 4 motsvarar de
i 4§ 3 a—c och 4 lagen om tillgdnglighet till digital offentlig service (se
prop. 2017/18:299 s. 88).

En statlig e-legitimation

5§ Den statliga e-legitimationen &r ett medel for elektronisk identifiering.

I paragrafen anges vad en statlig e-legitimation ar for typ av identifierings-
medel. Overvigandena finns i avsnitt 7.2.

I paragrafen anges att den statliga e-legitimationen &r ett medel for
elektronisk identifiering. Vad som avses med ett medel for elektronisk
identifiering framgar av 3 §, se forfattningskommentaren till den paragraf-
en.

Utfirdande myndighet

6 § Den statliga e-legitimationen utfiardas av utfardande myndighet.
Polismyndigheten &r utfairdande myndighet inom riket.
Utom riket fullgdr beskickningar och karridrkonsulat uppgifter som utfiardande
myndighet i den utstrackning som beslutas av regeringen eller den myndighet som
regeringen bestdimmer.

I paragrafen finns en bestimmelse om utfardande myndighet. Overvigan-
dena finns i avsnitt 8.8.

Av forsta stycket framgér att den statliga e-legitimationen utfardas av
utfardande myndighet.

I andra stycket anges att Polismyndigheten dr utfirdande myndighet
inom riket.



Av tredje stycket framgar att beskickningar och karridrkonsulat fullgér
uppgifter som utfirdande myndighet utom riket i den utstrickning som
beslutas av regeringen eller den myndighet som regeringen bestdmmer.

7§ Utfairdande myndighet ska fullgéra de uppgifter som anges i denna lag och i
foreskrifter som har meddelats i anslutning till lagen.

Paragrafen reglerar utfirdande myndighets uppgifter. Overvigandena
finns i avsnitt 8.8.

Av paragrafen foljer att utfairdande myndighet ska fullgéra de uppgifter
som anges i lagen och i foreskrifter som har meddelats i anslutning till
lagen. De uppgifter som avses dr exempelvis utfirdande av den statliga e-
legitimationen enligt 2 kap. 1 § och aterkallelse och spirr av statlig e-
legitimation enligt 2 kap. 9 §.

Vem som kan fi en statlig e-legitimation

8§ En statlig e-legitimation fér utfdrdas till en svensk medborgare som har fyllt
eller som innevarande kalenderér ska fylla nio ar.

Paragrafen innehéller bestimmelser om personkretsen for utfdrdande av
en statlig e-legitimation. Overviigandena finns i avsnitt 8.1.

Av paragrafen framgar att en statlig e-legitimation far utfardas till sven-
ska medborgare. En forutséttning for att kunna fa en statlig e-legitimation
ar vidare att sokanden har fyllt eller ska fylla nio &r under innevarande
kalenderar. Var personen &r bosatt, i Sverige eller utomlands, saknar
betydelse, sa lange han eller hon ar svensk medborgare. Det saknas ocksa
betydelse om personen har ett personnummer eller har tilldelats ett sam-
ordningsnummer som identitetsbeteckning. Regeringen eller den myn-
dighet som regeringen bestimmer far med stdd av bemyndigandet i 2 kap.
12 § andra stycket meddela foreskrifter om att den statliga e-legitima-
tionen ska lagras exempelvis pa ett nationellt identitetskort. Svenska med-
borgare skulle i sa fall kunna fa ett nationellt identitetskort och en statlig
e-legitimation i samma fysiska identitetshandling.

9§ En statlig e-legitimation fér utférdas till en utldnning som har fyllt eller som
innevarande kalenderar ska fylla nio &r och som

1. ar folkbokford i Sverige enligt folkbokforingslagen (1991:481), eller

2. har tilldelats ett personnummer enligt 18 b § samma lag och som omfattas av
lagen (1976:661) om immunitet och privilegier i vissa fall.

Paragrafen innehaller bestimmelser om personkretsen for utfairdande av
en statlig e-legitimation. Overviigandena finns i avsnitt 8.1.

Av paragrafen framgar att en statlig e-legitimation under vissa forut-
sattningar far utférdas till en utlinning som har fyllt eller som innevarande
kalenderar ska fylla nio ar.

I forsta punkten anges att en statlig e-legitimation far utfardas till
utldnningar som é&r folkbokforda i Sverige enligt folkbokforingslagen
(1991:481). Personer som har tilldelats samordningsnummer &r inte folk-
bokférda och omfattas darfor inte av den aktuella bestimmelsen.

Av andra punkten framgér att en statlig e-legitimation far utfardas till
en utlinning som har tilldelats ett personnummer enligt 18 b § folkbok-
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foringslagen och som omfattas av lagen (1976:661) om immunitet och
privilegier i vissa fall. Av 18 b § folkbokforingslagen foljer att person-
nummer i vissa fall kan tilldelas personer som enligt 5 § folkbokf6rings-
lagen inte ska folkbokforas. Det géller personer som har ritt till immunitet
och privilegier enligt lagen om immunitet och privilegier i vissa fall. Det
géller bl.a. den som tjénstgdr vid ett annat lands ambassad eller konsulat i
Sverige, om forutsdttningarna i dvrigt i 18 b § folkbokforingslagen &r
uppfyllda. Det &r dock inte tillrdckligt att personen en géng har tilldelats
ett sddant personnummer. Vid tidpunkten for ansékan om statlig e-legiti-
mation méste personen fortfarande omfattas av lagen om immunitet och
privilegier i vissa fall. Detta innebédr att personen maéste befinna sig i
Sverige och i dvrigt uppfylla forutséttningarna i 2, 3 eller 4 § lagen om
immunitet och privilegier i vissa fall.

Giltighetstiden

10§ Ene-legitimation ska utfirdas med en giltighetstid om fem ar. Om sékanden
inte har fyllt tolv &r ska giltighetstiden vara tre ar.

Regeringen eller den myndighet som regeringen bestimmer far meddela
foreskrifter om att den statliga e-legitimationen i sarskilt angivna fall ska ha en
kortare giltighetstid.

Paragrafen reglerar den statliga e-legitimationens giltighetstid. Over-
viagandena finns i avsnitt 8.5.

Enligt forsta stycket ska en statlig e-legitimation utfardas med en
giltighetstid om fem éar eller, om sdkanden inte har fyllt tolv ar, tre ar.

Av andra stycket framgar att regeringen eller den myndighet som
regeringen bestimmer far meddela foreskrifter om att den statliga e-
legitimationen i sirskilt angivna fall ska ha en kortare giltighetstid &dn det
som foreskrivs i forsta stycket. Att foreskrifterna ska avse sdrskilt angivna
fall innebdr att giltighetstiden inte kan forkortas generellt for alla som
ansOker om en e-legitimation. En kortare giltighetstid skulle t.ex. kunna
foreskrivas for personer som av fysiska skél &r tillfalligt forhindrade att
lamna fingeravtryck, jfr 5§ forordningen (2005:661) om nationellt
identitetskort. Om e-legitimationen placeras pa ett nationellt identitetskort
kan giltighetstiden exempelvis begrinsas till den tidpunkt da en person kan
antas forlora sitt svenska medborgarskap, se 5 § andra stycket 3 forord-
ningen (2005:661) om nationellt identitetskort.

Villkor for anvindningen av den statliga e-legitimationen

11§ Regeringen eller den myndighet som regeringen bestimmer far meddela
foreskrifter om villkor for anvdndningen av den statliga e-legitimationen.

I paragrafen ges regeringen eller den myndighet som regeringen
bestdmmer rétt att meddela foreskrifter om villkor for anvéndningen av
den statliga e-legitimationen. Overvigandena finns i avsnitt 8.7.
Foreskrifter enligt paragrafen kan exempelvis avse villkor for offentliga
eller privata aktorers anviandning av den statliga e-legitimationen i sina
néttjanster, t.ex. om kontrollen av biometriska uppgifter i samband med
identifiering. Det kan vidare avse foreskrifter om att tillfalligt begrénsa en
innehavare frén att anvdnda den statliga e-legitimationen. Det kan ocksa



avse villkor om anvéndning for innehavaren av e-legitimationen, t.ex. akt-
samhetskrav.

2 kap. Ansokan, utfirdande och aterkallelse

En ansokan krivs
1§ Den statliga e-legitimationen utfardas efter ansokan.

Om sokanden dr under arton ar krdvs det vardnadshavares medgivande, om det
inte finns synnerliga skl for utfardandet.

Paragrafen innehéller bestimmelser om krav pé ansékan och medgivande
av vardnadshavare. Overvigandena finns i avsnitt 8.2.

Enligt forsta stycket utfardas den statliga e-legitimationen efter ansdkan.
I 12 § finns bestammelser om att regeringen eller den myndighet som
regeringen bestimmer far meddela foreskrifter om forfarandet vid ansékan
och foreskrifter om avgifter.

Av andra stycket framgar att det kravs vardnadshavares medgivande om
s6kanden under arton &r, om det inte finns synnerliga skl for att dnda
utfirda e-legitimationen. Om fordldrarna har gemensam vardnad om
barnet, krdvs medgivande fran bada. Det kan exempelvis finnas synnerliga
skal for att gora undantag fran huvudregeln om en av vérdnadshavarna &r
tillfalligt forhindrad att 1dmna sitt medgivande, t.ex. pa grund av sjukdom,
och det dr uppenbart att dennes medgivande annars skulle ha ldmnats (jfr
prop. 1977/78:156 s. 44).

Personlig instillelse

2§ Den som ansoker om en statlig e-legitimation ska lamna ansdkan vid person-
lig instéllelse.

Paragrafen innehdller bestimmelser om personlig instillelse vid ansdkan
om statlig e-legitimation. Overvigandena finns i avsnitt 8.2.

Kravet pé personlig instillelse innebér att den som vill ha en statlig e-
legitimation som utgédngspunkt ska komma till utfirdande myndighets
lokaler och gora sin ansdkan déar. Bestimmelsen hindrar inte att myndig-
heten tar upp en ansékan utanfér myndighetens lokaler, om de tekniska,
ekonomiska och personalméssiga forutsittningarna for detta skulle finnas.
Négon skyldighet for myndigheten att gora detta finns dock inte. I
samband med den personliga instéllelsen kan myndigheten ta sokandens
ansiktsbild och fingeravtryck enligt 4 §.

Av 12 § forsta stycket 1 framgér att regeringen eller den myndighet som
regeringen bestdimmer far meddela ytterligare foreskrifter om forfarandet
vid ansokan. Det kan t.ex. avse foreskrifter om var sokanden ska instélla
sig vid ansokan om statlig e-legitimation.

Styrkande av identitet

3§ Sokanden ska vid ansokan styrka sin identitet och dvriga personuppgifter
som krévs for att en statlig e-legitimation ska utférdas.
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Paragrafen innehéller bestimmelser om styrkande av identitet och 6vriga
personuppgifter vid ansokan om statlig e-legitimation. Overvigandena
finns i avsnitt 8.2.

Den som ansoker om en statlig e-legitimation ska enligt paragrafen
styrka sin identitet och de 6vriga personuppgifter som krévs for att e-legiti-
mationen ska kunna utfirdas. Om stkanden inte styrker sin identitet och
Ovriga personuppgifter, trots en uppmaning att géra det, ska ansdkan
avslés. Detta framgéar av 8 §, se forfattningskommentaren till den paragraf-
en.

Av 12 § forsta stycket 1 framgar att regeringen eller den myndighet som
regeringen bestimmer far meddela ytterligare foreskrifter om forfarandet
vid ansokan. Det kan t.ex. vara foreskrifter om hur s6kanden ska styrka sin
identitet och dvriga personuppgifter.

I 6 § forsta stycket finns bestimmelser om kontroll av ansiktsbild och
fingeravtryck i den identitetshandling som en sdkande visar upp for att
styrka sin identitet, se forfattningskommentaren till den bestimmelsen.

Ansiktsbild och fingeravtryck

4§ Sokanden ska lata den utfdrdande myndigheten ta sokandens ansiktsbild och
fingeravtryck i samband med ansdkan om statlig e-legitimation.

Sokanden ska dven l4ta den utfirdande myndigheten ta sdkandens ansiktsbild
och fingeravtryck vid utlimnande av den statliga e-legitimationen, om den
utfdrdande myndigheten begér det.

Paragrafen innehaller bestimmelser om sokandens ansiktsbild och finger-
avtryck. Overvigandena finns i avsnitt 8.3 och 9.4.

Av paragrafen framgér att sokanden &r skyldig att lata den utfardande
myndigheten ta sdkandens ansiktsbild och fingeravtryck vid sérskilt
angivna tillfallen.

Enligt forsta stycket &r sokanden skyldig att lata den utfirdande
myndigheten ta sokandens ansiktsbild och fingeravtryck i samband med
ansokan om statlig e-legitimation. Ansiktsbilden och fingeravtrycken ska
sparas 1 ett lagringsmedium i béraren av den statliga e-legitimationen.
Detta framgér av 5 §, se forfattningskommentaren till den paragrafen.

Enligt andra stycket ar sokanden skyldig att 1dta den utfirdande
myndigheten ta sdkandens ansiktsbild och fingeravtryck vid utlimnande
av den statliga e-legitimationen om den utfdrdande myndigheten begir det.
Det finns dock ingen skyldighet for myndigheten att ta sokandens
ansiktsbild och fingeravtryck vid utlimnande. Om uppgifterna tas far de
anvéndas vid kontroll enligt 6 §, se forfattningskommentaren till den
paragrafen.

Den ansiktsbild, och de biometriska uppgifter som har tagits fram ur
ansiktsbilden, som fér tas enligt forsta stycket i denna paragraf far enligt
3 kap. 6 § 2 sparas i registret Over drenden om statlig e-legitimation. Av
3 kap. 9 § foljer att det &r forbjudet att som sdkbegrepp anvénda ansikts-
bilder och biometriska uppgifter som har tagits fram ur ansiktsbilder.
Uppgifterna far dock anvindas vid sdkning i registret i ett drende om
statlig e-legitimation. Sokning ar da tilldten endast for att kontrollera sok-
andens identitet och innehav av en e-legitimation i samband med ansdkan.



Av 12 § tredje stycket 2 foljer att regeringen eller den myndighet som
regeringen bestimmer far meddela foreskrifter om undantag fran skyldig-
heten att ldmna fingeravtryck.

5§ Ansiktsbilden som tas i samband med ansdkan enligt 4 § forsta stycket ska
sparas i ett lagringsmedium i bdraren av den statliga e-legitimationen. Om
fingeravtryck har tagits ska dven dessa sparas i lagringsmediet.

I paragrafen finns bestimmelser om utformningen av den statliga e-
legitimationen. Overvigandena finns i avsnitt 8.3.

Den ansiktsbild som tas vid ansdkan enligt 4 § forsta stycket ska sparas
i ett lagringsmedium i bédraren av den statliga e-legitimationen. Om finger-
avtryck har tagits ska dven dessa sparas i lagringsmediet. Ansiktsbilden
och de biometriska uppgifter som har tagits fram ur séddana bilder far
sparas i registret 6ver drenden om statlig e-legitimation enligt 3 kap. 6 § 2,
se forfattningskommentaren till den bestimmelsen.

Av 7 § forsta stycket framgér att fingeravtrycken och de biometriska
uppgifter som tas fram ur dessa omedelbart ska forstoras nir den statliga
e-legitimationen har ldmnats ut eller, om e-legitimationen inte har lamnats
ut, ndr det har gatt 90 dagar frdn den dag d& den utfirdades. Om ett
ansokningsdrende har avslutats pa ndgot annat sétt ska uppgifterna ocksa
forstoras omedelbart, se forfattningskommentaren till 7 § forsta stycket.

6 § Om sokanden styrker sin identitet med en identitetshandling som ar forsedd
med en ansiktsbild eller innehéller ett lagringsmedium dér ansiktsbild eller finger-
avtryck ér sparade, fir den utfardande myndigheten kontrollera att dessa motsvarar
den ansiktsbild och de fingeravtryck som tas enligt 4 §.

Den utfirdande myndigheten far dven kontrollera att ansiktsbild och finger-
avtryck som tas i samband med utldmnande enligt 4 § andra stycket motsvarar de
som finns lagrade i den statliga e-legitimationen.

Paragrafen innehéller bestimmelser om kontroll av ansiktsbilder och fin-
geravtryck. Overviigandena finns i avsnitt 9.4.

Av forsta stycket foljer att om sokanden styrker sin identitet med en
handling som é&r férsedd med en ansiktsbild eller innehaller ett lagrings-
medium dér ansiktsbild eller fingeravtryck &r sparade far den utfardande
myndigheten kontrollera att dessa motsvarar den ansiktsbild och de finger-
avtryck som tas enligt 4 §, dvs. i samband med ansdkan om och utldm-
nande av en e-legitimation. Jimforelsen av ansiktsbilderna kan vara oku-
lar. Kontrollen kan ocksa vara datorstodd genom att ansiktsbilden eller
fingeravtrycken i identitetshandlingen jaimfors biometriskt med ansikts-
bilden och fingeravtrycken som har tagits med stod av 4§ (jfr
prop. 2004/05:119 s. 50).

Enligt andra stycket far den utfirdande myndigheten i samband med
utldimnande av e-legitimationen dven kontrollera att ansiktsbild och
fingeravtryck som da tas med stod av 4 § andra stycket motsvarar de som
finns lagrade i den statliga e-legitimationen. Den utfirdande myndigheten
avgdr om ansiktsbild och fingeravtryck ska tas vid utlimnande enligt 4 §
andra stycket och om en kontroll enligt denna bestdmmelse i sé fall ska
goras.
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I 3 kap. 10 § andra stycket 2 regleras behandlingen av kénsliga person-
uppgifter vid denna typ av kontroll, se forfattningskommentaren till den
paragrafen.

Av 7§ tredje stycket framgar att fingeravtrycken och de biometriska
uppgifter som tas fram ur dessa omedelbart ska forstoras nér kontrollen
enligt denna paragraf har genomforts, se forfattningskommentaren till den
bestdmmelsen.

78§ De fingeravtryck som tas enligt 4 § forsta stycket och de biometriska
uppgifter som tas fram ur dessa ska omedelbart forstoras nédr den statliga e-
legitimationen har ldmnats ut eller, om e-legitimationen inte har ldmnats ut, nir det
har gétt 90 dagar fran den dag da den utfirdades. Om ett ansdkningsdrende har
avslutats pa nagot annat sétt ska uppgifterna ocksa forstéras omedelbart.

Den ansiktsbild och de fingeravtryck som tas enligt 4 § andra stycket och de
biometriska uppgifter som tas fram ur ansiktsbilden och fingeravtrycken ska
omedelbart forstoras nir kontrollen enligt 6 § andra stycket har genomforts.

Den ansiktsbild och de fingeravtryck som vid kontroll enligt 6 § tas fram ur ett
lagringsmedium och de biometriska uppgifter som tas fram ur ansiktsbilden och
fingeravtrycken ska omedelbart forstoras nér kontrollen har genomforts.

Paragrafen innehaller bestimmelser om forstorelse av ansiktsbild, finger-
avtryck och biometriska uppgifter. Overvigandena finns i avsnitt 9.4.

Enligt forsta stycket ska de fingeravtryck som tas av utfirdande
myndighet i samband med ansdkan av den statliga e-legitimationen enligt
4§ forsta stycket och de biometriska uppgifter som tas fram ur
fingeravtrycken forstoras. Det ska goras omedelbart nir e-legitimationen
har ldmnats ut eller, om e-legitimationen inte har ldmnats ut, nér det har
gatt 90 dagar fran den dag da den utfiardades. Uppgifterna ska dven
forstoras omedelbart om ett ansokningsérende har avslutats pa annat sétt.
Med biometriska uppgifter avses detsamma som i artikel 4.14 i EU:s
dataskyddsforordning, dvs. personuppgifter som erhéllits genom en
sdrskild teknisk behandling som ror en fysisk persons fysiska, fysiologiska
eller beteendemdssiga kdnnetecken och som mojliggdr eller bekriftar
identifieringen av denna fysiska person, exempelvis fingeravtryck.
Biometriska uppgifter kan beskrivas som den information som &r resultatet
av en automatiserad méitning av t.ex. ett fingeravtryck utifran en bild.

Ett drende kan avslutas t.ex. genom att ansdkan éterkallas, avslas eller
skrivs av fran vidare handliggning. Bestimmelsen innebar att fingerav-
trycken och de biometriska uppgifter som tas fram ur dessa far behandlas
under handldggningen av en ansdkan om statlig e-legitimation. Efter att e-
legitimationen har ldmnats ut eller ansdkningsdrendet avslutats far
uppgifterna inte sparas pa nagot annat sétt dn i den statliga e-legitima-
tionen, se 5 § och forfattningskommentaren till den paragrafen. Det finns
ddremot inte nagot hinder mot att spara ansiktsbilder som har tagits vid
ansokan enligt 4 § forsta stycket och de biometriska uppgifter som har
tagits fram ur dessa i registret over drenden om statlig e-legitimation, se
3 kap. 6 § 2 och forfattningskommentaren till den bestimmelsen.

Enligt andra stycket ska den ansiktsbild och de fingeravtryck som tas i
samband med utlimnande av den statliga e-legitimationen och de
biometriska uppgifter som tas fram ur ansiktsbilden och fingeravtrycken
omedelbart forstoras ndr kontrollen enligt 6 § andra stycket har
genomforts. Kontrollen enligt 6 § andra stycket innebér att utfirdande



myndighet far kontrollera att ansiktsbild och fingeravtryck som tas i
samband med utlimnande enligt 4 § andra stycket motsvarar de som finns
lagrade i den statliga e-legitimationen.

Kontrollerna som utfdrdande myndighet enligt 6 § far gora i samband
med ansékan om och utlimnande av en statlig e-legitimation kan innefatta
en jamforelse av ansiktsbild, fingeravtryck och de biometriska uppgifterna
som tas fram ur ansiktsbilden och fingeravtrycken. Enligt tredje stycket
ska den ansiktsbild och de fingeravtryck som vid en kontroll enligt 6 § tas
fram ur ett lagringsmedium och de biometriska uppgifter som tas fram ur
ansiktsbilden och fingeravtrycken forstoras. Det ska gdras omedelbart
efter att kontrollen har genomforts. Bestimmelsen omfattar ansiktsbild
och fingeravtryck som tas fram ur ett lagringsmedium i en identitets-
handling som en sokande styrker sin identitet med vid kontroll enligt 6 §
forsta stycket. Den omfattar dven ansiktsbild och fingeravtryck som tas
fram ur den statliga e-legitimationen vid kontroll enligt 6 § andra stycket.

Avslag av ansékan och utfirdande av statlig e-legitimation

8§ En ansdkan om en statlig e-legitimation ska avslads om de krav som framgar
av denna lag eller de foreskrifter som har meddelats i anslutning till lagen inte dr
uppfyllda och s6kanden inte har foljt en uppmaning att rétta till bristen. I annat fall
ska den statliga e-legitimationen utfardas och skyndsamt l&dmnas ut till sékanden.

Paragrafen anger under vilka forutsittningar en ansdkan om statlig e-
legitimation ska avslas eller den statliga e- legitimationen ska utférdas.
Overviigandena finns i avsnitt 8.4.

En ansékan om statlig e-legitimation ska avslas om de krav som framgar
av lagen, eller foreskrifter som har meddelats i anslutning till lagen, inte
ar uppfyllda och s6kanden inte har f6ljt en uppmaning att rétta till bristen.
De krav som maste vara uppfyllda framgér av 2 kap. 1-4 §§, se forfatt-
ningskommentarerna till de paragraferna. Om kraven ar uppfyllda ska den
statliga e-legitimationen utfardas och skyndsamt ldmnas ut till sokanden.

Aterkallelse och spirr av statlig e-legitimation

9 § En statlig e-legitimation ska aterkallas och sparras om

1. det fanns hinder mot att utfdrda en e-legitimation vid tiden for utfirdandet och
hindret fortfarande bestar,

2. nagon vésentlig uppgift som en e-legitimation innehéller 4r felaktig,

3. det &r nddviandigt av sékerhetsskal,

4. den dr utfardad pé en fysisk identitetshandling som dérefter har upphort att
gélla, eller

5. innehavaren har avlidit.

En statlig e-legitimation far dven aterkallas och spdrras pa begdran av inne-
havaren. Om begédran avser ett barn under arton ar krivs det vardnadshavares
medgivande, om det inte finns synnerliga skél for dterkallelsen och spérren.

Paragrafen anger grunderna for aterkallelse och sparr av en statlig e-legiti-
mation. Overvigandena finns i avsnitt 8.6.

1 forsta stycket anges i vilka fall en statlig e-legitimation ska aterkallas
och spérras pa den utfirdande myndighetens initiativ. Med spérr avses den
tekniska atgérden som gor att e-legitimationen blir permanent obrukbar.
En sédan spérr hindrar inte att foreskrifter meddelas med stod av 1 kap.
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11 § om att tillfélligt begrinsa innehavarens anvéndning av den statliga e-
legitimationen, t.ex. vid upprepade felslagningar av inloggningsuppgifter.

Enligt forsta stycket forsta punkten ska en statlig e-legitimation ater-
kallas och spdrras om det fanns hinder mot att utfdrda en e-legitimation
vid tiden for utfirdandet och hindret fortfarande bestér. Aterkallelse pa
denna grund aktualiseras exempelvis om innehavaren har fatt en e-
legitimation i en annan persons namn eller om nagot av de krav som géller
for att fa en e-legitimation inte var uppfyllt vid utfardandet och fortfarande
inte ar det (jfr prop. 1977/78:156 s. 48 och prop. 2015/16:28 s. 55).

1 forsta stycket andra punkten anges att en statlig e-legitimation ska
aterkallas och sparras om négon visentlig uppgift som en e-legitimation
innehéller &r felaktig. Bestimmelsen omfattar bade rena felskrivningar och
andringar av uppgifter. Vilka uppgifter som ska finnas i en statlig e-
legitimation framgar av 2 kap. 5 §. Vidare far regeringen eller den myndig-
het som regeringen bestimmer meddela foreskrifter om det enligt 12 §
andra stycket. Sddana uppgifter som krévs for att innechavaren ska kunna
identifieras pé ett korrekt sdtt ska betraktas som vésentliga. Det kan vara
t.ex. namn eller person- eller samordningsnummer. Om det visar sig att
nagon sddan uppgift ar felaktig eller inte langre géller ska e-legitimationen
aterkallas och spérras.

Enligt forsta stycket tredje punkten ska en statlig e-legitimation
aterkallas och spérras om det dr nodvéndigt av sdkerhetsskdl. Grund for
aterkallelse av sdkerhetsskdl kan exempelvis finnas om den som e-
legitimationen &r utstilld till eller nigon annan kan misstdnkas anvinda e-
legitimationen i brottslig verksamhet. Det avser bade fall dér innehavaren
sjdlv har lamnat ut e-legitimationen till ndgon annan och sadana dar e-
legitimationen har hamnat i orétta hander pa annat sitt.

Enligt forsta stycket fidrde punkten ska en statlig e-legitimation
aterkallas och spdrras om e-legitimationen har utfardats pa en fysisk
identitetshandling, exempelvis ett nationellt identitetskort, som inte ldngre
giller. Bestimmelsen géller oavsett om den fysiska identitetshandlingen
har upphort att gélla pd grund av att giltighetstiden har gatt ut eller att
identitetshandlingen har éterkallats.

Av forsta stycket femte punkten foljer att en e-legitimation ska aterkallas
och spérras om innehavaren har avlidit.

Enligt andra stycket far en statlig e-legitimation aterkallas och spérras
pa begdran av innehavaren. Det uppstills inte nagot krav pa att ange nagra
skél for en sddan begdran. Om begdran om aterkallelse och sparr avser ett
barn under arton ar kravs det vardnadshavares medgivande, om det inte
finns synnerliga skél for att &nda aterkalla och spérra e-legitimationen. Om
fordldrarna har gemensam véardnad om barnet, krivs medgivande fran
bada. Det kan exempelvis finnas synnerliga skdl om en av véardnads-
havarna ér tillfdlligt forhindrad att 1amna sitt medgivande, t.ex. pa grund
av sjukdom, och det &r uppenbart att dennes medgivande annars skulle ha
lamnats (jfr 2 kap. 1 § andra stycket). Synnerliga skél kan ocksé finnas om
e-legitimationen anvinds i brottslig verksamhet och den enskilde skulle
lida skada om aterkallelsen eller spérren skulle dréja.

10 § En statlig e-legitimation ska, utdver i de fall som anges i 9 §, spirras
1. i samband med att en ny e-legitimation ldmnas ut till sdkanden, eller
2. nér giltighetstiden har 16pt ut.



Paragrafen reglerar ytterligare fall, utover de som anges i 9 §, i vilka en
statlig e-legitimation ska spirras. Overvigandena finns i avsnitt 8.6.

Av forsta punkten framgar att en statlig e-legitimation ska spérras i
samband med att en ny ldmnas ut till sékanden. Det kan t.ex. intriffa att
en enskild ansdker om en ny e-legitimation innan giltighetstiden till en
tidigare utfardad e-legitimation har 16pt ut.

Enligt andra punkten ska en statlig e-legitimation spérras nir giltig-
hetstiden har 16pt ut.

Avgifter

11§ Utfardande myndighet far ta ut avgifter for ansékan om statlig e-legitima-
tion.

Paragrafen reglerar mojligheten for utfairdande myndighet att ta ut avgifter
for ansokan om statlig e-legitimation. Overviigandena finns i avsnitt 8.9.

Av paragrafen framgér att utfairdande myndighet far ta ut avgifter for
ansdkan om statlig e-legitimation. Enligt 12 § tredje stycket 1 far regering-
en eller den myndighet som regeringen bestimmer meddela foreskrifter
om avgifter for ans6kan om statlig e-legitimation.

Ritt att meddela foreskrifter

12§ Regeringen eller den myndighet som regeringen bestimmer kan med stod
av 8 kap. 7 § regeringsformen meddela ytterligare foreskrifter om forfarandet vid

1. ansokan,

2. utfdrdande,

3. utlimnande, och

4. aterkallelse och sprr.

Regeringen eller den myndighet som regeringen bestimmer kan dven med stod
av 8 kap. 7 § regeringsformen meddela foreskrifter om den statliga e-legitima-
tionens

1. innehall, bérare och utformning i dvrigt, och

2. aktivering.

Regeringen eller den myndighet som regeringen bestimmer far vidare meddela
foreskrifter om

1. avgifter for ansdkan om statlig e-legitimation, och

2. undantag fran skyldigheten att limna fingeravtryck enligt 4 §.

I paragrafen ges regeringen eller den myndighet som regeringen
bestimmer méjlighet att meddela vissa foreskrifter. Overvigandena finns
i avsnitt 8.2, 8.3, 8.6 och 8.9.

Forsta stycket forsta punkten avser en ritt att meddela ytterligare
foreskrifter om forfarandet vid ansdkan. Sddana foreskrifter kan t.ex. vara
bestimmelser om kravet pa styrkt identitet enligt 3 § eller om hur ansikts-
bilden och fingeravtrycken ska tas enligt 4 §. Det kan ocksa vara fore-
skrifter om var sokanden ska instilla sig vid ansdkan om statlig e-legitima-
tion.

Exempel pa foreskrifter som avses i forsta stycket andra punkten &r
foreskrifter som beddms som nddvéndiga for forfarandet vid utfardandet
av den statliga e-legitimationen.
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Foreskrifter enligt forsta stycket tredje punkten kan avse bestimmelser
om tidpunkten for utlimnandet, t.ex. om utlimnandet ska goras i samband
med ansokan eller vid ett senare tillfdlle.

Foreskrifter som avses i forsta stycket fjdrde punkten kan exempelvis
reglera hur en begiran om aterkallelse fran innehavaren ska vara utformad.

Av andra stycket forsta punkten framgar att foreskrifter kan meddelas
om e-legitimationens innehall, barare och utformning i dvrigt. Det kan
avse foreskrifter om vilka uppgifter som ska lagras i e-legitimationen, t.ex.
uppgifter om sokanden, sdsom namn och 6vriga personuppgifter. Vidare
kan det avse foreskrifter om den statliga e-legitimationens bérare. Med
bédrare avses den fysiska handling som e-legitimationen placeras pa. For
svenska medborgare kan e-legitimationen t.ex. placeras pé ett identitets-
kort utfirdat av en passmyndighet, dvs. for nirvarande det nationella
identitetskortet. For 6vriga personkategorier kan foreskrifterna exempelvis
avse placering av e-legitimationen pa ett kort som i fradga om utformning
och innehall motsvarar ett sadant identitetskort.

Av andra stycket andra punkten framgar att foreskrifter om aktivering
av den statliga e-legitimationen kan meddelas. Att e-legitimationen
aktiveras innebér att den rent praktiskt blir tillgénglig fér innehavaren att
anvinda, t.ex. genom en mobilapplikation.

Tredje stycket forsta punkten avser mdjligheten att meddela foreskrifter
om avgifter for ansdkan om statlig e-legitimation. Bemyndigandet om-
fattar exempelvis fradgan om avgifter ska tas ut och avgifternas storlek.

Tredje stycket andra punkten ger mojlighet att meddela foreskrifter om
undantag fran sokandens skyldighet att lata utfirdande myndighet ta
s6kandens fingeravtryck. Det kan t.ex. avse foreskrifter om att barn i en
viss éalder eller personer som har skador pa fingrarna inte &r skyldiga att
lamna fingeravtryck (jfr prop. 2008/09:132 s. 10 och 11).

3 kap. Behandling av personuppgifter

Andamailen med behandlingen

1§ Personuppgifter far behandlas av utfardande myndighet om det &r nddvéndigt
for att

1. handlagga drenden om statlig e-legitimation,

2. fora ett register over drenden om statlig e-legitimation, och

3. vidta atgdrder for en sdker anvéndning av statliga e-legitimationer.

I paragrafen anges de priméra dndamalen for personuppgiftsbehandling.
Overvigandena finns i avsnitt 9.2.

Andamalsbestimmelserna i paragrafen &r s.k. primédra dndamal, dvs.
dndamal for vilka myndigheten bade far samla in personuppgifter och
behandla de uppgifter som har samlats in. Andamalsbestimmelserna ger
stod for personuppgiftsbehandling i alla typer av drenden om statlig e-
legitimation. Bestimmelserna ger vidare stod for att behandla person-
uppgifter vid alla atgdrder som ar nédvéndiga att vidta for andamalen. Att
behandlingen ska vara nddvindig innebdr inte ett krav pa att den ska vara
oundgénglig. Behandlingen kan anses nddviandig om den leder till
effektivitetsvinster (se prop. 2017/18:105 s. 189).

Enligt forsta punkten far utfirdande myndighet behandla person-
uppgifter om det dr nddviandigt for att handldgga drenden om statlig e-



legitimation. Det géller exempelvis for utfdrdande, aterkallelse och spérr
eller ndgon annan atgdrd som har sin grund i lagen. De atgérder som
aktualiseras vid handldggning av ett drende &r exempelvis mottagande av
uppgifter, diarieféring, kommunicering och utlimnande i samband med
expediering.

Av andra punkten foljer att utfairdande myndighet far behandla person-
uppgifter om det dr nddvandigt for att fora ett register dver drenden om
statlig e-legitimation. Enligt 5 § ansvarar Polismyndigheten for registret.
Vilka uppgifter som far finnas i registret framgér av 6 §.

Atgirder for en siiker anviindning enligt tredje punkten kan vara atgirder
som den utfirdande myndigheten vidtar for att e-legitimationen ska
anvindas pé ett sdkert sdtt exempelvis i privata aktorers nittjénster, t.ex.
genom villkor for anvéndningen av den statliga e-legitimationen. Sddana
villkor kan t.ex. stillas pa aktérer som erbjuder identifiering med medel
for elektronisk identifiering i sina néttjanster och innebéra behandling av
personuppgifter, t.ex. uppgifter om en kontaktperson hos aktdren som
erbjuder néttjansten.

2§ Personuppgifter som har samlats in enligt 1 § far ocksa behandlas av utférd-
ande myndighet

1. om det dr nodvéandigt for att tillhandahalla information som behovs i Polis-
myndighetens verksamhet for att forebygga, forhindra eller uppticka brottslig
verksamhet, utreda eller lagfora brott, verkstélla uppbord eller uppratthalla allmédn
ordning och sékerhet, och

2. om det dr nodvéndigt for att [imna ut uppgifter i enlighet med lag eller forord-
ning.

Personuppgifterna far &ven behandlas for andra d&ndamal, under forutséttning att
uppgifterna inte behandlas pa ett sétt som &r oférenligt med det dndamal for vilket
uppgifterna samlades in.

Paragrafen innebér att personuppgifter som har samlats in enligt 1 § dven
far behandlas for vissa andra angivna dndamal, s.k. sekundéra dndamal.
Overvigandena finns i avsnitt 9.2.

AV forsta punkten framgér att personuppgifter som behandlas enligt 1 §
dven far behandlas om det dr nddvandigt for att tillhandahalla information
som behdvs i Polismyndighetens verksamhet for att forebygga, forhindra
eller upptécka brottslig verksamhet, utreda eller lagfora brott, verkstélla
uppbord eller uppritthalla allmin ordning och sikerhet. Bestimmelserna
utformas med regleringen i 2 kap. 1 § forsta stycket 1 lagen (2018:1693)
om polisens behandling av personuppgifter inom brottsdatalagens omréade
som forebild. Vigledning for hur bestimmelserna ska tillimpas kan darfor
hédmtas fran forarbetena till de bestimmelserna (prop. 2017/18:269 s. 292
och prop. 2018/19:65 s. 192). Vid den fortsatta behandlingen for dessa
andamal géller brottsdatalagen (2018:1177) och lagen om polisens behan-
dling av personuppgifter inom brottsdatalagens omrade (prop. 2017-
/18:232 och prop. 2017/18:269).

Enligt andra punkten far personuppgifter som behandlas enligt 1 § dven
behandlas om det dr nodvandigt for att lamna ut uppgifter i enlighet med
lag eller forordning. Det kan handla om att myndigheten behdver lamna ut
uppgifter till enskilda eller till andra myndigheter enligt exempelvis
6 kap. 4 och 5 §§ offentlighets- och sekretesslagen (2009:400).
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Bestdmmelsen i andra stycket tillater att personuppgifter som har
samlats in enligt 1§ behandlas for andra &dndamél enligt den s.k.
finalitetsprincipen. Bestimmelsen ar utformad enligt artikel 5.1 b i EU:s
dataskyddsforordning och bor tolkas pa samma sitt. Det innebér bl.a. att
behandling for arkivindamaél av allmint intresse, vetenskapliga eller
historiska forskningsiandamal eller statistiska &ndamal i enlighet med
artikel 89.1 i forordningen inte ska anses vara oforenlig med insamlings-
dndamalen. Det innebdr ocksa att de omsténdigheter som anges i arti-
kel 6.4 a—e i forordningen ska beaktas vid bedomningen av om behand-
lingen ar forenlig med insamlingsdndamalen. Exempel p& omstindigheter
som den personuppgiftsansvarige ska beakta &r personuppgifternas art och
eventuella konsekvenser for registrerade av den planerade fortsatta
behandlingen.

Begrinsning av ritten att géra invindningar

3§ Artikel 21.1 i EU:s dataskyddsférordning om rétten att gora invéndningar
giller inte vid sddan behandling som ér tillaten enligt denna lag eller foreskrifter
som har meddelats i anslutning till lagen.

I paragrafen gors undantag fran den ritt som registrerade har att invinda
mot behandling av personuppgifter enligt artikel 21.1 i EU:s dataskydds-
forordning. Overvigandena finns i avsnitt 9.9.

Undantaget avser rétten for den registrerade att nér som helst, av skél
som hénfor sig till den registrerades specifika situation, géra invindningar
mot behandlingen av personuppgifter. Vid sddan behandling av person-
uppgifter som ér tillaten enligt lagen, eller foreskrifter som har meddelats
i anslutning till den, géller ddrmed inte rétten enligt artikel 21.1 att gora
inviandningar mot behandlingen.

Sékerhetsatgirder

4 § Tillgangen till personuppgifter ska begrénsas till det som var och en behdver
for att kunna fullgéra sina arbetsuppgifter i verksamheten med den statliga e-
legitimationen.

Regeringen eller den myndighet som regeringen bestimmer far meddela ytter-
ligare foreskrifter om

1. begrdnsningen av tillgéngen till personuppgifter enligt forsta stycket, och

2. sékerhetsatgérder till skydd for personuppgifter.

Paragrafen reglerar tillgangen till personuppgifter for utfdirdande myndig-
hets personal. Overvigandena finns i avsnitt 9.7.

Anstillda och andra som utfor uppgifter i den utfirdande myndighetens
verksamhet med den statliga e-legitimationen ska enligt forsta stycket inte
ges tillgang till fler personuppgifter 4n det som behdvs med hénsyn till
deras arbete. Det dr den utfirdande myndigheten som i egenskap av
personuppgiftsansvarig ansvarar for att avgora vilka personuppgifter som
varje person behover ha tillgang till for att kunna fullgdra sina arbets-
uppgifter. Tillgdngen till personuppgifter kan begrénsas genom tekniska
och organisatoriska atgirder. Uttrycket var och en inkluderar savil tills-
vidareanstilld personal som t.ex. personal med tidsbegrinsad anstéllning.



Andra stycket ger regeringen eller den myndighet som regeringen
bestimmer mojlighet att meddela ytterligare foreskrifter om begrénsningar
av tillgéngen till personuppgifter och om sikerhetsatgérder till skydd for
personuppgifter.

Foreskrifter som kan meddelas med stdd av andra stycket forsta punkten
kan t.ex. vara foreskrifter om vilka uppgifter en handldggare ska fa tillgdng
till 1 ett drende om ansdkan om statlig e-legitimation eller om &terkallelse
av statlig e-legitimation.

Med stod av andra stycket andra punkten kan exempelvis foreskrifter
meddelas om att en viss typ av teknisk 16sning ska anvindas for att skydda
och begrénsa tillgdngen till enskildas personuppgifter i myndighetens
verksambhet.

Register 6ver drenden om statlig e-legitimation

58§ Polismyndigheten ska med hjélp av automatiserad behandling fora ett
register Over drenden om statlig e-legitimation.

I paragrafen anges att Polismyndigheten ska fora ett register 6ver drenden
om statlig e-legitimation. Overvigandena finns i avsnitt 9.3.

Av bestimmelsen fOljer att registret ska avse drenden om statlig e-
legitimation. Det innebér att registret dven far innehélla uppgifter om
drenden dar nagon e-legitimation inte har utfardats.

Med automatiserad behandling avses behandling med hjélp av tekniska
hjélpmedel, sdsom datorer, till skillnad frén manuell behandling som avser
t.ex. renodlad pappershantering (jfr prop. 2017/18:105 s. 47).

Vilka uppgifter som registret far innehalla regleras i 6 §. Hur linge
uppgifterna far behandlas framgar av 7 §. Behandlingen av person-
uppgifter i registret omfattas dven av dvriga bestimmelser i kapitlet. Det
innebér att bestimmelserna om exempelvis dndamal i 1 och 2 §§, séker-
hetsatgirder i 4 § och sokbegridnsningar i 8 och 9 §§ dven giller nér
personuppgifter behandlas i registret, se forfattningskommentarerna till de
paragraferna.

6 § Registret 6ver drenden om statlig e-legitimation far innehélla

1. namn, personnummer, samordningsnummer, medborgarskap, fodelsedatum
och kontaktuppgifter till sokanden,

2. ansiktsbilder som har tagits vid ansokan enligt 2 kap. 4 § forsta stycket och
biometriska uppgifter som har tagits fram ur sddana bilder,

3. handlingar eller uppgifter frdn handlingar som har kommit in eller uppréttats
i d&renden om statlig e-legitimation,

4. uppgifter som ror handldggningen av drenden om statlig e-legitimation, och

5. uppgifter om utfdrdade statliga e-legitimationer.

I paragrafen regleras vad registret dver drenden om statlig e-legitimation
far innehalla. Overviigandena finns i avsnitt 9.3.

Paragrafen innehaller en upprikning av det som registret far innehalla.
Upprékningen dr uttdommande.

Enligt forsta punkten far registret innehalla namn, personnummer,
samordningsnummer, medborgarskap, fodelsedatum och kontaktuppgifter
till sokanden.
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Av andra punkten framgér att registret fr innehélla ansiktsbilder som
har tagits vid ansokan enligt 2 kap. 4 § forsta stycket och biometriska
uppgifter som har tagits fram ur sddana bilder. Med biometriska uppgifter
avses detsamma som i artikel 4.14 i EU:s dataskyddsforordning, dvs.
personuppgifter som erhallits genom en sérskild teknisk behandling som
ror en fysisk persons fysiska, fysiologiska eller beteendemaéssiga
kénnetecken och som mojliggdr eller bekriftar identifieringen av denna
fysiska person, exempelvis ansiktsbilder. Biometriska uppgifter kan
beskrivas som den information som &r resultatet av en automatiserad
mitning av t.ex. ett ansikte utifrdn ett fotografi. Mdjligheten att sdka i
registret med hjélp av ansiktsbilder och biometriska uppgifter regleras i
938.

I tredje punkten anges att registret fir innehdlla handlingar eller
uppgifter fran handlingar som har kommit in eller uppréttats i &renden om
statlig e-legitimation. Det kan t.ex. avse medgivanden som ska ldmnas av
vardnadshavare enligt 2 kap. 1 §, kopior av handlingar som anvints for att
styrka identiteten enligt 2 kap. 3 § och beslut om beviljade eller avslagna
ansokningar eller aterkallelse och spérr av e-legitimationer.

Enligt fjdrde punkten fér registret innehélla uppgifter som rér handlagg-
ningen av drenden om statlig e-legitimation. Det kan t.ex. avse uppgift om
nir ansdkan gjordes, vilken handldggare som tog emot ansdkan eller som
ar ansvarig for ett drende och vilka atgérder som har vidtagits i drendet.

Av femte punkten foljer att registret far innehalla uppgifter om utfardade
statliga e-legitimationer. Sddana uppgifter kan t.ex. avse e-legitimationens
serienummer eller annan identifierare, aktiveringskod, utfirdandedatum
och giltighetstid.

Léngsta tid som personuppgifter i registret fir behandlas
78§ Personuppgifter i registret over drenden om statlig e-legitimation far inte

behandlas langre &n tio ar fran utgdngen av det kalenderér som det drende som
uppgifterna hanfor sig till avslutades.

Paragrafen reglerar hur linge personuppgifter fir behandlas i registret 6ver
drenden om statlig e-legitimation. Overviigandena finns i avsnitt 9.6.

I paragrafen anges den ldngsta tid som personuppgifter far behandlas i
registret. Om det vid en tidigare tidpunkt stdr klart att personuppgifterna
saknar betydelse i verksamheten med den statliga e-legitimationen ska de
upphora att behandlas redan da. Det dr den personuppgiftsansvarige som
bedomer hur lidnge personuppgifter behover behandlas i1 registret.
Bestdmmelsen om léngsta tid for behandling av personuppgifter hindrar
inte att handlingar arkiveras och gallras enligt arkivlagens (1990:782)
bestdmmelser. Av 13 § framgar att regeringen eller den myndighet som
regeringen bestimmer far meddela foreskrifter om att personuppgifter ska
fortsétta behandlas for vissa &ndamal, se forfattningskommentaren till den
paragrafen.

Forbud mot vissa sokningar

8§ Det dr forbjudet att utfora sokningar i syfte att fa fram ett urval av personer
grundat pa kénsliga personuppgifter eller sadana personuppgifter om lagover-
trddelser som avses i artikel 10 i EU:s dataskyddsforordning.



Paragrafen forbjuder sokningar i vissa syften. Overvigandena finns i
avsnitt 9.5.

Enligt paragrafen dr det forbjudet att utfora sokningar i syfte att fa fram
ett urval av personer grundat pa kénsliga personuppgifter eller sdédana
personuppgifter som avses i artikel 10 i EU:s dataskyddsférordning, dvs.
personuppgifter om féllande domar i brottmal och lagdvertradelser som
innefattar brott. Vad som avses med kénsliga personuppgifter framgar av
forfattningskommentaren till 10 §. Forbudet géller oavsett om en sdkning
utfors i registret Over drenden om statlig e-legitimation eller bland andra
uppgifter som behandlas enligt lagen. Det giller vidare nér
personuppgifter behandlas for sévil primdra dndamal enligt 1 § som
sekundira dndamal enligt 2 §.

Forbudet i paragrafen omfattar alla tekniska atgédrder som innebar att
kénsliga personuppgifter eller sddana personuppgifter som avses i
artikel 10 i EU:s dataskyddsforordning anvinds for att strukturera eller
systematisera information i syfte att fa fram ett urval av personer. Ddarmed
forbjuds s6kningar som gors for att fa fram ett urval av personer som t.ex.
har ett visst etniskt ursprung eller som har démts for brott. Ddremot hindrar
bestimmelsen inte sdkningar som gors i ett annat syfte dn att identifiera
ett urval av individer, t.ex. for att ta fram verksamhetsstatistik, for
registervard eller vid tillsyn.

9§ Det ér forbjudet att som sdkbegrepp anvinda

1. ansiktsbilder, biometriska uppgifter som har tagits fram ur ansiktsbilder och
andra kénsliga personuppgifter som avses i 10 §, och

2. uppgifter om lagovertrddelser som innefattar brott, domar i brottmal,
straffprocessuella tvangsmedel eller administrativa frihetsberévanden.

Trots forbuden i forsta stycket far den ansiktsbild som tas enligt 2 kap. 4 § forsta
stycket och de biometriska uppgifter som tas fram ur ansiktsbilden anvindas vid
sokning i registret over drenden om statlig e-legitimation i ett drende om statlig e-
legitimation. S6kning &r da tillaten endast for att kontrollera sokandens identitet
och innehav av en e-legitimation i samband med ansdkan.

I paragrafen forbjuds anvéndningen av vissa sdkbegrepp i en utfardande
myndighets verksamhet med den statliga e-legitimationen. Overvigan-
dena finns i avsnitt 9.4 och 9.5.

Foérsta stycket innebédr forbud mot att anvinda vissa typer av uppgifter
som sdkbegrepp i verksamheten med den statliga e-legitimationen. Med
sOkbegrepp avses sadana begrepp som anvinds for att soka igenom en
informationsméngd i syfte att hitta och vilja ut de poster eller uppgifts-
konstruktioner dér begreppet forekommer (jfr prop. 2022/23:34 s. 211).
Forbudet géller oavsett om en sokning utfors i registret over drenden om
statlig e-legitimation eller bland andra uppgifter som behandlas enligt
lagen. Forbudet géller nir personuppgifter behandlas for savdl priméra
andamal enligt 1 § som sekundéra d&ndamal enligt 2 §. Forbudet &r absolut
i den meningen att syftet med sokningen saknar betydelse. Forbudet
medfor att sokningar inte far goras ens for att tillmotesga en begéran om
utldmnande av allmén handling. Enligt 2 kap. 7 § tryckfrihetsférordningen
anses en sammanstéllning inte forvarad hos en myndighet om den
innehaller personuppgifter och myndigheten enligt lag eller férordning
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saknar befogenhet att gora den tillgénglig. Sammanstéllningen é&r alltsa i
sadana fall inte en allméin handling.

Enligt forsta stycket forsta punkten giller ett forbud mot att som
sokbegrepp anvédnda ansiktsbilder, biometriska uppgifter som har tagits
fram ur sddana bilder och andra kénsliga personuppgifter enligt 10 §.
Bestaimmelsen innebdr att det dr forbjudet att exempelvis i ett dator-
program gora en sokning med utgédngspunkt i en ansiktsbild eller biome-
triska uppgifter som har tagits fram ur en saddan bild. Se dven forfatt-
ningskommentaren till 10 §.

Enligt forsta stycket andra punkten géller ett forbud mot anvandningen
av uppgifter om lagovertradelser som innefattar brott, domar i brottmal,
straffprocessuella tvangsmedel eller administrativa frihetsberdvanden som
sokbegrepp. Bestimmelsen utformas med 17 § (2015:899) lagen om
identitetskort for folkbokforda i Sverige som forebild (jfr prop. 2017/18:95
s. 64—67 och 122).

I andra stycket finns ett undantag fran forbuden i forsta stycket. Den
ansiktsbild som tas vid en ansdkan om statlig e-legitimation och de
biometriska uppgifter som tas fram ur ansiktsbilden far anvéndas vid
sokning i registret over drenden om statlig e-legitimation. S6kning tilléts
endast i samband med ansokan och for att kontrollera s6kandens identitet
och innehav av statlig e-legitimation.

Behandling av kinsliga personuppgifter

10§ Personuppgifter som avses i artikel 9.1 1 EU:s dataskyddsforordning
(kénsliga personuppgifter) far behandlas endast om det ar absolut nddvéndigt for
dndamalet med behandlingen.

Kénsliga personuppgifter far dock behandlas

1. i registret nér det &r tillatet enligt 6 § 2,

2. vid kontroller som ér tillatna enligt 2 kap. 6 §, och

3. vid sokningar som 4r tilldtna enligt 9 § andra stycket.

I paragrafen regleras i vilka fall kdnsliga personuppgifter far behandlas i
en utfirdande myndighets verksamhet med den statliga e-legitimationen.
Overvigandena finns i avsnitt 9.2, 9.3 och 9.4.

Enligt forsta stycket far personuppgifter som avses i artikel 9.1 i EU:s
dataskyddsforordning behandlas endast om det &dr absolut nodvéandigt for
dndamalet med behandlingen. De uppgifter som avses ar sdédana som be-
tecknas som kénsliga personuppgifter enligt 3 kap. 1 § lagen med kom-
pletterande bestammelser till EU:s dataskyddsférordning. Med kinsliga
personuppgifter avses uppgifter som avslgjar ras eller etniskt ursprung,
politiska asikter, religios eller filosofisk dvertygelse eller medlemskap i en
fackforening. Aven genetiska uppgifter, biometriska uppgifter for att
entydigt identifiera en fysisk person, uppgifter om hélsa och uppgifter om
en fysisk persons sexualliv eller sexuella ldggning ar kdnsliga person-
uppgifter. En kombination av t.ex. ansiktsbild och uppgifter om namn,
medborgarskap och fodelseort kan i vissa fall anses avsldja en persons
etniska ursprung. Enligt bestimmelsen fir sddana uppgifter behandlas om
det &r absolut nddvindigt for &ndamalet med behandlingen. Att behand-
lingen ska vara absolut nédvéndig innebér att behovet av att behandla
uppgifterna maste provas noggrant i varje enskilt fall.



Av andra stycket framgér i vilka fall som kénsliga personuppgifter far
behandlas utan ndgon prévning av om behandlingen ar absolut nodvandig
for andamalet.

Enligt andra stycket forsta punkten far kénsliga personuppgifter be-
handlas i registret Gver drenden om statlig e-legitimation nér det ar tillatet
enligt 6 § 2. Det avser alltsa behandling av ansiktsbilder som har tagits vid
ansokan enligt 2 kap. 4 § forsta stycket och biometriska uppgifter som har
tagits fram ur bilderna.

Av andra stycket andra punkten framgér att kénsliga personuppgifter far
behandlas vid kontroller som ér tilldtna enligt 2 kap. 6 §. Den paragrafen
reglerar mojligheten till jimférande kontroller av bl.a. biometriska
uppgifter nir en sokande ska styrka sin identitet i ett drende om statlig e-
legitimation, se forfattningskommentaren till den paragrafen.

Enligt andra stycket tredje punkten far kénsliga personuppgifter
behandlas vid sddana sokningar som &r tilldtna enligt 9 § andra stycket.
Enligt den bestimmelsen far biometriska uppgifter anvéndas vid s6kning
i registret 6ver drenden om statlig e-legitimation i ett d&rende om statlig e-
legitimation for att kontrollera sdkandens identitet och innehav av en e-
legitimation i samband med ansdkan, se forfattningskommentaren till den
paragrafen.

Personuppgiftsansvar

11§ Varje utfirdande myndighet &r personuppgiftsansvarig for den behandling
av personuppgifter som myndigheten sjalv utfor.

Polismyndigheten dr personuppgiftsansvarig for behandling av personuppgifter
i registret 6ver drenden om statlig e-legitimation.

Paragrafen innehéller bestimmelser om personuppgiftsansvaret i verk-
samheten med den statliga e-legitimationen. Overvigandena finns i
avsnitt 9.1.

Av forsta stycket framgér att varje utfairdande myndighet &r person-
uppgiftsansvarig for den behandling av personuppgifter som myndigheten
sjalv utfor. Det innebér att varje myndighet ansvarar for den person-
uppgiftsbehandling som sker inom ramen for myndighetens egen verk-
sambhet.

Enligt andra stycket ar Polismyndigheten personuppgiftsansvarig for
behandlingen av personuppgifter i registret dver drenden om statlig e-
legitimation. Den som exempelvis vill begéra rittelse enligt artikel 16 i
EU:s dataskyddsforordning av uppgifter i registret ska dérfor vénda sig till
Polismyndigheten.

Ritt att meddela foreskrifter

12§ Regeringen eller den myndighet som regeringen bestimmer kan med stod
av 8 kap. 7 § regeringsformen meddela foreskrifter om

1. att personuppgifter som avses i 7 § far fortsatta att behandlas under en viss tid
for arkivindamél av allmint intresse, vetenskapliga eller historiska forsknings-
dndamal eller statistiska dndamal, och

2. avskiljande och begriansningar av atkomsten till personuppgifter som behand-
las enligt 1.
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I paragrafen finns en upplysningsbestimmelse om att regeringen eller den
myndighet regeringen bestimmer kan meddela vissa foreskrifter. Over-
végandena finns i avsnitt 9.6.

Enligt forsta punkten kan regeringen eller den myndighet som
regeringen bestimmer meddela foreskrifter om att personuppgifter i
registret over drenden om statlig e-legitimation féar fortsitta behandlas
under en viss tid for arkivindamal av allmént intresse eller vetenskapliga,
statistiska eller historiska &ndamél under lidngre tid 4n det som regleras i
7 §. Foreskrifterna far alltsd tillata att uppgifter for sddana &ndamaél
behandlas under langre tid &n tio &r frén utgdngen av det kalenderar som
det drende som uppgifterna hanfor sig till avslutades.

Av andra punkten framgér att regeringen eller den myndighet som
regeringen bestimmer kan meddela foreskrifter om avskiljande och
begransningar av atkomsten till personuppgifter i registret 6ver drenden
om statlig e-legitimation som behandlas for sidana dndaméal som anges i
forsta punkten. Med avskiljande menas att personuppgifter tas bort frén
registret 6ver drenden om statlig e-legitimation.

4 kap. Erkinnande av medel for elektronisk identifiering

Krav pa erkidnnande av medel for elektronisk identifiering

1§ Narmedel for elektronisk identifiering kravs for att fa tillgang till en néttjénst
som tillhandahalls av en offentlig aktor, och tjdnsten helt eller delvis riktar sig till
enskilda, ska medel erkénnas for autentisering for tjansten om

1. medlet for elektronisk identifiering tillhandahalls inom ramen for ett
auktorisationssystem i enlighet med lagen (2023:704) om auktorisationssystem i
fréga om tjénster for elektronisk identifiering och for digital post, och

2. tillitsnivan for medlet motsvarar en tillitsniva som ar lika hog eller hogre én
den tillitsniva som den offentliga aktdren kraver for dtkomst till nattjénsten.

I paragrafen uppstélls ett krav pa offentliga aktorer att erkdnna vissa medel
for elektronisk identifiering. Overvigandena finns i avsnitt 10.

Paragrafen innebar att offentliga aktorer ar skyldiga att erkdnna medel
for elektronisk identifiering for autentisering i en néttjanst nér ett sddant
medel krévs for att fa tillgang till en nittjinst som tillhandahélls av aktéren
och tjdnsten helt eller delvis riktar sig till enskilda. Vad som avses med
medel for elektronisk identifiering, néttjanst och autentisering framgar av
1 kap. 3§, se forfattningskommentaren till den paragrafen. Vilka som
anses vara offentliga aktdrer framgar av 1 kap. 4 §, se forfattningskom-
mentaren till den paragrafen. Att tjédnsten helt eller delvis riktar sig till
enskilda innebér att kravet inte omfattar nittjinster som anvinds inom
ramen for en persons arbete eller utbildning, dér identifiering sker med
medel som uteslutande anvénds i tjénsten eller i utbildningen.

Kravet giller enligt forsta punkten endast sddana medel for elektronisk
identifiering som tillhandahalls inom ramen for ett auktorisationssystem
enligt lagen (2023:704) om auktorisationssystem i fraga om tjénster for
elektronisk identifiering och for digital post. Det innebér att leverantdren
och medlet ska ha godkénts inom ramen for ett auktorisationssystem enligt
lagen.



Vidare maste enligt andra punkten tillitsnivan pa medlet motsvara minst
den tillitsnivd som den offentliga aktoren krdver for &atkomst till
néttjansten.

Kravet i denna paragraf att erkdnna vissa medel for elektronisk
identifiering innebdr inte ett krav pé att den offentliga aktdren ska ingé
avtal med leverantdrer genom ett auktorisationssystem enligt lagen om
auktorisationssystem i fraga om tjanster for elektronisk identifiering och
for digital post.

Bemyndiganden
2§ Regeringen eller den myndighet som regeringen bestimmer far meddela
foreskrifter om

1. undantag fran kraveti 1 §, och

2. hur kravet i 1 § ska fullgoras.

I paragrafen ges regeringen eller den myndighet som regeringen bestdm-
mer rétt att meddela vissa foreskrifter om kravet pa erkdnnande av medel
for elektronisk identifiering. Overviigandena finns i avsnitt 10.

Majligheten att enligt forsta punkten foreskriva om undantag fran kravet
att erkdnna medel for elektronisk identifiering kan t.ex. aktualiseras av
héansyn till rikets sidkerhet. Det kan ocksa avse foreskrifter om undantag
frén kravet i forhallande till medel for elektronisk identifiering om det t.ex.
finns flera 6verlappande auktorisationssystem med delvis likartade tjénst-
er.

Foreskrifter enligt andra punkten kan avse inom vilken tid ett medel for
elektronisk identifiering som har tillkommit i auktorisationssystem ska
erkdnnas.

5 kap. Overklagande och verkstillighet

1§ Beslutenligt denna lag eller enligt foreskrifter som har meddelats i anslutning
till lagen fér 6verklagas till allmén forvaltningsdomstol.
Provningstillstand krivs vid 6verklagande till kammarrétten.

I paragrafen finns bestimmelser om Gverklagande av beslut enligt lagen.
Overvigandena finns i avsnitt 11.

Enligt forsta stycket tér beslut enligt lagen, eller foreskrifter som har
meddelats 1 anslutning till lagen, dverklagas till allmén forvaltnings-
domstol. Ytterligare bestimmelser om Overklagande, bl.a. vem som far
overklaga ett beslut, hur man Overklagar ett beslut och tiden for
overklagande finns i forvaltningslagen (2017:900).

Av andra stycket framgér att provningstillstand krévs vid dverklagande
till kammarrétten.

2§ Beslut enligt denna lag giller omedelbart, om inte annat anges i beslutet.

Av paragrafen framgar att beslut enligt lagen géller omedelbart, om inte
ndgot annat anges i beslutet. Overviigandena finns i avsnitt 11.

Att ett beslut géller omedelbart innebér att beslutet far verkstillas dven
om det har dverklagats eller om dverklagandetiden inte har gatt ut. Det
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innebér t.ex. att en e-legitimation fortsétter att vara spirrad om ett beslut
om aterkallelse och spérr, som giller omedelbart, dverklagas.

14.2  Forslaget till lag om éndring 1 offentlighets-
och sekretesslagen (2009:400)

22 Kap.

1§ Sekretess giller for uppgift om en enskilds personliga forhallanden, om det
av sirskild anledning kan antas att den enskilde eller nagon nérstaende till denne
lider men om uppgiften rdjs och uppgiften forekommer i verksamhet som avser

1. folkbokforingen eller annan liknande registrering av befolkningen och, i den
utstrackning regeringen meddelar foreskrifter om det, i annan verksamhet som
avser registrering av en betydande del av befolkningen, eller

2. forande av eller uttag ur sjomansregistret.

Sekretess géller i verksamhet som avses i forsta stycket 1 for uppgift i form av
fotografisk bild av den enskilde och biometrisk uppgift som har tagits fram ur
bilden, om det inte star klart att uppgiften kan rdjas utan att den enskilde eller
nagon nérstaende till denne lider men.

For uppgift i en allmén handling géller sekretessen 1 hogst sjuttio &r.

Paragrafen reglerar sekretess vid folkbokforing och annan liknande
registrering av befolkningen. Overvigandena finns i avsnitt 9.8.

Paragrafen dndras genom ett tilldgg i andra stycket. Tillagget innebér att
den presumtion for sekretess som géller i frdga om fotografiska bilder av
enskilda dven omfattar biometriska uppgifter som har tagits fram ur bil-
derna. Med biometriska uppgifter avses detsamma som i artikel 4.14 i
EU:s dataskyddsforordning, dvs. personuppgifter som erhallits genom en
sdrskild teknisk behandling som ror en fysisk persons fysiska, fysiologiska
eller beteendemdssiga kdnnetecken och som mojliggor eller bekriftar
identifieringen av denna fysiska person, exempelvis ansiktsbilder. Bio-
metriska uppgifter kan beskrivas som den information som &r resultatet av
en automatiserad métning av t.ex. ett ansikte utifran ett fotografi.



Sammanfattning av delbetankandet En sdker och
tillgénglig statlig e-legitimation (SOU 2023:61)

Uppdraget i korthet

Att foresld utformning av en statlig e-legitimation

Radets kompromissforslag till Europaparlamentets och radets férordning
om dndring av forordning (EU) nr 910/2014 vad giller inrdttandet av en
ram for europeisk digital identitet (den reviderade eIDAS-forordningen),
COM(2021) 281, innebér bl.a. att det ska bli obligatoriskt for varje
medlemsstat att anmaéla en e-legitimation pa den hdgsta tillitsnivan enligt
ett forfarande for grinsoverskridande identifiering.! Tillitsnivin pé e-
legitimationen avgor hur tillforlitligt det &r att personen som identifierar
sig dr den man utger sig for att vara.

Med anledning av bl.a. forslagen i den reviderade eIDAS-forordningen
har utredningen getts i uppdrag att, for det forsta, lamna forslag pé hur en
kostnadseffektiv statlig e-legitimation pa hogsta tillitsniva kan utformas
och tillhandahallas av Myndigheten for digital forvaltning och att, for det
andra, analysera och foreslad fordndringar som foljer av den reviderade
eIDAS-forordningen. Syftet &r att stirka samhillets sdkerhet och robust-
het, motverka bedrédgerier som begés med hjélp av e-legitimationer och
underlétta for s manga som mojligt att kunna fa tillgdng till en e-
legitimation.

I detta delbetinkande redovisas utredningens forslag avseende det forsta
deluppdraget.

Problem- och behovsbild
Tillgcdinglighet, sdikerhet och redundans

En statlig e-legitimation som komplement till de kommersiella som redan
finns i Sverige, har efterfragats d&ven av andra anledningar 4n de forvintade
kraven i den reviderade eIDAS-f6rordningen. I vara direktiv anges att ett
statligt alternativ till befintliga e-legitimationer bor utredas ur fler
perspektiv, sérskilt i frdga om tillgdnglighet, sdkerhet och redundans.

I synnerhet bland &ldre personer, personer med funktionsnedséttningar
och personer utan svenskt personnummer rader ett mer eller mindre stort
digitalt utanforskap. Aven svenskar i utlandet kan i vissa fall ha svért att
fé tillgang till en svensk e-legitimation. Staten har ett ansvar att sidkerstélla
att e-legitimationer blir tillgéngliga for s& manga som mgjligt. I likhet med
vad som framf0rts i tidigare utredningar om en statlig e-legitimation anser
vi att en grundidentifiering (se nedan) som uppfyller kraven for den hogsta

! Stéindiga representanternas kommitté (Coreper I), 25 november 2022, Férslag till
Europaparlamentets och radets forordning om andring av forordning (EU) nr 910/2014 vad
giller inrédttandet av en ram for europeisk digital identitet — Allmén riktlinje, s. 55 eIDAS-
forordningen &r den vanligen forekommande bendmningen av Europaparlamentets och
radets forordning (EU) nr 910/2014 av den 23 juli 2014 om elektronisk identifiering och
betrodda tjanster for elektroniska transaktioner pa den inre marknaden och om upphévande
av direktiv 1999/93/EG.
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tillitsnivén och utfors av staten, medfor att ocksd andra e-legitimationer,
som baseras pa den statliga, kan bli sékrare. I forening med andra
sdkerhetshdjande atgérder vid e-legitimationens anvandande kan riskerna
for identitetsrelaterad brottslighet dd minskas.

Id-vaxling, dvs. att kunna skaffa en alternativ e-legitimation for vissa
specifika dndamal, kan komma att underldttas genom en statlig e-
legitimation pa hogsta tillitsnivan. En statlig e-legitimation skulle alltsa
inte bara stérka den civila beredskapen genom att utgora ett komplement
till befintliga e-legitimationer; den kan ocksa underlétta for andra aktorer
att erbjuda e-legitimationer och betrodda tjénster, vilket i sin tur ocksé kan
stirka beredskapen och dven bidra till 6kad konkurrens pa e-legitimations-
marknaden. I kapitel 6 redovisas problem- och behovsbilden nérmare.

En statlig e-legitimation for s& manga som mojligt

Myndigheten for digital forvaltning ska utfirda den statliga e-
legitimationen

I enlighet med vart uppdrag foreslar vi att en statlig e-legitimation pa
tillitsniva hog enligt eIDAS-férordningen ska utfardas av Myndigheten for
digital forvaltning (avsnitt 7.6).

Enligt véra forslag ska den statliga e-legitimationen tillhandahallas efter
ansdkan till den som, vid personlig instéllelse hos en identitets-
kontrollerande myndighet, har styrkt sin identitet och har svenskt person-
nummer, alternativt ett samordningsnummer for personer med styrkt
identitet vilket inte dr vilandeforklarat. Vi foreslar ocksa en minimialder.
Den statliga e-legitimationen far utfdrdas fran och med det kalenderér
sokanden fyller nio ar. For barn under arton ar krdvs att barnets
vérdnadshavare har lamnat skriftligt medgivande (avsnitt 7.4). Den
statliga e-legitimationen ska ha en giltighetstid om hogst fem ar (avsnitt
7.7).

Delat myndighetsansvar

Polismyndigheten och Skatteverket bedéms var och en vara ldmpliga
som identitetskontrollerande myndighet

Vart uppdrag omfattar att bl.a. féresla vilken eller vilka myndigheter som
ska ansvara for grundidentifieringen i samband med utfardandet av den
statliga e-legitimationen, och vilka kontroller av sokandens identitet som
ska genomforas vid en sadan grundidentifiering.

Med grundidentifiering avses i detta betdnkande ett forfarande som leder
fram till att en identitetshandling utférdas, innefattande en process i vilken
det ingar personlig instéllelse for sokanden vid savil ansokan om som
utlimnandet av identitetshandlingen, att sokanden styrker sin identitet pa
ett tillforlitligt sétt, och att vissa fysiska kénnetecken av sokanden
dokumenteras. Vart forslag om ansdknings- och utgivningsprocess for den
statliga e-legitimationen innefattar samtliga dessa moment (avsnitt 7.5).

Var tolkning av uppdraget &r att grundidentifieringen ska utforas av en
annan myndighet &n Myndigheten for digital forvaltning. Vi gor
bedomningen att det dr antingen Polismyndigheten eller Skatteverket som



kan komma i frdga for att genomfora grundidentifieringen pa ett tillrackligt
sakert, effektivt och tillgdngligt sdtt, och att regeringen ska bemyndigas att
bestdmma vilken myndighet som ska ansvara for uppgiften (avsnitt 7.6).

Vi forordar Polismyndigheten framfor Skatteverket. Polismyndigheten
har redan i dag en utbredd néarvaro i samhallet och har till antalet ndrmare
dubbelt sa manga utgivningsstéllen for identitetshandlingar som Skatte-
verket. Vidare har Polismyndigheten en i omfattning och tid storre erfaren-
het betriffande identitetskontroller. Att polisen utses som identitets-
kontrollerande myndighet for den statliga e-legitimationen bedémer vi
sammantaget vara den mest kostnadseffektiva 16sningen. Dértill menar vi
att Polismyndigheten vid identitetskontrollerna — i sin egenskap av
brottsbekdmpande myndighet — béttre kan motverka utmaningar kopplade
till den identitetsrelaterade brottsligheten.

Utlandsmyndigheterna och Utrikesdepartementet bedéms ha erforder-
liga forutséttningar att hantera grundidentifiering i samband med ansok-
ningar om statlig e-legitimation utanfor riket (avsnitt 7.6).

Utformningen av den statliga e-legitimationen

Den statliga e-legitimationen ska tillhandahdllas pa ett kontaktlost aktivt
kort som dven dr eller kan certifieras som en anordning for att skapa
kvalificerade elektroniska underskrifter

Den statliga e-legitimationen ska tillhandahéllas pa en bérare som ut-
formats pa ett sdtt som uppfyller kraven for nivad hog enligt eIDAS-
regelverket. Bararen av e-legitimationen ska vara ett kontaktlost aktivt kort
som ska skyddas mot obehérig anvdndning, ldsning och kopiering av
uppgifter som e-legitimationen innehaller (avsnitt 7.2).

E-legitimationen bor dock, enligt var bedomning, finnas dven pa ett
statligt utfardat identitetskort sa snart som mojligt (avsnitt 7.6). Skatte-
verkets identitetskort for folkbokforda i Sverige far utfardas enbart till
personer som har fyllt tretton ar och &r folkbokforda i landet enligt
folkbokforingslagen (1991:481). Det nationella identitetskortet far
utfardas av Polismyndigheten till endast svenska medborgare. Dessa
statliga identitetshandlingar kan darmed for niarvarande inte utgora bérare
for den statliga e-legitimationen, om den ska kunna tillhandahallas till hela
den foreslagna personkretsen (avsnitt 7.2).

I véra direktiv konstateras dels att det &r tidskrdvande att ta fram ett
kombinerat identitetskort och e-legitimation, dels att forslagen i den revi-
derade eIDAS-forordningen, i kombination med ett fordndrat siker-
hetsldge, kan medfora vissa krav pa skyndsamhet att ta fram en statlig e-
legitimation pa hdgsta tillitsnivan. Vart forslag kan mot den bakgrunden
ses som en alternativ 16sning for att mota skyndsamhetskraven. En e-
legitimation pa ett separat kort tillgodoser samtidigt behovet av att
personer som saknar svenskt personnummer men har tillrdcklig anknyt-
ning till Sverige for att tilldelas ett samordningsnummer, kan fa en svensk
e-legitimation, oberoende av om personkretsen for exempelvis Skatte-
verkets identitetskort dven fortsattningsvis omfattar enbart folkbokforda
personer.

Den statliga e-legitimationen ska innehalla de attribut som behovs i e-
legitimationer som ges ut till privatpersoner, dvs. innehavarens namn och
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personnummer, alternativt samordningsnummer for personer med styrkt
identitet. Darutdver ska den statliga e-legitimationen i ett lagringsmedium
pa béraren innehélla innehavarens ansiktsbild och fingeravtryck (avsnitt
7.2).

Vi beddmer att den statliga e-legitimationen bor kunna anvindas for att
framstilla kvalificerade elektroniska underskrifter. Béraren for e-legitima-
tionen ska darfor antingen vara eller kunna certifieras som en anordning
for att framstilla kvalificerade elektroniska underskrifter (avsnitt 7.3).

Finansiering
Ansékningsavgift och forstdrkta anslag till berorda myndigheter

En ansdkan om statlig e-legitimation ska férenas med en ans6kningsavgift.
Den kan finansiera delar av det arbete som fordras for att utfora
grundidentifieringen. Uppbyggnaden av detta arbete, liksom det som kravs
for verksamheten att utfirda den statliga e-legitimationen, forutsétter dock
anslagsfinansiering. Det dr vidare en fOrutsittning for att skapa lang-
siktighet i dessa verksamheter (avsnitt 7.9).

Krav pa offentlig sektor att godta vissa e-legitimationer for
identifiering i digitala tjanster

Godkénda e-legitimationer mdste kunna anvindas

Vi foreslar att det ska stéllas lagkrav pé offentliga aktorer att for sina
digitala tjanster tillata identifiering med de e-legitimationer som utférdas
av leverantdrer som &r godkinda enligt ett auktorisationssystem for
elektronisk identifiering och for digital post.? Utdver statliga myndigheter,
kommuner och regioner omfattas sddana foretag som yrkesmissigt
bedriver verksamhet, vilken till ndgon del ar offentligt finansierad, inom
forskola, skola, hélso- och sjukvard samt omsorg. Enligt var bedomning
krévs denna reglering bl.a. for att uppna de i vara direktiv uppstillda malen
om oOkad tillgénglighet och 6kad redundans genom en mer diversifierad
marknad for e-legitimationer.

Den foreslagna skyldigheten giller endast om tillitsnivan for e-
legitimationen motsvarar en tillitsniva som ar lika hog eller hdgre dn den
tillitsnivd som den offentliga aktdren kraver for atkomst till den digitala
tjénsten.

Statliga myndigheter, kommuner och regioner som har behov av tjanster
for elektronisk identifiering ska anvénda de tjénster som tillhandahalls
genom auktorisationssystem. Ndrmare bestimmelser om vilken typ av
tjanster som kravet avser, och om hur skyldigheten ska fullgéras, meddelas
genom myndighetsforeskrifter (avsnitt 7.13).

2 Prop. 2023/46:6. 1 propositionen foreslés att valfrihetssystem enligt lagen (2013:311) om
valfrihetssystem i fraga om tjanster for elektronisk identifiering ska erséttas av
auktorisationssystem for sddana tjénster.



Forfattningsreglering

En ny lag och férordning om elektronisk identifiering

Den lagreglering som dr nddvéndig med anledning av forslaget om en
statlig e-legitimation samlas i en ny lag. I den lagen regleras ocksé det
foreslagna kravet om att godta vissa e-legitimationer. For dvriga be-
stimmelser, bl.a. sddana som behovs for verkstilligheten av lagen, foreslés
en forordning (avsnitt 7.1).

I lagen tas in centrala bestimmelser om den uppgifts- och ansvars-
fordelning som aktualiseras mellan berdrda myndigheter i den gemen-
samma utgivningsprocessen, bl.a. personuppgiftsansvar och behandling av
personuppgifter (avsnitt 7.11). Vidare infors bestimmelser om kraven for
att tillhandahélla en statlig e-legitimation (avsnitt 7.4), om aterkallelse och
sparr av utfirdad e-legitimation (avsnitt 7.7), om O&verklagande och
verkstéllbarhet av beslut, och om anvéndning av vissa e-legitimationer
(avsnitten 7.8 och 7.13).

Viara forslag medfor behov av foljdandringar i bl.a. offentlighets- och
sekretessforordningen (2009:641) samt regeringens forslag till lag om
auktorisationssystem i frdga om tjénster for elektronisk identifiering och
digital post.

Ny och dndrad reglering foreslas trida i kraft den 1 mars 2026.
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Delbetankandets lagforslag

Forslag till lag om elektronisk identifiering

Harigenom foreskrivs foljande.

Lagens innehall och forhallande till annan reglering

1§ Denna lag innehaller bestimmelser om medel for elektronisk
identifiering som utfirdas av staten samt krav pd erkidnnande av vissa
medel for elektronisk identifiering.

Bestdmmelser om medel for elektronisk identifiering finns ocksa i
Europaparlamentets och radets férordning (EU) nr 910/2014 av den 23 juli
2014 om elektronisk identifiering och betrodda tjanster for elektroniska
transaktioner p4 den inre marknaden och om upphévande av direkt
1999/93/EG, hér bendmnd EU:s forordning om elektronisk identifiering,
samt i lagen (2016:561) med kompletterande bestimmelser till EU:s
forordning om elektronisk identifiering.

Ord och uttryck i lagen

2§ Med elektronisk identifiering, medel for elektronisk identifiering,
néttjénst och autentisering avses i denna lag detsamma som i EU:s forord-
ning om elektronisk identifiering.

3§ Med en offentlig aktor avses i denna lag

1. en statlig eller kommunal myndighet, eller en beslutande forsamling
i en kommun eller region,

2. en sammanslutning som inréttats sérskilt for att tillgodose behov i det
allménnas intresse, under forutsittning att behovet inte dr av industriell
eller kommersiell karaktir, och som bestér av en eller flera myndigheter
eller férsamlingar som anges i 1,

3. en privat aktér som yrkesmassigt bedriver verksamhet som till nagon
del &r offentligt finansierad och som

a) aktoren bedriver i egenskap av enskild huvudman inom skolvésendet
eller huvudman for en sadan internationell skola som avses i 24 kap.
skollagen (2010:800),

b) utgdr hélso- och sjukvard enligt hélso- och sjukvérdslagen (2017:30)
eller tandvard enligt tandvardslagen (1985:125),

¢) bedrivs enligt socialtjénstlagen (2001:453), lagen (1988:870) om vard
av missbrukare i vissa fall, lagen (1990:52) med sérskilda bestimmelser
om vérd av unga eller lagen (1993:387) om stod och service till vissa
funktionshindrade, eller

d) utgdér personlig assistans som utfors med assistanserséttning enligt
51 kap. socialforsdkringsbalken, eller

4. en enskild utbildningsanordnare med tillstand att utfirda examina
enligt lagen (1993:792) om tillstand att utfirda vissa examina, och som
tillstorsta delen har statsbidrag som finansiering av hogskoleutbildning pa
grundniva eller avancerad niva eller av utbildning pé forskarniva.



Ansokan om utfirdande av statligt medel for elektronisk
identifiering

4§ Statligt medel for elektronisk identifiering féar, efter ansdkan, ut-
fardas av den myndighet som regeringen bestimmer (utfardande myndig-
het).

5§ Statliga medel for elektronisk identifiering far utfardas till en person
som innevarande kalenderar &r eller ska fylla nio ar och som har antingen
ett svenskt personnummer enligt folkbokforingslagen (1991:481) eller ett
sadant samordningsnummer som tilldelats personer som styrkt sin identitet
enligt lagen (2022:1697) om samordningsnummer, som inte dr forklarat
vilande.

For den som &r under arton ar krivs virdnadshavares skriftliga medgiv-
ande.

6 § Den sokande ér skyldig att styrka sin identitet och dvriga person-
uppgifter.

7 § Kontroll av att s6kandens identitet &r styrkt ska goras av den eller de
myndigheter som regeringen bestimmer (identitetskontrollerande myn-
dighet).

8§ I samband med ansdkan ar sokanden skyldig att 1ata den identitets-
kontrollerande myndigheten ta ett fingeravtryck och en ansiktsbild i
digitalt format.

9 § Fingeravtrycken och ansiktsbilden enligt 8 § ska sparas i ett lagrings-
medium i bararen av det statliga medlet for elektronisk identifiering.

Fingeravtrycken och de biometriska data som tas fram ur dessa ska
omedelbart forstoras nir det statliga medlet for elektronisk identifiering
har ldmnats ut eller en ansékan om sadant medel har &terkallats eller
avslagits.

10§ En ansokan ska avslads om fOrutsdttningarna i 5 och 6 §§ inte ar
uppfyllda. Detsamma géller det som anges i 8 § eller som foreskrivits i
enlighet med 11 § andra stycket 1 inte har iakttagits, och sokanden inte har
foljt en uppmaning att avhjélpa bristen.

11§ Regeringen eller den myndighet som regeringen bestimmer far
meddela foreskrifter om undantag fran skyldigheten att ldmna finger-
avtryck nér det géller minderariga och personer som av fysiska skal ar
permanent forhindrade att 1dmna fingeravtryck.

Regeringen kan med stod av 8 kap. 7 § regeringsformen meddela
ytterligare foreskrifter om

1. ansdkan om samt utfardande och utlimnande av ett statligt medel for
elektronisk identifiering, och

2. utformningen av det statliga medlet for elektronisk identifiering.
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Aterkallelse och spirr av statligt medel for elektronisk identifiering

12 § Ett statligt medel for elektronisk identifiering ska aterkallas och
sparras om

1. det fanns hinder mot att utfirda ett sddant medel vid tiden for
utfardandet och hindret fortfarande bestar,

2. ndgon visentlig uppgift som ett sidant medel innehaller ar felaktig
eller inte langre géller,

3. det &r nodvéndigt av sdkerhetsskal for att ndgon annan &n den som ett
sadant medel &r utstallt till kan misstdnkas obehorigt forfoga dver det, eller
om innehavaren av medlet pa annat sitt forlorat kontrollen 6ver det,

4. ett sddant medel inte har aktiverats inom sex manader efter att
ansokan gjordes, eller

5. innehavaren av ett sddant medel har avlidit.

P& begidran av innchavaren far ett statligt medel for elektronisk
identifiering &terkallas och spérras.

13§ Om ett statligt medel for elektronisk identifiering tidigare har
utférdats till s6kanden ska det spirras senast i samband med att ett nytt
saddant medel utférdas.

14 § Regeringen eller den myndighet som regeringen bestimmer kan
med stod av 8 kap. 7 § regeringsformen meddela foreskrifter om for-
farandet vid spérr av statligt medel for elektronisk identifiering.

Behandling av personuppgifter

15§ Bestimmelserna i 16, 17, 19-23 och 25 §§ samt foreskrifter som
meddelats enligt 18 och 24 §§ i denna lag kompletterar Europaparla-
mentets och radets forordning (EU) 2016/679 av den 27 april 2016 om
skydd for fysiska personer med avseende pé behandling av
personuppgifter och om det fria flodet av sddana uppgifter och om
upphévande av direktiv 95/46/EG (allmén dataskyddsfoérordning), hér
bendmnd EU:s dataskyddsforordning.

Vid behandling av personuppgifter enligt denna lag géller lagen
(2018:218) med  kompletterande  bestimmelser  till  EU:s
dataskyddsforordning och foreskrifter som har meddelats i anslutning till
den lagen, om inte annat foljer av 16-25 §§ eller foreskrifter som har
meddelats i anslutning till dessa paragrafer.

Databas over statliga medel for elektronisk identifiering

16 § Den utfirdande myndigheten ska med hjilp av automatiserad
behandling fora en databas med en samling uppgifter om statliga medel
for elektronisk identifiering som myndigheten har utfardat.

17§ En kopia av den ansiktsbild som enligt 9 § ska finnas i ett
lagringsmedium i bdraren av det statliga medlet for elektronisk identi-
fiering, och de biometriska uppgifter som tas fram ur ansiktsbilden far
behandlas i databasen.



18 § Regeringen eller den myndighet som regeringen bestimmer kan
med stod av 8 kap. 7 § regeringsformen meddela ytterligare foreskrifter
om

1. vilka uppgifter databasen ska eller far innehalla, och

2. den langsta tid som personuppgifter far behandlas i databasen.

Personuppgiftsansvar

19§ Den utfirdande myndigheten ar personuppgiftsansvarig for den
behandling av personuppgifter som sker i samband med ansdkan om och
utfdrdande av ett statligt medel for elektronisk identifiering.

Den identitetskontrollerande myndigheten &r personuppgiftsansvarig for
den behandling av personuppgifter som sker i samband med att myndig-
heten kontrollerar att sokandens identitet &r styrkt enligt 7 §.

Andamal

20 § Personuppgifter far behandlas av den utfirdande myndigheten om
det dr nddviandigt for att

1. handldgga drenden om statligt medel for elektronisk identifiering,

2. administrera en databas Over innehavare av statliga medel for
elektronisk identifiering, och

3. mojliggdra en sidker anvindning av statliga medel for elektronisk
identifiering.

Personuppgifter far behandlas av den identitetskontrollerande
myndigheten om det dr nédviandigt for att, i samband med ansdkan, kunna
kontrollera den sokandes identitet.

Personuppgifter som har samlats in enligt forsta stycket far ocksa
behandlas av den utfirdande myndigheten

1. om det dr nodvéndigt for att tillhandahélla information som behovs i
Polismyndighetens verksambhet for att forebygga, férhindra eller upptiacka
brottslig verksamhet, utreda eller lagfoéra brott, verkstélla uppbord eller
uppritthalla allmén ordning och sékerhet,

2. om det ar nddvandigt for att fullgora uppgiftsutlimnande som sker i
overensstimmelse med lag eller férordning, och

3. for andra dndamal, under forutséttning att uppgifterna inte behandlas
pa ett sitt som &r oforenligt med det d&ndamal for vilket uppgifterna
samlades in.

Behandling av kiinsliga personuppgifter

21§ Personuppgifter som avses i artikel 9.1 1 EU:s dataskyddsforord-
ning (kénsliga personuppgifter) far behandlas endast om det &r absolut
nddvindigt for andamalet med behandlingen.

Kinsliga personuppgifter far dock behandlas

1.1 databasen nidr det &r tillatet enligt 17 § och foreskrifter som
meddelats enligt 18 §, och

2. vid sokning som ar tillaten enligt 22 §.
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Integritetshdjande och sikerhetshdjande atgirder

22§ Det ar forbjudet att anvidnda ansiktsbilder samt biometriska
uppgifter som har tagits fram ur sddana bilder som sokbegrepp. Trots
forbudet fir den ansiktsbild som tas enligt 8 §, och de biometriska
uppgifter som tas fram ur ansiktsbilden, anvéndas vid sdkning i databasen
i samband med ansdokan om medel for elektronisk identifiering. S6kning
ar da tilldten endast for att kontrollera sokandens identitet och innehav av
sadant medel.

Sadana ovriga kéinsliga personuppgifter som avses i 21 § och uppgifter
om lagovertriddelser som innefattar brott, domar 1 brottmal,
straffprocessuella tvingsmedel eller administrativa frihetsberovanden far
inte anviandas som sokbegrepp.

23 § Tillgangen till personuppgifter ska begrénsas till det som var och
en behdver for att kunna fullgéra sina arbetsuppgifter.

24 § Regeringen eller den myndighet som regeringen bestimmer kan
med stod av 8 kap. 7 § regeringsformen meddela

1. ndrmare foreskrifter om tillgangen till personuppgifter, och

2. ytterligare foreskrifter om sdkerhetsatgérder till skydd for person-
uppgifter.

Riitten att gora inviindningar

25§ Artikel 21.1 1 EU:s dataskyddsforordning om rétten att gora
invandningar géller inte vid sddan behandling som é&r tillaten enligt denna
lag eller foreskrifter som har meddelats i anslutning till lagen.

Krav pa erkidinnande av vissa medel for elektronisk identifiering

26 § Nér medel for elektronisk identifiering krdvs for att fa tillgang till
en néttjdnst som tillhandahalls av en offentlig aktor, och tjénsten helt eller
delvis riktar sig till privatpersoner, ska medel erkidnnas for autentisering
for tjansten om

1. medlet for elektronisk identifiering tillhandahalls av leverantér som
ar godkénd i enlighet med lagen (20XX:XXX) om auktorisationssystem i
fraga om tjénster for elektronisk identifiering och for digital post, och

2. tillitsnivan for medlet for elektronisk identifiering motsvarar en tillits-
niva som &r lika hog eller hogre dn den tillitsnivd som den offentliga
aktoren kraver for atkomst till néttjansten.

Regeringen eller den myndighet som regeringen bestimmer far meddela
foreskrifter om

1. vilka typer av tjdnster for elektronisk identifiering som kravet i forsta
stycket avser,

2. hur skyldigheten ska fullgdras, och

3. undantag frén kraven.



Anvindning av statligt medel for elektronisk identifiering

27§ Regeringen eller den myndighet som regeringen bestdmmer far
meddela foreskrifter om villkor for nér och hur ett statligt medel for
elektronisk identifiering far anvandas.

Ovriga bestimmelser

28 § Beslut enligt denna lag far Overklagas till allmin forvaltnings-
domstol.
Provningstillstdnd krévs vid 6verklagande till kammarratten.

29 § Beslut enligt denna lag giller omedelbart, om inte négot annat
anges i beslutet.

Denna lag trader i kraft den 1 mars 2026.
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Forslag till lag om dndring i lagen (2023:704) om
auktorisationssystem i fraga om tjénster for elektronisk
identifiering och for digital post

Harigenom foreskrivs att 2 § lagen om auktorisationssystem i frdga om
tjénster for elektronisk identifiering och for digital post

dels ska ha foljande lydelse,

dels att det i lagen ska inforas en ny paragraf, 23 §, av foljande lydelse.

Nuvarande lydelse enligt propo-
sition 2023/24.:6

28

Féreslagen lydelse

Med ett auktorisationssystem avses i denna lag ett system dar

l.den myndighet som tillhandahaller systemet godkénner att
leverantoren av tjdnster for elektronisk identifiering av enskilda eller for
digital post far ingé ett avtal inom systemet och ingér avtal med var och en
av de godkinda leverantdrerna om utférande av sddana tjinster,

2. en enskild har ritt att vélja den
leverantor som ska utfora tjansterna
for den enskildes rakning, och

3. en offentlig aktdr kan anvianda
tjédnsterna i sin verksamhet enligt
avtal med den tillhandahallande
myndigheten.

2. en enskild har ritt att vélja den
leverantor som ska utfora tjdnsterna
for den enskildes rakning,

3. en sddan offentlig aktor som
avses i 4 § forsta stycket 1-3 a ska
anvdnda tjdnsterna for elektronisk
identifiering och kan anvinda
tidnsterna for digital post 1 sin
verksamhet enligt avtal med den
tillhandahallande =~ myndigheten,
och

4. en sadan offentlig aktér som
avses i 4 § forsta stycket 3 b—5 och
andra stycket kan anvinda tjdnst-
erna i sin verksamhet enligt avtal
med den tillhandahdllande myndig-
heten.

23§

Regeringen eller den myndighet
som regeringen bestdmmer fdr be-
sluta om undantag fran skyldig-
heteni2 g 3.

Denna lag trader i kraft den 1 mars 2026.



Forteckning dver remissinstanserna

Efter remiss har yttranden &ver delbetidnkandet En séker och tillgénglig e-
legitimation (SOU 2023:61) kommit in fran AB Svenska pass, Afasifor-
bundet i Sverige, Arbetsformedlingen, Barnombudsmannen, Bolagsver-
ket, Boverket, Brottsforebyggande radet, Brottsoffermyndigheten, Cen-
trala studiestddsndmnden, Chalmers tekniska hogskola AB, Dals-Eds
kommun, Diskrimineringsombudsmannen, Domstolsverket, E-hdlsomyn-
digheten, Ekobrottsmyndigheten, Ekonomistyrningsverket, Falkopings
kommun, Finansiell ID-Teknik BID AB, Finansinspektionen, Freja eID
Group AB, Funktionsritt Sverige, Foreningen for svenskar i vérlden, For-
svarets materielverk, Forsvarets radioanstalt, Forsvarsmakten, Forsik-
ringskassan, Gislaveds kommun, Goéteborgs kommun, Helsingborgs
kommun, Hogia Signit AB, Hovritten 6ver Skane och Blekinge, Huddinge
kommun, Harnésands kommun, Inera AB, Integritetsskyddsmyndigheten,
International Air Transport Association, Internetstiftelsen i Sverige,
Justitiekanslern, Kalix kommun, Kammarkollegiet, Kammarrdtten i
Stockholm, Kommerskollegium, Konkurrensverket, Kriminalvérden,
Kronofogdemyndigheten, Kungliga tekniska hogskolan, Kungélvs kom-
mun, Lantméteriet, Lessebo kommun, Lulea tekniska universitet, Lanssty-
relsen i Blekinge ldn, Lénsstyrelsen i Gédvleborgs lan, Lansstyrelsen i Norr-
bottens ldn, Lansstyrelsen i Skane ldn, Lansstyrelsen i Stockholms lén,
Lansstyrelsen i Uppsala lén, Lansstyrelsen i Vistra Gotalands 14n, Malmo
kommun, Migrationsverket, Myndigheten for delaktighet, Myndigheten
for digital forvaltning, Myndigheten for civilt forsvar (tidigare Myndig-
heten for samhaéllsskydd och beredskap), Patent- och registreringsverket,
Pensionsmyndigheten, Polismyndigheten, Post- och telestyrelsen, Regel-
radet, Region Stockholm, Riksarkivet, Riksdagens ombudsmin, Riks-
forbundet for barn, unga och vuxna med intellektuell funktionsned-
sattning, Sameskolstyrelsen, Scrive AB, Skatteverket, Skolforsknings-
institutet, Skolvasendets Overklagandendmnd, Socialstyrelsen, Sorsele
kommun, Specialpedagogiska skolmyndigheten, SPF Seniorerna, Statens
servicecenter, Statens skolinspektion, Statens skolverk, Statens tjénste-
pensionsverk, Statistiska centralbyran, Statskontoret, Stockholms kom-
mun, Styrelsen for ackreditering och teknisk kontroll, Svensk Handel,
Svenska bankforeningen, Svenska institutet for standarder, Sveriges
advokatsamfund, Sveriges akademikers centralorganisation, Sveriges
ambassad i Bangkok, Sveriges ambassad i Belin, Sveriges ambassad i
Canberra, Sveriges ambassad i London, Sveriges ambassad i Washington,
Sveriges generalkonsulat Hongkong, Sveriges Kommuner och Regioner,
Sveriges riksbank, Synskadades riksforbund, Sdkerhets- och forsvars-
foretagen, Séakerhetspolisen, Tanums kommun, TechSverige, Telia
Sverige AB, Tierps kommun, Tillvixtverket, Totalforsvarets forsknings-
institut, Transportstyrelsen, Trelleborgs kommun, Umed kommun,
Universitets- och hogskoleradet, Upphandlingsmyndigheten, Uppsala
kommun, Verket for innovationssystem, Vetenskapsradet, Vannds kom-
mun, Vixjé kommun och Aklagarmyndigheten.

Diarutdver har yttrande inkommit fran Eloverkénsligas riksférbund, For-
eningen for digitala fri- och rittigheter, Foreningen mot nétbedrégerier,
Foreningen Sveriges 6verformyndare, Idnow Gmbh, Institutet for ménsk-
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liga réttigheter, Kirei AB, Kommunalférbundet Lystkom, Riksforeningen
JAG, Svenska kommunalpensionérernas férbund, Sparbankernas riksfor-
bund och Yubico AB.

Foljande remissinstanser har inbjudits att limna synpunkter, men avstatt
fran att yttra sig eller inte kommit in med nagot yttrande. Bodens kommun,
Borgholms kommun, CGI Sverige AB, Comfact AB, Cybercom Group
AB, Fintech Sverige, Foreningen Begripsam, Foreningen for arkiv och
informationsforvaltning, Foretagarna, Forvaltningsritten i Hérnosand,
Gotlands kommun, Ideella foreningen teknikforetagen i Sverige, Knowit
AB, Landsorganisationen i Sverige, Nordanstigs kommun, Norrkdpings
kommun, Pensiondrernas riksorganisation, Region Gévleborg, Region
Skéne, Signicat AB, Sundsvalls kommun, Svenska e-identitet, Svenskt
néringsliv, Sveriges ambassad i Madrid, Tingsryds kommun, Tjidnstemén-
nens centralorganisation, Uddevalla kommun, Vimmerby kommun,
ZealiD AB och Odeshdgs kommun.



Sammanfattning av promemorian
Passdatalag — en ny lag som kompletterar
EU:s dataskyddsforordning (Ds 2019:5) 1
relevanta delar

For att sdkerstilla att det finns ett sekretesskydd for biometriska uppgifter
foresldas en dndring i offentlighets- och sekretesslagen (2009:400).
Andringen innebir att sekretess ska gilla for biometriska uppgifter som
har tagits fram ur en fotografisk bild av en enskild, om det inte star klart
att uppgiften kan rdjas utan att den enskilde eller ndgon nérstaende till
denne lider men. S&dan sekretess ska gélla i viss typ av verksambhet, bl.a.
i verksamhet som avser folkbokforingen eller annan liknande registrering
av befolkningen.
De nya bestdmmelserna foreslas trdda i kraft den 1 juli 2020.
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Promemorians lagforslag 1 relevanta delar

Forslag till lag om éndring 1 offentlighets- och

sekretesslagen (2009:400)

Hiarigenom foreskrivs att 22 kap. 1§ offentlighets- och sekretesslagen

(2009:400) ska ha foljande lydelse.

Nuvarande lydelse

Féreslagen lydelse

22 kap.

Sekretess géller for uppgift om en enskilds personliga forhéllanden,
om det av sirskild anledning kan antas att den enskilde eller ndgon nér-
staende till denne lider men om uppgiften rdjs och uppgiften forekommer

i verksamhet som avser

1. folkbokforingen eller annan liknande registrering av befolkningen
och, i den utstrickning regeringen meddelar foreskrifter om det, i annan
verksamhet som avser registrering av en betydande del av befolkningen,

eller

2. forande av eller uttag ur sjomansregistret.

Sekretess géller 1 verksamhet
som avses 1 forsta stycket 1 for upp-
gift i form av fotografisk bild av
den enskilde, om det inte star klart
att uppgiften kan r6jas utan att den
enskilde eller ndgon nérstdende till
denne lider men.

Sekretess giller 1 verksamhet
som avses i forsta stycket 1 for upp-
gift i form av en fotografisk bild av
den enskilde, och biometrisk upp-
gift som har tagits fram ur en sadan
bild, om det inte star klart att
uppgiften kan réjas utan att den
enskilde eller ndgon nérstaende till
denne lider men.

For uppgift i en allmén handling géller sekretessen i hogst sjuttio ar.

Denna lag trader i kraft den 1 juli 2020.



Forteckning dver remissinstanserna

Efter remiss har yttranden &ver promemorian Passdatalag — en ny lag som
kompletterar EU:s dataskyddsférordning (Ds 2019:5) kommit in fran
Ekobrottsmyndigheten, Forsvarsmakten, Forvaltningsrétten i Stockholm,
Integritetsskyddsmyndigheten (tidigare Datainspektionen), Justitiekans-
lern, Kammarrétten i Goteborg, Kriminalvarden, Kronofogdemyndighe-
ten, Kustbevakningen, Lunds universitet, Migrationsverket, Myndigheten
for digital forvaltning, Polismyndigheten, Region Norrbotten (tidigare
Norrbottens lins landsting), Region Orebro lin (tidigare Orebro lins
landsting), Riksarkivet, Riksdagens ombudsméin, Skatteverket, Social-
styrelsen, Statens institutionsstyrelse, Sveriges advokatsamfund, Sveriges
ambassad 1 Bangkok, Sveriges ambassad i Berlin, Sveriges ambassad i
Bern, Sveriges ambassad i Canberra, Sveriges ambassad i Haag, Sveriges
ambassad i London, Sveriges ambassad i Madrid, Sveriges ambassad i
Paris, Sveriges ambassad i Washington, Sveriges generalkonsulat i Hong-
kong, Sveriges generalkonsulat i New York, Sveriges Kommuner och
Regioner (tidigare Sveriges Kommuner och Landsting), Sadkerhets- och
integritetsskyddsniamnden, Sikerhetspolisen, Tullverket och Aklagarmyn-
digheten.

Foljande remissinstanser har inbjudits att limna synpunkter, men avstétt
frén att yttra sig eller inte kommit in med nagot yttrande. AB Svenska Pass
och Region Skane (tidigare Skéne léns landsting).
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